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'%6% sc“oa“’ MEETING DATE |2019-05-07 10:05 - School Board Operational Meeting %’e\f;' Order Reéuerj;
ITEM No.: AGENDA ITEM [ITEMS Time
EE-10. CATEGORY |EE. OFFICE OF STRATEGY & OPERATIONS e
DEPARTMENT |Procurement & Wareasing Services — ® Ygspen Agencg Kis

TITLE:

Recommendation of Conlinuation - FY20-073 - Continuation of the Lease or Maintenance of District Software & Hardware for Fiscal Year 2019-2020

REQUESTED ACTION:

A pprove the continuation of the lease or maintenance of the District software and hardware for the Fiscal Year 2019-2020; Contract Term: July 1, 2019 through
Uune 30, 2020, 1 Year; User Department: Information & Technology; Award Amount: $6,326,668; Awarded Vendor(s): Multiple; SmallMinority/MWomen Business
Enterprise Vendor(s): None.

SUMMARY EXPLANATION AND BACKGROUND:

This agenda item is requesling spending authorily approval to provide mainlenance support for major curriculum and business software and hardware lechnology
syslems for the fiscal year 2019-2020. District schools and departmentls ulilize many of the curriculum operalional software and hardware technology syslems that
re provided by various vendors. In an effort lo maintain these syslems, the Information & Technology Depariment eslablished a process lo streamline and

nsolidate requests for spending authority on an extensive number of annual SW/HW maintenance, license and lease renewals. This process was eslablished
nd has been used since the year 2000.

SCHOOL BOARD GOALS:

@ Goal 1: High Quality Instruction @ Goal 2: Continuous Improvement @ Goal 3: Effective Communication

FINANCIAL IMPACT:

[The total financial impact to the District is $6,326,668. Funding sources: Innovative Leaming $295,469; BECON $351,068; Food & Nutrition Services $241,622;
Risk Management $126,300; Technical Educalion $977,824; Informalion & Technology $4,334,385. The financial amount represents an estimated conlract value;
however, the amount aulhorized will not exceed the estimated conltract award.

EXHIBITS: (List)
(1) Executive Summary (2) Financial Analysis Worksheet (3) Detail Report EXHIBIT A (4) Summary Report EXHIBIT B

BOARD ACTION: SOURCE OF ADDITIONAL INFORMATION:
APPROVED Name: Matthew Bradford Phone: 754-321-0395
(For Official School Board Records Office Only) Name: Mary C. Coker Phone: 754-321-0501

THE SCHOOL BOARD OF BROWARD COUNTY, FLORIDA  Approved In Open MAY 0 7 2019

Senior Leader & Title Board Meeting On:

Maurice L. Woods - Chief Strategy & Operations Officer
oy ot Gradamdl)

Signature . School Board Chair
Maurice Woods

4/25/2019, 2:07:57 PM

Electronic Signature
Form #4189 Revised 08/04//2017
RWR/ MLW/MCC/MB:hdc



AGENDA REQUEST FORM

THE SCHOOL BOARD OF BROWARD COUNTY, FLORIDA

MEETING DATE 2017-10-03 10:05 - School Board Operational Meeting Special Order Request

O Yes ® No

Time

AGENDA ITEM (ITEMS
CATEGORY |EE. OFFICE OF STRATEGY & OPERATIONS
DEPARTMENT |Procurement & Warehousing Services Open Agenda

® Yes O No

TITLE:
Direct Negotiation Recommendation of $500,000 or Greater - 58-033E - Central Bidders Registration Tool

fﬂprove the above Direct Negotiation Agreement for the above agreement. Contract Term October 23, 2017 through October 22, 2019, 2 Years User Department:
Procurement & Warehousing Services Award Amount: $629,300 Small/Minority/Women Business Enterprise Vendor(s): None.

SUMMARY EXPLANATION AND BACKGROUND:

EAP Ariba is a cloud procurement solution that will implement a fully integrated solution to increase visibility into the end-to-end procurement process required by

he increased volumes associated with Purchasing Policy 3320 and the Safety, Music & Art, Athletics, Renovations, and Technology initiative. This solution also
upports Supplier Diversity Outreach Program Policy 3330 . In accordance with Purchasing Policy 3320, Part VI, C4, "The School Board, when acquiring,
..information technology as defined in 282.0041(15), Florida Statutes, may make any acquisition...by direct negotiation."

This Agreement has been reviewed and approved as to form and legal content by the Office of the General Counsel.

SCHOOL BOARD GOALS:
O Goal 1: High Quality Instruction @ Goal 2: Continuous Improvement O Goal 3: Effective Communication

FINANCIAL IMPACT:

The estimated financial impact to the District will be $629,300. The funding source will come from capital budget as approved in the District Educational Facilities
Plan on September 6, 2017. The financial impact amount represents an estimated contract value; however, the amount authorized will not exceed the estimated
contract award amount.

EXHIBITS: (List)
(1) Executive Summary (2) Agreement

BOARD ACTION: SOURCE OF ADDITIONAL INFORMATION:
APPROVED Name: Tony Hunter Phone: 754-321-0400
(For Official School Board Records Office Only) Name: Mary C. Coker Phone: 754-321-0501

THE SCHOOL BOARD OF BROWARD COUNTY, FLORIDA  Approved nOpen OCT 0 3 2017

Senior Leader & Title .
Board Meet :
Maurice L. Woods - Chief Strategy & Operations Officer cardMee mgBOn , ) =7
Y. -

Signature i Schodl Board Chair
Maurice Woods

9/26/2017, 11:23:49 AM

Electronic Signature
Form #4189 Revised 08/04//2017
RWR/ MLW/MCC/TH:jh



EXECUTIVE SUMMARY

Direct Negotiation Agreement
58-033E — Central Bidders Registration Tool

The historically utilized tools and resources currently supporting the procurement process have proven
insufficient in meeting the increasing and evolving procurement needs of the District. The requirements
for increased transparency of process, real-time visibility into big data, process automation, systematic
documentation, and overall process improvements have highlighted the necessity for advanced
technological resources.

To address these needs, Procurement and Warehousing Services (PWS) performed an in-depth research,
and four (4) options were identified ranging from off-the-shelf products to a fully integrated system. The
table below provides a summary of the analysis of the identified options:

Obti Ease of Change Integration/ Tracking/ Expected
ptions implementation Mgmt. SAP-dependent Reporting Benefits

#1: Off-the-shelf Gy Gy oy
disparate systems et e

#2: Partially o — _— e
infegrated (SIPM @ iy % - -
& sourcing only) )

#3: Multiple-year, phased . - - —
deployment of fully e L 4 [ o
integrated solution ‘e QQ &“J e/

#4: Rapid deployment of — - -
fully integrated system C&%) Q Q

Legend: TN (L

Simple/Low = o m = = = = == Complex/High

When considering the options, the workgroup made a relative comparison across the following criteria:

Ease of Implementation: Involves the scale of existing processes that will be impacted; and the
number of departments involved (i.e., purchasing only or other departments involved).

Change Management Effort: Involves scale of training, communications, etc. (i.e., non-technical
factors) required for successful implementation.

Integration/SAP-dependency: Involves level of integration with the District’s current ERP (SAP)
software; SAP is currently used by various departments including Finance and Human Resources.
Tracking/Reporting Automation: Involves the breadth and degree of reporting capabilities

(number of reports, details in reports, the granularity of reports, etc.) and level of automated reports
versus manually processed reports.

Expected Benefits: Relative ability to implement Supplier Diversity Outreach Program (SDOP)

Policy 3330 as currently written; benefits in the form of economic inclusion, increased competitive
contract pricing, reduction in the level of identified disparity, improved accountability, etc.

Based on the outcomes of the research and applied considerations, Option 3, the “Multiple-year, phased
deployment of fully integrated solution” was identified as the best fit for the District. This option lead the
District to “Direct Negotiate" with SAP Ariba for its procurement cloud solution, which is part of the SAP
(District’s ERP system) portfolio.
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SAP Ariba it is a fully integrated solution to increase visibility into the end-to-end procurement process
required by the increased volumes associated with Purchasing Policy 3320 and the Safety, Music & Art,
Athletics, Renovation, and Technology initiative. It will also include a Central Bidder Registration tool in
support of the SDOP Policy 3330.

The phased approach allows for immediate positive impact on processes and outcomes while minimizing
the impact on the general user population. During Phase I/Year 1, the implementation will address the
immediate needs to support SDOP Policy 3330 requirements, streamline vendor registration, and sourcing
processes, and will introduce contracts to the user population. This can be done while requiring little change
outside of the core procurement function and associated personnel. Whereas, during Phase I1/Year 3 the
implemented solutions will have a greater direct impact on the broader procurement user base, affecting all
district requisitioners and approvers, requiring a more substantial change management approach to
methodically address the adjustment time users will need to acclimate to the new system and processes.

The solution includes the following components and addresses the identified needs as illustrated below:

The Supplier Information piece of this component addresses the SDOP Policy
3330 requirement for a centralized bidder registration tool while also
addressing the greater need for suppliers of all types to register to do business

with the District in a standardized and controlled environment.
Phase I

The outcome being a single portal that includes vendor vetting, and supports
Supplier Information — web- three (3) varying registration paths depending on vendor type and its
based, district branded, report associated requirements; Standard, Small/Minority and/or Women Business
generaﬁng, central bidder Enterprises (S/M/ WBE) Certiﬁed, or Pre-Qualiﬁed. The dashboard style
registration tool reporting also improves the ability to focus on and measure the impact of core
target areas such as S/M/WBE outreach activities.

The current paper-based/manual process does not yield reports and leaves
room for erroneous supplier submissions, delays in processing, and lacks the

vetting and other controls necessary when enabling a supplier to do business
with the District.

The Supplier Performance Management piece of this component allows for

Phase 1 improved visibility to the aggregate inputs and perspectives related to supplier
performance, translating them into reportable, data-driven, actionable items in

Supplier Performance support of strategic decision-making, and quality vendor selection.

Management — centralized and

data-driven and supplier The current supplier performance management activities are minimal and

management tool based on reactive with limited reporting capabilities. While supplier surveys are issued

Supplier Information & Performance Management (SIPM)

reportable contract compliance, to obtain end-user feedback on supplier performance, with the number of
survey statistics, and scorecard  suppliers and sheer volume of purchases, this only addresses a fraction of what
intelligence is needed to fully manage the performance of strategic district suppliers.



Direct Negotiation Agreement

58-033E — Central Bidders Registration Tool

October 3, 2017 Board Agenda
Page 3

Phase I

Sourcing — task driven, template
based, report generating, streamlined
electronic sourcing tool

Phase 1

Contracts —task driven, template
based, report generating, streamlined
electronic contract management tool

The Sourcing component of this solution allows the District to electronically
monitor, manage, and report throughout all phases of the sourcing process
including identification of need, capturing required inputs from stakeholders,
obtaining necessary approvals, publicly publishing sourcing opportunities to
existing and new potential vendors, securely receiving vendor responses, and
notifying all internal and external participants of changes, for each individual
project, from inception to award. Additionally, it is an improved/guided
supplier experience in support of higher bid participation rates from suppliers
of all sizes, at no cost to the sourcing respondents, ideally attracting, and
benefitting the S/M/WBE district suppliers.

The specific terms of the awards in Sourcing are integrated with the Contracts
and SIPM components allowing for ongoing oversight of supplier compliance
with contract terms and measurable statistics regarding the quality of its
performance throughout the duration of its award.

The current system, DemandStar.com, does not support prerequisite bid
development activities thereby losing visibility to the early stages of the bid
process and its progress, has an extremely limited capacity for reporting, is
not an intuitive program, and comes at a cost to participants (vendors must
pay to download documents).

The Contracts component of this solution includes a task-driven, template-
based negotiation mechanism that also documents and supports version
control and execution requirements. It also allows for control of contracts
regarding expiration monitoring and spend authority alerts accompanied by
dashboard-style reporting.

The Contracts component interfaces and integrates with the Sourcing, SIPM,
and P20 components, and once fully implemented, provides real-time
analysis for contract compliance, vendor performance, and spend usage. Total
spend tracking to include PO and P-card spend will not be realized until the
implementation of Phase I and Phase II is complete.

The current method for tracking awarded contracts is a manual process using
tools unable to fully support the required tracking to ensure real-time contract
management; especially in the area of spend per bid. The current time to pull
spend for active bids is five (5) business days. Therefore, this activity is only
performed monthly, leaving the District vulnerable to the risk of
overspending, especially on high-cost or high-volume awards.

Enabling the Contracts module during Phase I provides increased visibility
and improved tracking of contract expiration, improved documentation and
version control throughout negotiations, and allows spend tracking data to be
imported for ongoing controls during the time between Phase I and Phase II.
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Future item to be presented to the
School Board for additional spending
authority (no later than September
2018).

Phase II

Procure-to-Order (P20) — catalog-
based, contract driven, user-guided,
electronic, reportable, requisition =>
approval = Purchase Order system

The Procure-to-Order component of this solution provides the District with a
reliable, easy-to-use process for requesting the purchase of goods and services.
Providing an “Amazon-like” experience to users, procurement can guide
requisitioners to preferred suppliers to leverage aggregate district spend for
approved items, at pre-negotiated prices. Real-time reports on requisition
cycle-time (from request to order), spend per commodity, spend per vendor,
and spend per contract, among other metrics will be available at the
user/school/department/and district level.

This component exhibits the culmination of all preceding procurement
activities supported by the components described above. It also gives the
District the ability to not only tie the existing Purchase Order (PO) spend to
Contract spend authority, but also improve Purchasing Card (P-Card)
visibility by using the P-Card as a method of payment for approved POs.

With the previous catalog procurement module going to end of life and
unsupported in 2015, the District is using the SAP base system to process
requisitions and POs. This is extremely lengthy, with little visibility to end-
to-end cycle times. Users must have an in-depth knowledge of the ever-
changing supplier and contract landscape and use multiple resources to obtain
the necessary information to properly enter a requisition. Inaccurate
submissions result in delayed PO processing and potential delays in delivery
to our ultimate end users, the students of the District.

The recommendation is a multiple-year, phased deployment allowing the District to spread out the costs
over four (4) years for the integrated procurement system that will cover onboarding, sourcing, tracking,
and monitoring capabilities while fully integrating with our current SAP software.

Phase |
Year 1-2

SIPM

Sourcing

Contracts

Change Phase li
Management Year 3-4

Introduce
| Explain | P20

Prepare
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This option will allow PWS to proactively manage the implementation of a fully integrated procurement
system by dealing with the demands of change which will involve the biggest challenge facing every
department. PWS will certainly change more in the next four (4) years than it has in the last ten (10) years.
So it's imperative that district leadership understand how to engage their teams to lead their departments
and schools in collaborating around change.

To help manage expectations, we are including a graphic that helps to identify the barriers that block change
and the emotions that are experienced during any change process.
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Financial Impact

The spend authority request for this item covers Phase I (Years 1-2) only. The financial impact for the
District is demonstrated below:

Phase I Supplier registration, Sourcing and Contract Management

¢ Initial investment: $629,300 for full Phase 1 implementation

Bescription Yearl Year 2 Total

SAP Cloud Services $ 140,000 | $ 140,000 | $ 280,000
Installation Fee $ 49300 3 49,300
Implementation Services $ 300,000 3 300,000
Total $ 489,300 | S 140,000} S 629,300

On September 6, 2017, the School Board approved the Final District Educational Facilities Plan with a total
investment of $1,809,300 for the SAP Ariba implementation. Therefore, in regards to Phase II — Procure to
Order, a new item will be presented to the School Board requesting additional spending authority no later
than September 2018, as demonstrated below:

Phase 2: Procure-to-Order, Supplier enablement and Contract enablement (centralized database) with an
end-to-end integration with ERP

e Additional cost $1,180,000 for full Phase 2

If for some reason during Fiscal Year 2018/19 the School Board of Broward County decides to not move
forward with the second phase, the committed funds of $1,180,000 will revert back to the District’s Capital
budget.
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Order Form
for SAP Cloud Services
SAP Reference No. 0220729625

between Ariba, Inc.
3420 Hillview Avenue, Building 3
Palo Alto, CA 94304
(\\SAPI!)

and The School Board of Broward County
600 Southeast Third Avenue
FORT LAUDERDALE FL 33301
(“Customer”)

1. ORDER FORM AND TABLE OF AGREEMENT

This Order Form as issued by SAP is an offer by SAP. When signed and returned to SAP by Customer
on or prior to the offer expiration date, it becomes a binding agreement for the SAP Cloud Service(s)
and Consulting Services (if applicable) listed in this Order Form and is effective on the date signed by
Customer.

Offer Expiration Date: 10/23/2017

This Order Form is governed by and incorporates the following documents in effect as of the effective
date. All documents are listed in order of precedence, and collectively referred to as the “Agreement”:

| Agreement Location

Order Form

Schedule A of this Order Form: a)

Cloud Service Supplemental http://www.sap.com/agreements-cloud-supplement
Terms and Conditions

(“‘Supplement”);

b) Consulting Services https://assets.cdn.sap.com/agreements/general-terms-and-
Supplemental Terms and conditions/ser/sap-consulting-services-supplement-english-
Conditions (“Consulting united-states-v4-2016.pdf

Services Supplement”)

Schedule B of this Order Form: http://www.sap.com/agreements-cloud-support

Support Policy for SAP Cioud

Services -

Schedule C of this Order Form: http://www.sap.com/agreements-cloud-service-level-
Service Level Agreement for agreement

SAP Cloud Services ("SLA")

Schedule D of this Order Form: http://www.sap.com/agreements-cloud-data-processin

Data Processing Agreement
for SAP Cloud Services

Schedule E of this Order Form: SAP and Customer agree this Order Form is governed by the
General Terms and Conditions | General Terms and Conditions for SAP Cloud Services

for SAP Cloud Services incorporated into the Order Form for SAP Cloud Services (Ref
("GTC") No. 0220558288) effective June 28, 2016.

Customer has had the opportunity to review the GTC and the incorporated documents prior to executing
this Order Form. SAP recommends that Customer prints copies of these documents for Customer’s
records. All defined terms in the GTC used in this Order Form have the meaning stated in the GTC. All
references in the Supplements to “Service” mean “Cloud Service”, and to “Named Users” mean
“Authorized Users.”

SAP Confidential Page 10f7
Order Form for SAP Cloud Services (Direct) enUS.v.6-2017 (2-2017)
SAP OPP 302402143 / QUOTE 0220729625 / CASE 3060772971



2. CLOUD SERVICE

2.1 Cloud Service Order.

The table shows the purchased Cloud Service, Usage Metrics and volume, initial Subscription Term and
fees.

Period 1 From 10/23/,2017 To 10/22/2019 ’
SAP Cloud ; nhuz Product Totai Fee in
Service e \ :

XIBLE
BUNDLE -
ARIBA SALES 140,000.00 | 10/23/2017 | 10/22/2019 |  280,000.00
ORG
SAP ARIBA 24
SOURCING Users
SAP ARIBA 34
SUPPLIER
INFO/PERFOR
MANCE MGT.
SAP ARIBA Users 39
CONTRACTS

Users

| Total Net Fee (*) | = 280,000.00 |

(*) plus applicable taxes
(**) Usage Metric Limitations stated above represent the maximum annual quantity of Usage
Metrics over a 12 month period, except where the period between Product Start Date and Product
End Date is less than one year. In that case the stated Usage Metric Limitation is the actual
prorated amount.

2.2 Subscription Term

(a) Customer’s initial Subscription Term will begin on the start date and will be effective until
the end date, unless Customer is otherwise notified by SAP’s provisioning team.
(b) The parties may renew the subscription term of this Order Form only by executing a new

Order Form or amending this Order Form.
2.3 Excess Use.
Customer’s use of the Cloud Service is subject to the Agreement, including the Usage Metrics and their
volume stated in Section 2. Any use of the Cloud Service that exceeds this scope will be subject to
additional fees. Fees accrue from the date the excess use began. Customer will execute an additional
Order Form to document subscriptions for additional Usage Metrics and their volume. SAP may invoice
and Customer will pay for excess use based on applicable pricing in the Order Form or Supplement.

SAP Confidential Page 2 of 7
Order Form for SAP Cloud Services (Direct) enUS.v.6-2017 (2-2017)
SAP OPP 302402143/ QUOTE 0220729625 / CASE 3060772971



3. CONSULTING (IMPEMENTATION) SERVICES.

The table shows the purchased Consulting Services, non-recurring services and fees.

SAP will provide the Consulting Services or non-recurring services subject to the terms of the Consulting
Services Supplement and the Agreement. SAP’s obligation to provide the Consulting Services will end
upon expiration of the initial term unless otherwise stated in the applicable service description or
Supplement.

Consulting Services: =~ __ | Service otal Fee in USD

SAP ARIBA SOURCING SETUP |

10/23/2017 8,500.00

SAP ARIBA SUPPLIER INFO/PERF. MGT SETUP 10/23/2017 23,800.00

SAP ARIBA CONTRACTS SETUP 10/23/2017 17,000.00
[ Total Net Fee (*) = 49,300.00 |

4. PAYMENT AND INVOICES

4.1 Fees and Invoicing.

Unless the Supplement states otherwise, fees for the Cloud Service(s) will be invoiced by SAP and paid
by Customer annually in advance. Fees for the Consulting Services will be invoiced by SAP and paid by
Customer as stated in Section 3 unless otherwise stated in the applicable scope document. SAP may
provide invoices to an email address provided by Customer. Fees for non-recurring services will be
invoiced by SAP on a one-time basis and paid by Customer upon commencement of the Subscription
Term. Except for fee increases applied under Sections 2.3 and 4.2, Cloud Service(s) fees for renewal
terms will be equal to the fees for the immediately preceding term for the same Cloud Service, Usage
Metrics and volume. Customer will reimburse SAP for all pre-approved (by Customer) and appropriately
documented travel and related expenses incurred by SAP in performing any support for the Cloud
Service. Consulting Services fees are inclusive of travel expenses.

4.2 Fee Increases.

At the beginning of each renewal term, SAP may increase fees to reflect annual increases in consumer
prices or costs. This increase will not exceed the greater of the percentage stated in the most recent
consumer price index selected by SAP or 3.3% per annum. The increase is applied on a cumulative,
year-over-year basis beginning on either the start of the preceding term or date of last increase,
whichever is later. Not raising fees is not a waiver of SAP’s right to do so. SAP may increase fees if
Customer elects to reduce the Cloud Service, Usage Metrics or volume for any renewal term.

4.3 Payment.

Customer will pay to SAP all fees due within thirty days of date of invoice. Unpaid fees will accrue
interest at the maximum legal rate. Customer purchase orders are for administrative convenience and
not a condition of payment. Payment is not dependent upon completion of any implementation or other
services.

4.4 Expansion Pricing.

Any access to and/or use of the services in excess of the applicable usage metric shall be subject to
additional fees (expansion fees”) at the rates set forth below beginning on the date of such excess
access/usage and continuing for the duration of the then-current subscription term or applicable renewal
term:

- Fee per Usage Metric Usage Metric
SAP Cloud Service Limitation (*) Limitation
SAP Ariba Sourcing $1,250.78 Per user
SAP Ariba Supplier Info/Performance Mgmt $1,163.52 Per user
SAP Ariba Contracts $1,163.52 Per user

(*) plus applicable taxes.

4.5 Option to Purchase Additional Cloud Service Subscriptions:

Customer may purchase a subscription to any or all of the additional SAP Ariba Cloud Service(s) identified
below for the indicated subscription term and additional fees, and subject to the Usage Metrics, indicated
therein, by entering into an amendment to this Order Form to document such purchase at any time

SAP Confidential Page 3of 7
Order Form for SAP Cloud Services (Direct) enUS.v.6-2017 (2-2017)
SAP OPP 302402143 / QUOTE 0220729625 / CASE 3060772971
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within fifteen (15) months of the Order Form Effective Date. If Customer elects to purchase subscriptions
to such SAP Ariba Cloud Service(s), Customer must also purchase the corresponding Consulting Services
set forth below for the additional fees set forth therein. Additional terms and restrictions specific to each
Cloud Service may apply.

"SAP Ariba Buying

$370M spend
Commerce automation 1 Year 54,000 Purchase orders
SAP Ariba Network, 1 Year 54,0000 Purchase orders $225,000.00 USD
Buyer Paid Fees
SAP Ariba Buying - $119,000.00 USD
SAP Ariba Commerce Automation $0 (If deployed with Buying),
$42,500 standalone

5. AUTHORIZED ADMINISTRATORS
Customer contacts for order confirmation and system notices are:
Order Confirmation recipient name: Ed Hineline
Order Confirmation recipient e-mail: ed.hineline@browardschools.com
System Provisioning Notification recipient name: Ed Hineline
System Provisioning Notification recipient e-mail: ed.hineline@browardschools.com

6. CUSTOMER LOCATION
Customer has provided the following primary access location:

The School Board of Broward County
600 Southeast Third Avenue
FORT LAUDERDALE FL 33301

This is the primary (but not the only) location from which Customer will access the Cloud Service.
Customer acknowledges that the primary access location for the Cloud Service may have sales tax
implications. Customer’s failure to provide SAP with its VAT and/or GST number may also have sales
tax implications. If Customer does not provide a primary access location, SAP will incorporate a default
primary access location to Customer’s sold-to address.

7. ANALYSES

SAP, SAP SE or SAP Affiliates may create analyses utilizing, in part, Customer Data and information
derived from Customer’s use of the Cloud Service and Consulting Services. Analyses will anonymize
and aggregate information, and are the proprietary, confidential and wholly-owned materials of SAP.
Examples of how analyses may be used include: optimizing resources and support; research and
development; automated processes that enable continuous improvement, performance optimization
and development of new SAP products and services; verification of security and data integrity; internal
demand planning; and data products such as industry trends and developments, indices and anonymous
benchmarking.

7. ADDITIONAL TERMS

7.1 Annual Appropriations.

Without prejudice to any of its other rights of termination under this Agreement, the Customer shall
have the right to terminate this Agreement or any order hereunder at the end of the then-current fiscal
period where funds are not appropriated to allow Customer to support continuation of performance of
Services in a subsequent fiscal period. Customer shall not be entitled to any refund of any pre-paid fees
and shall be responsible for payment of amounts incurred up to the date of such termination. Customer
shall notify the other party at the earliest possible time before such termination.

7.2 No Waiver of Sovereign Immunity.
Nothing herein is intended to serve as a waiver of sovereign immunity by any agency or political

SAP Confidential Page 4 of 7
Order Form for SAP Cloud Services (Direct) enUS.v.6-2017 (2-2017)
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subdivision to which sovereign immunity may be applicable or of any rights or limits to liability existing
under section 768.28, Florida statutes. This section shall survive the termination of all performance or
obligations under this agreement and shall be fully binding until such time as any proceeding brought
on account of this agreement is barred by any applicable statute of limitations.

7.3

Insurance.

Ariba shall comply with the following insurance requirements throughout the term of this Agreement.

(@)

(b)

(©)

(d)

(e)

(f

(9)

Commercial general liability with a limit of $1,000,000 per occurrence and $2,000,000 in general
aggregate including, but not limited to, coverage for bodily injury, death, property damage,
products and completed operations, premises/operations, contractual, and personal and
advertising injury liabilities;

Commercial automobile liability with a combined single limit of $1,000,000 per occurrence
covering bodily injury, death and property damage resulting from operation of owned, non-owned,
hired or leased vehicles by Ariba’s employees;

Workers' compensation in compliance with statutory requirements;

Employer's liability with limits of $1,000,000 each accident, $1,000,000 by disease policy limit,
$1,000,000 by disease each employee;

Excess\Umbrella liability with a limit of $2,000,000 per occurrence with respect to coverage
required in (a) and (b) above; and

Technology professional liability with a limit of $1,000,000 per claim and in the aggregate covering
claims arising out of errors or omissions in connection with services provided by Ariba as described
in the Agreement and including network security and private data risks involving unauthorized
access, failure of security, transmission of malicious code, denial of service attacks, and
unauthorized disclosure or misappropriation of private data. The policy shall have a retroactive
date on or before the Agreement effective date or the date of Ariba’s first professional service,
whichever is earlier. Ariba shall use commercially reasonable efforts to maintain such coverage for
one (1) year following expiration or cancellation of the Agreement.

Ariba shall be responsible for any deductibles or self-insured retentions under the aforementioned
policies. Following execution of the agreement and upon request of Customer, Ariba shall provide
or make available for download a certificate of insurance evidencing existence of the required
coverage. Ariba, its insurer(s) or broker(s) shall endeavor to provide Customer thirty (30) days
advance written notice in event of cancellation of policies required herein. None of the requirements
contained herein as to types or limits or Customer’s approval of insurance coverage to be
maintained by Ariba are intended to, and shall not in any manner, limit, qualify or quantify the
liabilities and obligations assumed by Ariba under the agreement.
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8. COUNTERPARTS AND MULTIPLE ORIGINALS

This Agreement may be executed in multiple originals, and may be executed in counterparts, each of
which shall be deemed to be an original, but all of which, taken together, shall constitute one and the
same agreement.

(Corporate Seal) THE SCHOOL BOARD Q{&@WKRD

o
Approved as to Form and Legal tontent

: » Digitally signed by Janette M. Smith
'Ja nette M' Sm Ith Date: 2017.09.25 17:16:32 -04'00'

Office of the General Counsel

Robrt W. Runme, Supermtendent of Schools

[SAP signature lines on following page]
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(Corporate Seal) Ariba, Inc.

Attest: k&;ill~£Uls QZQV\4;¢ZD By: ”4i2i:"”"'"

Miane\\ Rowearo, L,q.,c‘q\ AssiskawX

State of

County of \

The foregoing instrument , 2017 by

of Ariba, He ook an oath and is personally
known to me or has produced i

My commission Expires:

(SEAL)

Printed Name of Notary

See c;\é&cxc)f«lig' V\2>lro~¥‘t& Clﬁbr‘XF\gl\cya—J%f;,
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CALIFORNIA ALL- PURPOSE
CERTIFICATE OF ACKNOWLEDGMENT

A notary public or other officer completing this certificate verifies only the identity
of the individual who signed the document to which this certificate is attached,
and not the truthfulness, accuracy, or validity of that document.

State of California

County of Contra Costa County }

On _September 22, 2017 before me, _M. Romero, Notary Public

{Here insert name and title of the officer)

personally appeared Landon Edmond

who proved to me on the basis of satisfactory evidence to be the person(s) whose

name(s)(islare subscribed to the within instrument and acknowledged to me that
(heshelthey executed the same iniskher/their authorized capacity(ies), and that by
chiskher/their signature(s) on the instrument the person(s), or the entity upon behalf of

which the person(s) acted, executed the instrument.

| certify under PENALTY OF PERJURY under the laws of the State of California that
the foregoing paragraph is true and correct.

M. ROMERO

WITNESS my hand and official seal. K& Commission No. 2178314 &

NOTARY PUBLIC-CALIFORNIA
SANTA CLARA COUNTY

My Comm Expires JANUARY 2. 2021

Notary Public Signature (Notary Public Seal)

P .

- INSTRUCTIONS FOR COMPLETING THIS FORM
ADDITIONAL OPTIONAL INFORMATION This form complies with current California statutes regarding notary wording and,

DESCRIPTION OF THE ATTACHED DOCUMENT if needed, should be completed and attached to the document. Acknowledgments

Jfrom other states may be completed for documents being sent to that state so long
The School Board of Broward County ;1; Mf.he wording does not require the California notary to violate California notary
(Title or description of attached document) o State and County information must be the State and County where the document
Order Form signer(s) personally appeared before the notary public for acknowledgment.
Date of notarization must be the date that the signer(s) personally appeared which
must also be the same date the acknowledgment is completed.
The not: ublic must print his or her name as it appears within his or her

Number of Pages 7 Document Date 09/22/17 commis;iagln I;"ollowed by apcomma and then your title (ngtl:uy public).
Print the name(s) of document signer(s) who personally appear at the time of
notarization.
CAPACITY CLAIMED BY THE SIGNER Indicate the correct singl.xlar. or plural forms by cros§ing off incorrecg fqnns (i.g.

.. he/she/they;- is /are ) or circling the correct forms. Failure to correctly indicate this

Individual (s) ) information may lead to rejection of document recording.
O Corporate Officer The notary seal impression must be clear and photographically reproducible.
Impression must not cover text or lines. If seal impression smudges, re-seal if a
(Title) sufficient area permits, otherwise complete a different acknowledgment form.
Partn er(s) fhignature ofl th; notary public must match the signature on file with the office of
e county clerk.
Attorney-in-Fact % tgdditional information is not required but could help to ensure this
Trustee(s) acknowledgment is not misused or attached to a different document.
Other <> Indicate title or type of at_tached document, number of pages and date.
«» Indicate the capacity claimed by the signer. If the claimed capacity is a
corporate officer, indicate the title (i.e. CEO, CFO, Secretary).

2015 Version www.NotaryClasses.com 800-873-9865 Securely attach this document to the signed document with a staple.

(Title or description of attached document continued)




Schedule A (Part A)

SAP ARIBA CLOUD SERVICES
SUPPLEMENTAL TERMS AND CONDITIONS

This Supplement is part of an Agreement for SAP products and services between SAP and Customer and
applies only to the SAP Ariba Cloud Services for which Customer is subscribed (the “"Cloud Service”).
Any documents referenced in this Suppiement are available from SAP upon request.

1. CLOUD SERVICE.

This Supplement applies to all SAP Ariba-branded Cloud Services.

1.1 SAP Ariba Payables. The SAP Ariba Payables (including the payment, supply chain finance, and
discounting services) Cloud Service has regional limitations, requires agreements with third party
service providers, and is subject additionally to the SAP Ariba Payables Supplemental Terms and
Conditions found here: www.sap.com/agreements-cloud-supplement-ariba-payables.

2. USAGE METRICS.

2.1 The Usage Metrics applicable to the SAP Ariba Cloud Services are defined below.
(a) "Contract Workspace” means any Sales Contract Workspace, Internal Contract Workspace,
or Procurement Contract Workspace, but does not include any Sales Contract Request or
Procurement Contract Request.
(b) *Document(s)” means any electronic document type, identified as a "Chargeable Doc Type’
below or in the Documentation, transmitted or received by or through the applicable SAP Ariba
Cloud Service (including by or through the Ariba Network in relation to the applicable SAP Ariba
Cloud Service). It includes the following types of documents, each a “Doc Type”: invoice,
purchase order, service sheet, scheduling agreement release, forecast, credit memo, or
automated RFQ. The following chart illustrates which Doc Types are considered Chargeable Doc
Types for certain SAP Ariba Cloud Services.

r

Chargeable Doc Type Table

Ariba Network, add-on
for buyer-paid supplier
fees for orders and
invoices

Ariba Network,
Tax Invoicing

SAP Ariba Supply Chain
Collaboration

Ariba Commerce
Automation

Invoices
Purchase Orders
Service Sheets
Automated RFQ
SARs

Purchase Orders
SARs
Forecast

Invoices” Buyer Funded Doc

SAP Ariba Buying

(férfriérly “P20"°

- SAP Ariba Buying,

multi-ERP edition

SAP Ariba Buying,
advanced edition
(formerly “P_ZP”)

"SAP Ariba Buying,
advanced multi-ERP
- adition

Purchase Orders

Purchase Orders

Invoices
Purchase Orders

Invoices
Purchase Orders

SAP Ariba Cloud Service Supplement enGLOBAL.v.2.2017
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Chargeable Doc Type Table (Continued)

Invoices™
Invoices” Purchase Orders

. Memos Memos
Service Sheets

(c) “Procurement Package” means the Cloud Services in the SAP Ariba Procurement portfolio

focused on creation, approvals and processing of purchase orders and requisitions.

(d) “Project” means a specific sourcing project in a particular services or commodity category

initiated by Customer for Customer’s internal use and benefit, and can consist of any one or

more related events. A project is counted as of its Start Date.

(e) “Spend” has different meanings depending upon the specific Cloud Service to which it is

applied:

(i) For each Procurement Package: the total monetary amount of all Purchase Orders processed
by Customer through the Procurement Package in the applicable Subscription Term,
excluding the monetary amount of transactions onginating from any SAP Fieldglass cloud
service and/or the Spot Buy Feature during such Subscription Term;

(ii) For SAP Ariba Catalog: the total monetary amount of Customer’s transactions in the
applicable Subscription Term captured through the SAP Ariba Catalog Cloud Service's
“submitted shopping cart” message protocol;

(iii) For SAP Ariba Supply Chain Collaboration: the total monetary amount of transactions
processed by Customer through the Cloud Service in the applicable Subscription Term
calculated by adding the total monetary amount of any Purchase Orders and/or SARs
transmitted or received by or through the Ariba Network using the Ariba Commerce
Automation Cloud Service.

(iv) For SAP Ariba Spend Analysis: "Spend” or “Spend Data” mean each twelve (12) month set
of accounts payable, travel & expense, and/or purchasing card data from Customer provided
to SAP for data enrichment processing through the Cloud Service, including transaction data
and data identifying Customer’s suppliers.

(f) "Supplier” means, as related to SAP Ariba Commerce Automation and add-ons related to

such Cloud Service, a supplier from which Customer purchases goods or services for its own

account and where Documents related to those purchases are routed through the Ariba Network.

(g) “Team Member” means an individual who is restricted tc viewing and approving a Project,

Contract Workspace or Supplier Workspace.

(h) "User” means individuals authorized to access the Cloud Service, excluding individuals who

are only Team Members.

3. ADDITIONAL TERMS.

3.1 Consulting Services. Standard Consuiting Services for the initial deployment of the Cloud
Services are described in the deployment descriptions made available online by SAP, in an exhibit
to the Order Form, or as provided by SAP upon request. SAP provides these deployment services
for the period stated in the deployment descriptions or applicable exhibit(s) or, if no period is
stated, then for the initial Subscription Term. Deployment services are part of the Cloud Service
for the purposes of the warranty in section 7.2 of the GTC.

3.2 Quote Automation. Customer’s use of the Ariba Network and the Ariba Discovery Cloud Service
as provisioned by Quote Automation (if available via Customer’s subscription) is limited to the
use necessary to fully utilize Quote Automation and as further described in the Documentation.

SAP Ariba Cloud Service Supplement enGLOBAL.v.2.2017 Page 2 of 4



In order to utilize Quote Automation, Customer must register on the Ariba Discovery network
and accept the Ariba Discovery Terms of Use in regards to functions of Quote Automation
performed on the Ariba Discovery site.

3.3 Ariba e-Archiving. Ariba e-Archiving, an optional feature within SAP Ariba Commerce
Automation involves archiving of Invoices originating from any one of the supported countries
listed in the Documentation (each a “Supported Country”) during the specified retention period
for such Supported Country (“"Mandatory Retention Period”) and within Customer’s Subscription
Term.

3.4 SAP Ariba Spot Buy Catalog and Feature. In utilizing the Ariba Spot Buy Catalog Cloud
Service or using the Ariba Spot Buy Feature, Customer agrees to participate in the Ariba Spot
Buy Program in accordance with the terms for buyers found on the SAP Ariba Spot Buy program
Site, as updated from time to time, (currently at https://connect.ariba.com/AribaSpotBuy).

3.5 SAP Ariba Open APIs, Integration Software and the Open API Platform. Some of the SAP
Ariba Cloud Services include the ability to use application programming interfaces, integration
adapter software, development tools and system authorization codes (together referred to as
“APIs”) made available by SAP for the creation of applications for integration with the Cloud
Services by Customer (a “Customer Solution”).

(a) Use of APIs is subject to restrictions stated in the Documentation and access to and testing
of some APIs utilizes the SAP Ariba API Development Platform (found at
hitps://developer.ariba.com/api). Customer must accept any separate terms and conditions
presented upon download or access to the platform in order to use the platform.

(b) The APIs are SAP proprietary and Confidential Information and may not be modified by
Customer.

(c) SAP may require certification, security assurances or other validation steps regarding the
Customer Solution(s) developed with the API prior to enabling Customer to utilize such
application in a production capacity te.exchange information with the Cloud Services.

(d) Customer is fully responsibie for ensuring that the Customer Solution remains compatible
and interoperable with the Cloud Service and does not unreasonably impair, degrade or reduce
the performance or security of the Cloud Service.

(e) Customer will defend SAP against claims brought against SAP, SAP SE, its Affiliates and
subcontractors by any third party related to the Customer Solution. Customer will indemnify SAP
against all damages finally awarded against SAP, SAP SE, its Affiliates and subcontractors (or
the amount of any settlement Customer enters into) with respect to these claims.

(f) The System Availability SLA does not apply to API's.

3.6 Data-as-a-Service Elements. The following terms apply to SAP Ariba Spend Analysis and SAP
Ariba Supplier Risk related to the information provided to Customer by SAP (“Database
Information”). All Database Information provided to Customer is proprietary information of SAP
or its third party information providers, may not be relicensed or resold and is subject to further
restrictions set forth in the Documentation. The Database Information is provided “as is” without
warranty of any kind, including but not iimited to warranties as to the accuracy, completeness
or timeliness of the Database Information, and SAP advises Customer to independently verify
such Database Information. SAP and its providers shall not be liable for any loss arising out of
or in any way relating to the Database Information. SAP’s Providers are third party beneficiaries
of these terms. SAP and its Providers (i) shall not be liable to Customer for any loss or injury
arising out of or in any way relating to the Database Information and (ii) will not be liable for
consequential, incidental, special, punitive or other indirect damages.

3.7 Opticnal Add-on Services. Customer may subscribe to certain optional add-on services or
programs, such as “Ariba Network, add-on for buyer-paid supplier fees for orders and invoices”
and Ariba Discovery Advantage Block Purchase. If so, any Usage Metrics or terms not stated in
this Supplement will be stated in the Order Form or Documentation.
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3.8

3.9

4.1

Limited Availébility of Select Features. From time to time, subject to the requirements
presented by SAP at the time, Customer may elect to participate in a limited availability program
enabling use of a new feature for the Cloud Service prior to general production availability. SAP
may elect at its own discretion to remove any limited availability feature from use and/or not
release it into the Cloud Service.

Data Deletion. Customer Data processed on the Ariba Network may be retained on the Ariba
Network subject to SAP’s operational policies. Retained data is subject to the confidentiality
provisions of the Agreement and the ongoing obligations under the Data Processing Agreement.

DATA

For clarity, this section 4 shall be deemed one of the SAP Policies, as such term is defined
elsewhere in the Agreement.

Sensitive Personal Information. Customer may not submit the following types of information
to the Cloud Service or solicit this information from trading partners: (i) government
identification numbers or financial account numbers associated with individual persons (e.g. U.S.
Social Security numbers, driver's license numbers, or personal credit card or banking account
numbers), (ii) medical records or health care claim information associated with individuals,
including claims for payment or reimbursement for any type of medical care for an individual,
and (iv) data designated as "Sensitive” or "Special Category” or the like requiring extra protective
measures under the applicable Data Protection Law (as defined in the Data Processing
Agreement).
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Schedule A (Part B)

SAP CONSULTING SERVICES SUPPLEMENTAL TERMS AND CONDITIONS ("SUPPLEMENT")

SAP and Customer (“Customer” shall mean “Licensee”) have agreed that SAP delivers to Customer certain Consuiting
Services, These supplemental terms and conditions (the “Supplement”) and any modifications to the Agreement
made herein apply solely to Consulting Services and not to any other SAP product or service or the Cloud Service
itself. In case of conflict the terms of the Scope Document shall prevail over any Service Description and the
provisions of this Supplement.

1.
1.1

1.2

1.3

1.4

2.1

2.2

2.3

3.2

3.3

3.4

DEFINITIONS

“Consultant” means any employee or third party contractor which SAP utilizes to provide Consulting Services
to Customer.

“Deliverables” means those specific work products or tangible results which are explicitly identified as
“Deliverable” under the applicable Order Form.

“Scope Document” means the document that is prowded with and becomes part of the applicable Order
Form which further defines the scope of Consuiting Services to be provided and other engagement specifics.
“Service Description” means pre-defined descriptions of services found at http://www.sap.com/corporate-
en/about/resources/service-descriptions/index.html in effect as of the Order Form Effective Date.

TERM AND TERMINATION

Term. Each Consulting Service shall be effective as of the Effective Date set forth in that Order Form, and
shall remain in effect until end of term or completion of the Consulting Services or terminated earlier by either
party in accordance with the applicable GTC.

Termination for Convenience. Consulting Services (excluding fixed-price Consulting Services) may be
terminated by either party upon thirty (30) days’ prior written notice.

Effect of Termination. Customer shall be liable for all payments to SAP, including all fees and expenses up
to the effective date of termination. All Confidential Information (excluding Consulting Services Deliverables
that Customer has paid for) of the other party shall upon request of the other party be returned to the
Disclosing Party or destroyed with certification of such destruction from an authorized individual.

CONSULTING SERVICES WARRANTY

General. SAP warrants that it will perform the Consulting Services in a professional workmanlike manner
using resources with the skills reasonably required to perform such services.

Conformance. SAP warrants that for ninety (90) days following provision of the Consulting Services the
Deliverables will materally conform with the specifications for that Deliverable in accordance with the
respective Service Description or Scope Document provided that the warranty period for Deliverables (if any)
resulting from any subscription based Consulting or Cloud Services will in no event exceed the termination
date of the subscription based Consulting or Cloud Services.

Exclusion. SAP does not warrant error-free or uninterrupted operation of any Consulting Services or
Deliverable or that SAP will correct all non-conformities.

Claims. Customer shall notify SAP within ninety (90) days of provision of the Consulting Services or
Deliverable in writing of the aileged warranty breach and provide SAP with a precise description of the problem
and all relevant information reasonably necessary for SAP in order to rectify such warranty breach. Provided
Customer has notified SAP in accordance with this Section of a warranty breach and SAP validates the
existence of such warranty breach, SAP will, at its opticn re-perform the applicable Consulting Services or
Deliverable, or refund the fee paid or reallocate quota for the specific non-conforming Consuiting Service or
Deliverable. This is Customer’s sole and exclusive remedy for a warranty breach.

CHANGE REQUEST PROCEDURE
Either party can request changes to the Consulting Services in accordance with the form attached to the
Order Form or included in the applicable Service Description (*Change Request”). SAP is not required to
perform under a Change Request until agreed to and signed by the parties.

PROVISION OF SERVICES

Personnel. The selection, assignment or replacement of Consuitants is at SAP's sole discretion and SAP
reserves the right to replace any Consultant at any time at its sole discretion with resource Consultant with
equivalent skills.
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5.2

5.3

5.4

7.

8.

Replacement. If at any time Customer or SAP is dissatisfied with the material performance of an assigned
Consultant or a Customer project team member, the dissatisfied party shall promptly report such
dissatisfaction to the other party in writing and may request a replacement. The other party shall use its
reasonable discretion in accomplishing any such change (which also, in the case of SAP, shall be subject to
staffing availability). ‘

Delays. If any Consulting Service, in whole or in part, cannot be provided by SAP due to a Customer issue
and Customer fails to provide SAP with reasonable advance notice, the time agreed to be spent by SAP
resources on such Consulting Service will be charged to Customer.

Rights. Customer ensures to have all necessary license rights including third party license rights required for

the Consulting Services.

LIMITATION OF LIABILITY, LIABIITY CAP FOR CONSULTING SERVICES

Consulting Services shall be subject to Section 10 of the GTC, except that the following shail replace and
supersede Section 10.2 of the GTC: For any Consuiting Services provided under the Agreement, under no
circumstances and regardless of the nature of any claim shall the maximum aggregate liability of either party
(or their respective Affiliates or SAP’s subcontractors) to the other or any other person or entity under or in
connection with the Agreement, exceed the total fees paid for the applicable Consulting Service under the
relevant Order Form or, in the case of Consulting Services which are subscription based or billed on a monthly
or annual basis, the fees paid in the twelve (12) month period preceding the date of the incident giving rise

to the liability.

FEEDBACK
Customer may be invited to participate in certain evaluations, presentations, meetings, surveys or discussions

(collectively, “Discussions™) for the purpose of informing Customer of SAP's business and technology
direction, and to allow Customer, at its sole discretion, to provide SAP, SAP Affiliates or SAP SE with input,
comments or suggestions from Customer, regarding SAP’s business and technology direction and/or the
possible creation, modification, correction, improvement or enhancement of the software, products and/or
services of SAP, (collectively “Feedback™). Customer grants to SAP SE a non-exclusive, perpetual,
irrevocable, worldwide, non-transferable (except to SAP Affiliates), royalty-free license, with the right to
sublicense through multiple tiers, under applicable laws to use, publish, modify, and otherwise benefit from
Feedback in any manner and via any media. Content of Discussions may include areas outside the scope of
Consulting Services and may relate to any SAP software, products, solutions and/or services. Confidentia!
Information disclosed or made available by SAP, or Customer during Discussions may only be used for the
purpose of the Discussions and shall be protected from unauthorized use and disclosure in accordance with
the GTC. Customer acknowledges that the information related to software, products, services, business or
technology plans of SAP, disclosed during the Discussions, is only intended as possible strategies,
developments, and functionahties and :s not intended to bind SAP to any particular course of business, product
strategy, and/or development.

NON-SCLICITATION

Neither party shall knowingly soliat or hire, the other party’s employees involved in the Consulting Services
during the performance of the Consulting Services or for a period of six (6) months from the termination of
the applicable Order Form, without the express written consent of the other party. This provision shall not
restrict the right of either party to solicit or recruit generaliy in the media.
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Schedule B

End-User Support for SAP Ariba Solutions:
Services Description and Terms and Conditions

END-USER SUPPORT SERVICE DESCRIPTION
End-User support services provides functional and navigational support to help diagnose, troubleshoot,
and resolve customer reported incidents for the following SAP Ariba product lines (applications):

SAP Ariba Sourcing

SAP Ariba Contracts

SAP Ariba Spend Analysis

SAP Ariba Strategic Sourcing

SAP Ariba Strategic Sourcing, advanced edition
SAP Ariba SIPM

SAP Ariba Supplier Lifecycle and Performance

End-User support includes the following components:

1. BASIC END-USER SUPPORT SERVICES

1.1 Help Desk Support.

SAP will provide support services to act as a primary point of contact to address functional and
navigational questions, as well as assist in the initial evaluation of technical issues. All Customer
employees who are trained users of the SAP solution are able to access End-User support.

SAP will use reasonable efforts to make End-User support available from 8 PM Sunday to 8 PM Friday,
EST, in English, excluding December 25 and January 1 of any calendar year.

1.2 Supplier Support

SAP will provide supplier support services to respond to technical, functional or navigational questions
regarding the use of SAP solutions from Customers’ suppliers (those with supplier accounts in the above
mentioned product lines).

1.3 Language Support

Language support services are available in any language the user interface supports, SAP will make
reasonable efforts to provide language support services available regionally during the predominant
business hours for that language. SAP does not guarantee all contact methods (phone, chat, web form)
for all languages.

2. ARIBA SOURCING SPECIFIC SUPPORT
Additional Suppoit Services are included to subscribers of Ariba Sourcing Basic and Ariba Sourcing
Professional Solutions:
2.1 Event Day Management.
Event Day Management is a service that helps our customers ensure the smooth execution of their
online negotiations. Event day management includes:
a) Auction Monitoring and Administration - includes identifying and removing erroneous
bids, pausing auctions, and removing and reinstating suppliers during auctions;
b) Bidding Support - includes receiving requests from suppliers concerning functional or
technical questions immediately prior to and during an on-line auction; and
c) Surrogate Bidding -includes providing suppliers with the option of telephone bidding by
proxy through an SAP surrogate bidder.
Event Day Management support will be available during the same times and languages identified in
Section 1.3 above.
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2.2 Sourcing Support Desk.
SAP sourcing experts will review client projects in draft format and provide general recommendations

for best practices in event setup through the sourcing support desk. Recommendations include (non-
commodity specific) advice regarding site functionality, online bidding formats, lot structure, bidding
parameters, etc. A report of the review is emailed to the client documenting the team’s findings. The
sourcing support desk service is available in English from 8am to 5pm EST, Monday through Friday.

End User Support Description for SAP Ariba Cloud Services enGLOBAL.v.2-2017 Page 2 of 2



Schedule C

SERVICE LEVEL AGREEMENT FOR SAP CLOUD SERVICES (“SLA")

1. SERVICE LEVEL AGREEMENT

This Service Level Agreement for SAP Cloud Services sets forth the System Availability SLA for the
productive version of the applicable SAP Cloud Services to which customer has subscribed (“Cloud
Services”) in an Order Form with SAP.

This Service Level Agreement for SAP Cloud Services shall not apply to any SAP Cioud Service for which
a System Availability service level is explicitly set forth in the applicable Supplemental Terms and
Conditions for such SAP Cloud Service or for which the applicability of service levels is explicitly excluded
in the Agreement. .

2. DEFINITIONS
“Downtime” means the Total Minutes in the Month during which the productive version of the applicable
Cloud Service is not availabie, except for Excluded Downtimes.
“Local Time"” means, except as otherwise expressly defined in Section 4 below, the following time
zones:

Coordinated Universal Time ("UTC") UTC-4, Americas (summer); UTC-5, Americas

(EST winter); UTC+2 , Europe (summer); UTC+1, Europe (CET winter); UTC+8, APJ
“Month” means a calendar month.
“"Monthly Subscription Fees” means the monthly (or 1/12 of the annual fee) subscription fees paid
for the Cloud Service which did not meet the System Availability SLA.
“Total Minutes in the Month” are measured 24 hours at 7 days a week during a Month.

3. SYSTEM AVAILABILITY SLA AND CREDITS

3.1 Claim process, Reports.

Customer may claim a credit in the amount described in the table of Section 3.2 below in case of SAP’s
failure to meet the System Availability SLA, which credit Customer may apply to a future invoice relating
to the Cloud Service that did not meet the System Availability SLA.

Claims under this Service Level Agreement must be made in good faith and by submitting a support
case within thirty (30) business days after the end of the relevant Month in which SAP did not meet the
System Availability SLA.

SAP will provide to customers a8 monthly report describing the System Availability percentage for the
applicable Cloud Service either (i) by email following a customer’s request to its assigned SAP account
manager, (ii) through the Cloud Service or (iii) through an online portal made available to customers, if
and when such online portal becomes available.
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3.2 System Availability
System Availability percentage is calculated as follows:
Total Minutesinthe Month —Dawntime) *10 0}

System Availability%age =
Total Minutesinthe Month

= 99.5% System Availability percentage during each Month
5 for productive versions

= 2% of Monthly Subscription Fees for each 1% below SLA,
!l not to exceed 100% of Monthly Subscription Fees

‘Tota! Minutes in the Month attributable to:
(i) a Scheduled Downtime for which a Regular
Maintenance Window is described in Section 4 below, or
(ii) any other Scheduled Downtime according to Section 4
for which the customer has been notified at least five (5)
business days prior to such Scheduled Downtime

or
‘ (iii) unavailability caused by factors outside of SAP’s
reasonable control, such as unpredictable and
unforeseeable events that could not have been avoided
even if reasonable care had been exercised.

Scheduled Downtime for the applicable Cloud Services to
which customer has subscribed is set forth in Section 4
below entitled “Maintenance Windows for Cloud Services”.

Scheduled Dowqtime T L

4. MAINTENANCE WINDOWS FOR SAP CLOUD SERVICES

SAP can use the following maintenance windows for Scheduled Downtimes as listed below. Where “Local
Time” is referenced, this refers to the location of the data center where the SAP Cloud Service is hosted.
SAP will provide Customer reasonable notice without undue delay of any major upgrades or emergency
maintenance to the Cloud Services.

SAP Aqile Data Management

Maintenance Windows

Regular Maintenance Weekly Friday 5:00 p.m. to 7:00 p.m. (Summer UTC - 7, Winter
Windows uTC-8)
Major Upgrades Up to 12 times per year from Friday 5:00 p.m. to Saturday 12:00

a.m (Summer UTC - 7, Winter UTC-8)

SAP Anvwhere

= . *Maintenance Windows -+ raoe PR TRERL
Regular Maintenance Weekly Tuesdays for no more than 2 hours from 11:00 p.m. to 3:00

Windows a.m. Local Time, and at any time upon 5 days’ notice from SAP for
up to 4 hours.
Major Upgrades None
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SAP Ariba Cloud Offerings

;Maintenanceiwindo;
Saturday, 8:00 a.m. to Saturday, 8:00 p.m. Summer UTC - 7/
Winter UTC-8

il

Regular Maintenance
Windows

SAP reserves the right to extend or change the times of the Regular Maintenance Window for SAP Ariba
Cloud Services, subject to customer rights contained in the GTC. Notwithstanding Section 3.2 of this
Service Level Agreement, SAP will use commercially reasonable efforts to notify Customers at least 72

hours prior to the occurrence of Scheduled Downtime for SAP Ariba Cloud Services.

SAP Assessment Management by Questionmark

Maintenance Windows

Regular Maintenance
Windows

Third Saturday of each month

Americas data centers: 5:00 a.m. to 5:00 p.m. Local Time ; and
Europe data centers: 10:00 a.m. to 10:00 p.m. UTC for data
center(s) located in Europe.

SAP Asset Intelligence Network

Maintenance Windows

Regular Maintenance
Windows

Once every four weeks on Tuesday for 6 hours between 4:30 a.m.
and 4:30 p.m. Local Time (Europe). Note : 1st regular maintenance
window is in 6 weeks post Major upgrade

Major Upgrades

Once per calendar quarter on Friday for 6 hours between 4:30 a.m.
and 4:30 p.m. Local Time (Europe).

Emergency Maintenance

Only as required for emergency fixes, any day of the week, if
possible 2 hours from 4:30 a.m. to 4:30 pm. Local Time (Europe).

SAP Browse Manager and Conversion Manager, hybris Merchandising

Maintenance Windows

Regular Maintenance
Windows

Weekly, between 6:00 p.m. Friday and 3:00 a.m. Monday, Local
Time (Americas).

SAP BusinessBvDesign

:Maintenance Windows

Regular Maintenance
Windows

Weekly, Sunday 2:00 a.m. to Sunday 6:00 a.m. Local Time.

Major Upgrades

Up to 4 times per year from Saturday 6:00 a.m. to Sunday 6:00
a.m. Local Time.
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SAP BusinessObjects Cloud (formerly Cloud for An

alytics)
laintenance;w

T

Regular Maintenance
Europe data centers: Weekly Friday — 10:00 p.m. to 1:00 a.m.

Windows .
Saturday Local Time.
Americas data centers: Weekly Sunday - 8:00 p.m. to 11:00 p.m.
Local Time
Australia data centers: Weekly Saturday ~ 7:00 a.m. to 10:00
a.m. Winter UTC + 10) / Summer UTC+11).

Major Upgrades Europe data centers: Weekly, Friday 2:00 p.m. to 5:00 p.m. Local

' Time.

Americas data centers: Weekly, Friday 5:00 a.m. to 8:00 a.m.
Local Time.

Australia data centers: Weekly, Friday 6:00 p.m. to 9:00 p.m.
Winter UTC + 10 / Summer UTC+11.

SAP BusinessObjects Roambi

Maintenance Windows

Regular Maintenance Weekly, Wednesday from 7:00 p.m. to 9:00 p.m. Local Time
Windows
Major Upgrades Up to 4 times per year from Saturday 9:00 a.m. to Saturday 9:00

p.m. UTC-7 (Summer), UTC-8 (Winter).

SAP BusinessOne Cloud Deplovment Services
Maintenance Windows

Regular Maintenance Americas data center: Weekly, Monday 3:00 a.m. to 7:00 a.m.
Windows Local Time. In this downtime Business One Add-Ons and Extensions
cannot be deployed and re-started.

Major Upgrades - SAP HANA | [n this downtime Business One Add-Ons and Extensions cannot be

Cloud Platform deployed and re-started. Local Time (Europe).
SAP Cloud Appliance Library | Once per calendar month, during a one (1) hour window made
Upgrades** known by SAP at least one (1) week in advance.

SAP Cloud Appiiance Library
o w0 | Maintenanice Windows

Regular Maintenance Bi-weekly, in odd calendar weeks (e.g., calendar week 1, 3, 5,

Windows etc.), Thursday morning 7:00 a.m. to 8:00 a.m. Local Time
(Europe).

Major Upgrades — SAP HANA | Up to 4 times per year from Friday 10:00 p.m. to Monday 3:00

Cloud Platform a.m. Local Time (Europe).

SAP Cloud Appliance Library | Once per calendar month, during a one (1) hour window made

Upgrades** known by SAP at least one (1) week in advance.

** Maintenance Windows for the SAP Cloud Appliance Library are separate from and in addition to
Maintenance Windows for the SAP HANA Cloud Platform, both of which are applicable to the Cloud
Service.
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SAP Cloud for EPM (Includes

Cloud for Planning)

Mamtenance Wlndows»

26N ey o

Regular Maintenance
Windows

Americas data centers: Sunday - 8:00 p.m. to 11:00 p. m Local
Time.

Europe data centers: Friday - 10:00 p.m. to 1:00 a.m. Saturday
Local Time.

Australia data centers: Weekly: Saturday - 7:00 a.m. to 10:00
a.m. Standard Time UTC + 10 Daylight Time UTC+11.

Major Upgrades

Americas data centers 5:00 a.m. to 8:00 a.m. Local Time.

Europe data centers: 2:00 p.m. to 5:00 p.m. Local Time. Australia
data centers: Weekly, Friday: 6:00 p.m. to 9:00 p.m. Standard
Time UTC + 10 Daylight Time UTC+11.

SAP Cloud for Product Stewa

rdship

Maintenance Windows

Regular Maintenance
Windows

Bi-Weekly, Thursday 11:00 a.m. to Thursday 11:45 a.m. Local
Time.

Major Upgrades

Up to 4 times per year from Thursday 11:00 a.m. to Friday 11:00
a.m. Local Time.

SAP Cloud for Travel and Expense

Maintenance Windows

Regular Maintenance
Windows

Weekly, Sunday 2:00 a.m. to Sunday 6:00 a.m. Local Time.

Major Upgrades

Up to 4 times per year from Saturday 6:00 a.m. to Sunday 6:00
a.m. Local Time.

SAP Communication Center by Ancile

Maintenance Windows

Regular Maintenance
Windows

Customer may select from any one of the following maintenance
window options: (1) Tuesday and Thursday from 2:00 a.m. to 4:00
a.m. Local Time; or (2) Saturday from 2:00 a.m. to 6:00 a.m. Local
Time.

Major Upgrades

Up to 4 times per year from Friday 10:00 p.m. to Saturday 10:00
p.m. Local Time.

ie

SAP Productivity Pak by Anci

Mamtenance \!\!lndows

Regular Maintenance
Windows

Weekly, Saturday from 9: 00 p.m. to Sunday 3: OO a.m. Locaf Time

Major Upgrades

Up to 4 times per year from Saturday 9:00 p.m. to Sunday 3:00
a.m. Local Time.
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Concur

Regular Maintenance

"Afuerbi‘c‘a*dét‘é centr‘arys-:'Dally 8PM ~ 10PM Local Time

Windows Europe data centers: Daily 8PM - 10PM UTC+1
China data centers: Daily 8PM - 10PM Local Time.
Major Upgrades Only as required for emergency fixes, after 7:00 p.m. Local Time

to the data center.

SAP Connected Goods

S e P e T e el
D PR S T &

«|-Maintenance Windows ::

Regular Maintenanrce
Windows

Weekly, Sunday 4:30 a.m. to 6 30 a.m. Local Tlme (Europe)

Major Upgrades

Up to 4 times per year on Fridays 10:00 p.m. to Monday 3:00
a.m. Local Time

SAP Connected Loqistics

Maintenance Windows

Regular Maintenance
Windows

Weekly, Monday and Thursday morning 4:30 a.m. to 6:30 a.m.
Local Time (Europe) .

Major Upgrades

Up to 4 times per year on any weekday from 4:30 a.m. to 8:30
a.m. Europe.

SAP Contact Center, Cloud Edition

Maintenance Windows

Regular Maintenance
Windows

Weekly, Wednesday 1:00 a.m. - 5:00 a.m. Local Time

Major Upgrades

Quarterly, Friday 10:00 p.m. - Monday 3:00 a.m. Local Time

SAP Event Ticketing, SAP Event Ticketing Pro

Maintenance Window

Regular Maintenance
Windows

From midnight to 6:00 a.m. Mondays and Wednesdays, Local Time.

Major Upgrades

Max. 2 per year from 10:00 p.m. on a Friday to 4:00 a.m. on a
Monday, Local Time.

SAP Financial Services Network

Maintenance Windows

Regular Maintenance
Windows

Weekly, Sunday 4:00 a.m. to Sunday 6:00 a.m. Local Time

Major Upgrades

Up to 4 times per year from Friday 10:00 p.m. to Monday 3:00 a.m.
Local Time.

siabits

SAP Financiai Staten nents In

T e,
S «:“- VAT

‘ ,:Malntenance Wlndows

Regular Maintenance
Windows

Bi-Weekly, Friday 06 a.m. to 09 a.m. Local Time (Europe)

Eajor Upgrades

Up to 4 times per year from Saturday 8:00 a.m. to 2:00 p.m. Local

Time (Europe)
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SAP Fiori, cloud service

Regular Maintenance Bi-weekly, in odd calendar weeks (e.g., calendar week 1, 3, 5, etc.)
Windows during the following times:

For data centers in Europe: Thursday morning 7:00 a.m. to 9:00
a.m. Local Time

For data centers in the United States: 3:00 a.m. to 5:00 a.m. Local
Time

For data centers in Australia: 10:00 p.m. to 12:00 p.m. Standard
Time UTC+10) / 11:00 p.m. to 13:00 a.m. Daylight Time UTC+11.
Note: During this downtime Platform Applications cannot be
deployed and restarted. Platform Applications already deployed and
running will not be affected

Major Upgrades Up to 4 times per year from Saturday 8:00 a.m. to 3:00 p.m. Local
Time (Europe)

SAP Forms as a Service by Adobe

Maintenance Windows

Regular Maintenance Bi-weekly, in odd calendar weeks (e.g., calendar week 1, 3, 5,

Windows etc.), Thursday morning 7:00 a.m. to 8:00 a.m. Local Time
(Europe).

Major Upgrades Friday 10:00 p.m. to Monday 3:00 a.m. Local Time (Europe) once
per calendar quarter.

SAP HANA Cloud Platform

Maintenance Windows

Regular Maintenance Bi-weekly, in odd calendar weeks (e.g., calendar week 1, 3, 5,
Windows etc.) during the following times:
Europe data centers: Thursday morning 7:00 a.m. to 8:00 a.m.
Local Time

Americas data centers: 3:00 a.m. to 4:00 a.m. Local Time
Australia data centers: 10:00 p.m. to 11:00 p.m. Standard Time
UTC+10/ 11:00 p.m. to 12:00 a.m. Daylight Time UTC+11.
During this downtime, Platform Applications cannot be deployed
and restarted. Platform Applications already deployed and running
will not be affected.

Exceptions to the above:

SAP HANA Cioud Platform, API Management; SAP HANA
Cloud Platform, integration service:

Weekly, Sunday 4:30 am - 6:30 am Local Time

SAP HANA Cloud Platform, mobile service for security:
Bi-weekly, in odd calendar weeks (e.g., calendar week 1, 3, 5,
etc.), Saturday 2:00 a.m. to 10:00 a.m. Local Time (Americas)
SAP HANA Cioud Platform, analytics service: Refer to SAP
BusinessObjects Cloud
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Major Upgrades Up to 4 times per year from Saturday 8:00 a.m. to 2:00 p.m. Local
' Time (Europe) '

Exceptions to the above:

SAP HANA Cloud Platform, API Management;

SAP HANA Cloud Platform, integration service;

SAP HANA Cloud Platform, mobile service for security:

Up to 4 times per year from Friday 10:00 p.m. to Monday 3:00

a.m. Local Time.

SAP HANA Cloud Platform, analytics service: Refer to SAP

Cloud for Analytics

SAP HANA Cloud Platform Identity Authentication

. Maintenance Windows

Regular Maintenance Bi-Weekly, Odd calendar weeks:

Windows Americas data centers: Tuesday 3:00 a.m. to 4:00 a.m. Local Time
Europe data centers: Wednesday afternoon 2:00 p.m. to 3:00 p.m.
Local Time

lAustralia data centers: Standard Time UTC+10/Daylight Time
UTC+11

Major Upgrades Up to 4 times per year from Saturday 8:00 a.m. to 2:00 p.m. Local
Time (Europe).

SAP Health Engagement

Maintenance Windows

Regular Maintenance Europe data centers: Tuesday from 5:00 a.m. to 7:00 a.m. Local
Windows Time/Friday from 5:00 a.m. to 7:00 a.m. Local Time

Americas data centers: Tuesday from 12:00 a.m. to 2:00 a.m. Local
Time/Frday from 12:00 a.m. to 2:00 a.m. Local Time

Major Upgrades Europe data centers: Up to 4 times per year from Friday 5:00 a.m.
to 11:00 a.m. Local Time

Americas data centers: Up to 4 times per year from Friday 12:00
a.m. to 06:00 a.m. Local Time

SAP Hvbris Sales and SAP Hybris Service

S Maintenance Windows
Regular Maintenance Weekly, Sunday 2:00 a.m. to Sunday 6:00 a.m. Local Time.
Windows
Major Upgrades Up to 4 times per year from Saturday 6:00 am to Sunday 6:00 a.m.

1 Local Time.

SAP hvbris Merchandising
e T R Maintenance Windows - . == - B
Regular Maintenance Weekly, between 6:00 p.m. Friday and 3:00 a.m. Monday, Local
Windows Time (Americas)
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SAP hvbrus Serwce Enqaqement Center

TR s

Regular Mamtenance
Wwindows

Weekly, Wednesvday -fl‘Ol‘l‘l 100 a.m. to 5.(50 ’a.rrl. Local Tlme N

Major Upgrades

Up to 4 times per year from 11:00 p.m. Friday to Monday 3:00
a.m. Local Time

SAP Innovation Management

FRIREERANCE Windows -

Regular Maintenance
Windows

Weekly, Sunday 4:00 a.m. to 6:00 a.m. Local Time.

Major Upgrades

Quarterly, Friday 10:00 p.m. to Monday 3:00 p.m. Local Time

SAP Integrated Business P

lanning (formerly SAP Sales & Operations Planning)

Maintenance Windows

Regular Maintenance
Windows

Weekly, Sunday 2:00 a.m. to 6:00 a.m. Local Time.

Major Upgrades

Friday 10:00 p.m. to Monday 3:00 a.m. Local Time once per quarter.

Minor Upgrades

Sunday 2:00 a.m. to 2:00 p.m. Local Time once per quarter.

SAP IoT Application Enabiement

Maintenance Windows

Regular Maintenance
Windows

Weekly, Monday from 8:00 a.m. to 10:00 a.m. Local Time.

Major Upgrades

Up to 4 times per year from Saturday 08:00 a.m. to Saturday 08:00
p.m. Local Time.

Minor Upgrades

Sunday 2:00 a.m. to 2:00 p.m. Local Time once per quarter.

SAP Knowledage Central by Mindtouch

Maintenance Windows

Regular Maintenance
Windows

Tuesday and Thursday from 2:00 a.m. to 4:00 a.m. Local Time; or
Saturday from 2:00 a.m. to 6:00 a.m. Local Time.

Major Upgrades

Up to 4 times per year from Friday 10:00 p.m. to Saturday 10:00
p.m. Local Time.

SAP Lumira Cloud

‘Maintenance Wlndows

Regular Maintenance
Windows

Bi-weekly, in odd calendar weeks (e. g calendar week 1, 3, 5, etc.),
Thursday morning 7:00 a.m. to 8:00 a.m. Local Time (Europe).

Major Upgrades

"Up to 4 times per year from Friday 10:00 p.m. to Monday 3:00 a.m.

Local Time (Europe)

SAP Precision Marketing

A

" |"Maintenance:Windows & 77 i vy

R

Regular Maintenance
Windows

Bi-weekly, Wednesday morning 4 OO a.m. to 6: OO a.m. Local Tlme
(Europe).

Major Upgrades

Up to 4 times per year from Friday 10:00 pm to Monday 3:00 a.m.
Local Time (Europe).
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SAP Predictive Mazntenance and Servu:e, Cloud Edltnon

Regular Maintenance
Windows

Weekly Frlday 4 OO p m to 6:00 p.m. Local Time (Europe).

Major Upgrades

Up to 8 times per year from Friday 4:00 p.m. to Monday 8:00 a.m.
Local Time (Europe).

SAP Product Stewardship Network
P ‘[*Maintenance;Winhdows.:

Regular Maintenance
Windows

Tuesdays and Thursdays from 8:00 a.m. to 9:00 a.m. Local Tlme
(Europe).

Major Upgrades

Up to 4 times per year from Tuesday 5:00 a.m. to Tuesday 12:00
p.m. Local Time (Europe).

Emergency Maintenance

Only as required for emergency fixes, any day of the week, if possible
from 8:00 a.m. to 9:00 a.m. Local Time (Europe).

SAP RealSpend

Maintenance Windows

Regular Maintenance
Window

Bi-Weekly, Friday 6:00 a.m. to 9:00 a.m. Local Time (Europe)

Major Upgrades

Up to four times per year from Saturday 8:00 a.m. to 2:00 p.m. Local
Time Europe

SAP Resolve

Maintenance Windows

Regular Maintenance
Window

Third Saturday of each month, 9:00 p.m. to 11:00 p.m. Local Time
(Americas)

Major Upgrades

Up to four times per year from Friday 10:00 p.m. to Monday 3:00
a.m. Local Time (Americas)

S/4HANA Cloud Edition

Maintenance Windows

Regular Maintenance
Windows

Weekly, Sunday 2:00 a.m. to Sunday 6:00 a.m. Local Time.

Major Upgrades

Up to 4 times per year from Friday 10:00 p.m. to Monday 3:00 a.m.
Local Time.

S/4HANA Finance Cloud for customer pavments, S/4HANA Finance Cloud for Credit

inteagratiocn

“7|"Maintenance Windows':

Regular Maintenance
Windows

Bi-Weekly, odd calendar weeks Thursday 9 OO a.m. to 10: 00 a.m.

Local Time

Major Upgrades

Up to 4 times per year from Saturday 8:00 a.m. to 2:00 p.m. Local
Time.
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SAP Sentinel cloud edition

Y

Regular Maintenance Daily, 3:00 a.m. to 6:00\a.m. Local Ti

Windows

Major Upgrades Up to 4 times a year Saturday 10:00 p.m. to Monday 6:00 a.m. Local
Time

SAP Signature Management by Docusign

To the extent maintenance must be performed on the Cloud Service, SAP shall use maintenance
windows for planned downtimes applicable to the SAP cloud solution associated with use of the Cloud
Service. i

SAP SportsOne

Maintenance Windows
Regular Maintenance Bi-weekly,
Windows Tuesday 6:00 a.m. to Tuesday 8:00 a.m. Local Time
Thursdays 6:00 a.m. to Thursday 7:00 a.m. Local Time
Major Upgrades Once per year, 8 hours

SAP SuccessFactors Business Execution Suite and SAP Learning Hub (except Empioyee
Central Payroil)

Maintenance Windows

Regular Maintenance Europe data centers: weekly, 00:00 Saturday to 7:00 a.m.
Windows Saturday GMT; 00:00 Sunday to 7:00 a.m. Sunday GMT,;

North America data centers: weekly, midnight (Friday-Saturday) to
7:00 a.m. Saturday Local Time

Europe data centers: weekly, midnight (Friday-Saturday) to 7:00
a.m. Saturday Local Time;

Russia data center: weekly, 00:00 Saturday to 7:00 a.m. Saturday
UTC+3; 00:00 Sunday to 7:00 a.m. Sunday UTC+3

APJ data center: weekly, midnight (Friday-Saturday) to 7:00 a.m.
Saturday Standard Time UTC+10 and midnight (Saturday-Sunday) to
7:00 a.m. Sunday Standard Time UTC +10;

China data center: weekly, midnight (Friday-Saturday) to 7:00 a.m.
Saturday UTC+8 and midnight (Saturday-Sunday) to 7:00 a.m.
Sunday UTC4+8.

Brazil data center: Weekly, Midnight (Saturday-Sunday) to 7:00
a.m. (Sunday) UTC-3

SAP SuccessFactors Email Encrvption

Regular Maintenance Americas data centers: weekly, midnight (Friday-Saturday) to 7:00
Windows a.m. Saturday U.S. Eastern Time and midnight (Saturday-Sunday)
to 7:00 a.m. Sunday Local Time

Europe data centers: weekiy, midnight (Friday-Saturday) to 7:00
a.m. Saturday GMT and midnight (Saturday-Sunday) to 7:00 a.m.
Sunday Local Time

AP] data center: weekly, midnight (Friday-Saturday) to 7:00 a.m.
Saturday and midnight (Saturday-Sunday) to 7:00 a.m. Sunday
UTC+10; and

China data center: weekly, midnight (Friday-Saturday) to 7:00 a.m.
Saturday and midnight (Saturday-Sunday) to 7:00 a.m. UTC+8.
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SAP SuccessFactors Employee Central Payroll

Regular Maintenance Americas data center: weekly, Saturday 1:00 - 5:00 a.m. Local Time
Windows (Americas);

Europe data center: American customers: weekly, Saturday 1:00 -
5:00 a.m. Local Time (Americas); All other customers: weekly,
Saturday 12:00 a.m.- 4:00 a.m. UTC;

APJ data center: weekly, Friday 1:00 - 5:00 a.m. UTC+11;

SAP Jam Collaboration

ST : Maintenance Windows -~ - 7 v oo o - e

Regular Maintenance Americas data center: Weekly, midnight (Thursday Friday) to 1: 00
Windows* a.m. Friday Local Time;

Europe data center: Weekly, 11:00 p.m. Thursday to midnight
*In addition to the (Thursday-Friday) Local Time; and
maintenance windows for China data center: Weekly, Saturday, 1:00 a.m. to 2:00 a.m.,
the SAP SuccessFactors UTC+8.
Business Execution Suite Australia data center: Weekly, Saturday, 4:00 a.m. to 5:00 a.m.,

UTC+10;

Brazil data center: Weekly, Friday, 1:00 a.m. to 4:00 2.m. UTC-3

SAP Jam Communities

Maintenance Windows

Regular Maintenance Americas Data Centers: Local Time

Windows Weekly, Thursday 5:00 p.m. to 6:00 p.m.

Weekly, midnight (Friday-Saturday) to 7:00 a.m. Saturday
Weekly, midnight (Saturday-Sunday) to 7:00 a.m. Sunday
Europe data centers Local Time:

Weekly, Friday during the hours of 3:00 a.m. to 4:00 a.m.
Weekly, midnight (Friday-Saturday) to 7:00 a.m. Saturday
Weekly, midnight (Saturday-Sunday) to 7:00 a.m. Sunday

Recruiting Marketing

Maintenance Windows

Regular Maintenance Americas data center: Weekly, Frndays from 11 00 p m. to
Windows Saturday 3:00 a.m. and Saturdays from 7:00 a.m. to 10:200 a.m.
Local Time

SAP Time and Attendance Manacement by Workforce Software, SAF Workforce Forecasting

and Scheduhnq by WorkForce Software

Regular Maintenance Weekdays between 6 OO p.m. and 8: OO p.m. and the fourth

Windows Tuesday every month between 12:00 midnight and 4:00 a.m.
Local Time (Europe)

Major Upgrades Saturday 6:00 a.m. to Sunday 9:00 p.m. Local Time (Europe)
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Regular Maintenance
Windows

As reanred vylth one day notlce to site admmlstrator of Customer |

Major Upgrades

Up to once a month from Friday 10:00 p.m. to Monday 3:00 a.m.
Local Time (Europe)

SAP U S. Beneflts Manaqement by Benefltfocus

_Mamtenanc“

AReguIar Maintenance '
Windows

Friday 11:00 p.m. to Saturday 7:00 a.m. Local Time.

SAP User Experience Manage

ment by Knoa

Maintenance Windows

Regular Maintenance
Windows

Saturday 5:00 a.m. to 5:00 p.m. U.S. Local Time and Wednesday
10:00 p.m. to midnight Local Time for data centers located in the
U.S.; Wednesday 10:00 p.m. to midnight Central European Time
(CET) for data centers located in Europe.

Major Upgrades

Saturday 5:00 a.m. to 5:00 pm Eastern Standard Time and
Wednesday 10:00 p.m. to midnight Eastern Standard Time for
data centers located in the U.S.; Wednesday 10:00 pm to
midnight Central European Time for data centers located in Europe

SAP Vehicle Insights

Maintenance Windows

Regular Maintenance
Windows

Tuesday 6:00 p.m. to 10:00 p.m. Local Time for data centers in
Europe and 2:00 a.m. to 6:00 a.m. Local Time for data centers in
the United States

Major Upgrades

Monthly: First Saturday of the month from 8:00 a.m. to 8:00 p.m.
Local Time for data center in Europe and United States.

SAP Vehicles Network

Maintenance Windows

Regular Maintenance
Windows

Weekly, Sunday 8:00 a.m. to 10:00 a.m. Local Time.

Major Upgrades

Quarterly, Saturday 10:00 p.m. to Monday 06:00 a.m. Local Time.

R e

vRegular Maintenance
Windows

Upvto 12 tlmes per year Thursday 9: 00 p.m. to 11 OO p m.
UTC+3.

SAP Workforce Performance

Builder

Regular Maintenance
Windows

Weekly, fhursday 4:00 p.m. to Thursday 8:00 p.m. Local Time.

Major Upgrades

Up to 4 times per year from Thursday 4:00 p.m. to Friday 6:00
a.m. Local Time.
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Schedule D

PERSONAL DATA PROCESSING AGREEMENT FOR SAP CLOUD SERVICES

1. BACKGROUND

1.1 Purpose.

This document is a data processing agreement ("DPA”) between SAP and Customer and applies to
Personal Data provided by Customer and each Data Controller in connection with their use of the Cloud
Service. It states the technical and organizational measures SAP uses to protect Personal Data that is
stored in the production system of the Cloud Service,

1.2 Application of the Standard Contractual Clauses Document.

If processing of Personal Data involves an International Transfer, the Standard Contractual Clauses
apply as stated in Section 5 and are incorporated by reference.

1.3 Governance.

Except as provided in Section 5.2, Customer is solely responsible for administration of all requests from
other Data Controllers. Customer will bind any other Data Controller it permits to use the Cloud Service
to the terms of this DPA.

2. APPENDICES

Customer and its Data Controllers determine the purposes of collecting and processing Personal Data
in the Cloud Service. Appendix 1 states the details of the processing SAP will provide via the Cloud
Service. Appendix 2 states the technical and organizational measures SAP applies to the Cloud Service,
unless the Agreement states otherwise.

3. SAP OBLIGATIONS

3.1 Instructions from Customer.

SAP will follow instructions received from Customer (on its own behalf or on behalf of its Data
Controllers) with respect to Personal Data, unless they are (i) legally prohibited or (ii) require material
changes to the Cloud Service. SAP may correct or remove any Personal Data in accordance with the
Customer’s instruction. If SAP cannot comply with an instruction, it will promptly notify Customer (email
permitted).

3.2 Data Secrecy.

To process Personal Data, SAP and its Subprocessors will only use personnel who are bound to observe
data and telecommunications secrecy under the Data Protection Law. SAP and its Subprocessors will
regularly train individuals having access to Personal Data in data security and data privacy measures.
3.3 Technical and Organizational Measures.

(a) SAP will use the appropriate technical and organizational measures stated in Appendix 2.

(b) Appendix 2 applies to the production system of the Cloud Service. Customer shouid not
store any Personal Data in non-production environments.

(c) SAP provides the Cloud Service to SAP’s entire customer base hosted out of the same data
center and receiving the same Cloud Service. Customer agrees SAP may improve the
measures taken in Appendix 2 in protecting Personal Data so long as it does not diminish
the level of data protection.

3.4 Security Breach Notification.

SAP will promptly inform Custeomer if it becomes aware of any Security Breach.

3.5 Cooperation.

At Customer's request, SAP will reasonably support Customer or any Data Controller in dealing with
requests from Data Subjects or regulatory authorities regarding SAP’s processing of Personal Data.
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4.
4.1

4.2

SUBPROCESSORS
Permitted Use.
(a) Customer and Data Controllers authorize SAP to subcontract the processing of Personal
Data to Subprocessors. SAP is responsible for any breaches of the Agreement caused by its
Subprocessors.
(b) Subprocessors will have the same obligations as SAP does as a Data Processor (or
Subprocessor) with regard to their processing of Personal Data.
(c) SAP will evaluate the security, privacy and confidentiality practices of a Subprocessor
prior to selection. Subprocessors may have security certifications that evidence their use of
appropriate security measures. If not, SAP will regularly evaluate each Subprocessor's security
practices as they relate to data handling.
(d) If Customer requests, SAP will inform Customer of the name, address and role of each
Subprocessor it uses to provide the Cloud Service.
New Subprocessors.

SAP’s use of Subprocessors is at its discretion, provided that:

4.3

(a) SAP will notify Customer in advance (by email or by posting on the Support Portal) of
any changes to the list of Subprocessors in place on the Effective Date (except for Emergency
Replacements or deletions of Subprocessors without replacement).

(b) If Customer has a legitimate reason that relates to the Subprocessors’ processing of
Personal Data, Customer may object to SAP’s use of a Subprocessor, by notifying SAP in writing
within thirty days after receipt of SAP’s notice. If Customer objects to the use of the
Subprocessor, the parties will come together in good faith to discuss a resolution. SAP may
choose to: (i) not use the Subprocessor or (ii) take the corrective steps requested by Customer
in its objection and use the Subprocessor. If none of these options are reasonably possibie and
Customer continues to object for a legitimate reason, either party may terminate the Agreement
on thirty days’ written notice. If Customer does not object within thirty days of receipt of the
notice, Customer is deemed to have accepted the new Subprocessor.

(c) If Customer’s objection remains unresolved sixty days after it was raised, and SAP has
not received any notice of termination, Customer is deemed to accept the Subprocessor.
Emergency Replacement.

SAP may change a Subprocessor where the reason for the change is outside of SAP’s reasonable control.
In this case, SAP will inform Customer of the replacement Subprocessor as soon as possible. Customer
retains its right to object to a replacement Subprocessor under Section 4.2(b).

5.
5.1

INTERNATIONAL TRANSFERS
Limitations on International Transfer.

Personal Data from an EEA or Swiss Data Controller(s) may only be exported or accessed by SAP or its
Subprocessors outside the EEA or Switzerland (“"International Transfer”):

n
N

(a) If the recipient, or the country or territory in which it processes or accesses Personal
Data, ensures an adequate ievel of protection for the rights and freedoms of Data Subjects in
relation to the processing of Personal Data as determined by the European Commission; or

(b) in accordance with Section 5.2.

Standard Contractual Clauses and Multi-tier Framework,

(a) The Standard Contractual Clauses apply where there is an International Transfer to a
country that does not ensure an adequate level of protection for the rights and freedoms of Data
Subjects in relation to the processing of Personal Data as determined by the European
Commission.

(b) For Third Country Subprocessors, SAP has entered into the unchanged version of the
Standard Contractual Clauses prior to the Subprocessor’s processing of Personal Data. Customer
hereby (itself as well as on behalf of each Data Controller) accedes to the Standard Contractual
Clauses between SAP and the Third Country Subprocessor. SAP will enforce the Standard
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Contractual Clauses against the Subprocessor on behalf of the Data Controller if a direct
enforcement right is not available under Data Protection Law.

(c) Nothing in this DPA will be construed to prevail over any-conflicting clause of the
Standard Contractual Clauses.

6. CERTIFICATIONS AND AUDITS
6.1 Customer Audits.
Customer or its independent third party auditor may audit SAP’s control environment and
security practices relevant to Personal Data processed by SAP only if:
(a) SAP has not provided sufficient evidence of its compliance with the technical and
organizational measures that protect the production systems of the Cloud Service through
providing either: (i) a certification as to compliance with ISO 27001 or other standards (scope
as defined in the certificate); or (ii) a valid ISAE3402 and/or ISAE3000 attestation report. Upon
Customer’s request -SOC Audit reports or ISO certifications are available through the third party
auditor or SAP;
(b) A Security Breach has occurred;
(c) Customer or another Data Controller has reasonable grounds to suspect that SAP is not
in compliance with its obligations under this DPA,;
(d) An audit is formally requested by Customer’s or another Data Controller’s data protection
authority; or
(e) Mandatory Data Protection Law provides Customer with a direct audit right.
Where Customer audits SAP’s environment, SAP wiil reasonably support Customer in its audit processes.
6.2 Audit Restrictions.
The Customer audit will be limited to once in any twelve month period, and limited in time to a8 maximum
of 3 business days and scope as reasonably agreed in advance between the parties. Reasonable
advance notice of at least sixty days is required, unless Data Protection Law requires earlier audit. SAP
and Customer will use current certifications or other audit reports to minimize repetitive audits.
Customer and SAP will each bear their own expenses of audit, unless the Customer is auditing under
Section 6.1 (c) (unless such audit reveals a breach by SAP in which case SAP shall bear its own expenses
of audit), 6.1 (d) or 6.1 (e). In those cases, Customer will bear its own expense and the cost of SAP’s
internal resources required to conduct the audit. If an audit determines that SAP has breached its
obligations under the Agreement, SAP will promptiy remedy the breach at its own cost.

7. EU ACCESS

7.1 Optional Service.

If included in the Order Form, SAP agrees to provide EU Access for the eligible Cioud Service as stated
in this Section 7.

7.2 EU Access.

SAP will use only European Subprocessors to provide support requiring access to Personal Data in the
Cloud Service.

7.3 Data Center Location.

Upon the Order Form Effective Date, the Data Centers used to host Personal Data in the Cloud Service

are located in the EEA or Switzerland. SAP will not migrate the Customer instance to a Data Center
outside the EEA or Switzerland without Customer’s prior written consent (email permitted). If SAP plans
to migrate the Customer instance to a data center within the EEA or to Switzerland, SAP will notify
Customer in writing (email permitted) no later than thirty days before the planned migration.
7.4 Exclusions.
The following Personal Data is not subject to the requirements in 7.2-7.3:
(a) Contact details of the sender of a support ticket;
(b) Any other Personal Data submitted by Customer when filing a support ticket. Customer
may choose not to transmit Personal Data when filing a support ticket. If this data is necessary
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for the incident management. process, Customer may choose to anonymize that Personal Data
before any transmission of the incident message to SAP;
(o) Personal Data in non-production systems.

8. DEFINITIONS

Capitalized terms not defined herein will have the meanings given to them in the Agreement. “Data
Center” means the location where the production instance of the Cloud Service is hosted for
the Customer in its region, as published at: http://www.sap.cem/corporate-en/about/our-
company/policies/data-privacy-and-security/location-of-data-center.htm! __or notified to
Customer or otherwise agreed in an Order Form.

8.2 “Data Controller” means the natural or legal person, public authority, agency or other body

which, alone or jointly with others, determines the purposes and means of the processing of Personal

Data.

8.3 “Data Processor” means a natural or legal person, public authority, agency or other body

which processes personal data on behalf of the controller.

8.4 “Data Protection Law” means the applicable legislation protecting the fundamental rights and

freedoms of persons and their right to privacy with regard to the processing of Personal Data under the

Agreement.

8.5 “Data Subject” means an identified or identifiable natural person.

8.6 “EEA” means the European Economic Area, namely the European Union Member States along

with Iceland, Lichtenstein and Norway.

8.7 “European Subprocessor” means a Subprocessor that is physically processing Personal Data

in the EEA or Switzerfand.

8.8 “Personal Data” means any information relating to a Data Subject For the purposes of this

DPA, it includes only personal data entered by Customer or its Authorized Users into or derived from

their use of the Cloud Service. It also includes personal data supplied to or accessed by SAP or its

Subprocessors in order to provide support under the Agreement. Personal Data is a sub-set of Customer

Data.

8.9 “Security Breach” means a confirmed (1) accidental or unlawful destruction, loss, alteration,

or disclosure of Customer Personal Data or Confidential Data, or (2) similar incident involving Personal

Data for which a Data Processor is required under applicable law to provide notice to the Data Controller.

8.10 *“Standard Contractual Clauses” or sometimes also referred to the “EU Model Clauses”

means the (Standard Contractua! Clauses (processors)) or any subsequent version thereof released by

the Commission (which will automatically apply). The current Standard Contractual Clauses are located

at htto://ec.europa.eu/justice/data-protection/international-

transfers/files/clauses for personal data transfer processors ¢2010-593.doc. They include

Appendices 1 and 2 attached to this DPA.

8.11 “Subprocessor” means SAP Affiliates and third parties engaged by SAP or SAP’s Affiliates to

process personal data.

8.12 “Third Country Subprocessor” means any Subprocessor incorporated outside the EEA and

outside any country for which the European Commission has published an adequacy decision as

published at http://ec.europa.eu/justice/data-protection/international-

transfers/adeguacy/index en.htm.
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Appendix 1 to Data processing agreement and Standard Contractual Clauses

Data Exporter
The Data Exporter subscribed to a Cloud Service that allows Authorized Users to enter, amend, use, delete

or otherwise process Personal Data.

Data Importer

SAP and its Subprocessors provide the Cloud Service that includes the following support:

SAP Affiliates support the Cloud Service data centers remotely from SAP facilities in St. Leon/Rot

(Germany), India and other locations where SAP employs personnel in the Operations/Cloud Delivery

function. Support includes:

« Monitoring the Cloud Service

*» Backup & restoration of Customer Data stored in the Cloud Service

+ Release and development of fixes and upgrades to the Cloud Service

« Monitoring, troubleshooting and administering the underlying Cloud Service infrastructure and
database

« Security monitoring, network-based intrusion detection support, penetration testing

SAP Affiliates provide support when a Customer submits a8 support ticket because the Cloud Service is
not available or not working as expected for some or all Authorized Users. SAP answers phones and
performs basic troubleshooting, and handles support tickets in a tracking system that is separate from
the production instance of the Cloud Service.

Data Subjects

Unless provided otherwise by the Data Exporter, transferred Personal Data relates to the following
categories of data subjects: employees, contractors, business partners or other individuals having Personal
Data stored in the Cioud Service.

Data Categories

The transferred Personal Data transferred concemns the following categories of data:

Customer determines the categories of data per Cloud Service subscribed. Customer can configure the
data fields during implementation of the Cloud Service or as otherwise provided by the Cloud Service. The
transferred Personal Data typically relates to the following categories of data: name, phone numbers, e-
mail address, time zone, address data, system access / usage / authorization data, company name,
contract data, invoice data, plus any application-specific data that Authorized Users enter into the Cloud
Service and may include bank account data, credit or debit card data.

Special Data Categories (if appropriate)
The transferred Personal Data concerns the foliowing special categories of data: As set out in the Order
Form, if any.

Processing Operations

The transferred Personal Data is subject to the following basic processing activities:

o use of Personal Data to set up, operate, monitor and provide the Cloud Service (including Operational
and Technical Support)

e« provision of Consulting Services;

» communication to Authorized Users

+ storage of Personal Data in dedicated Data Centers (multi-tenant architecture)

» upload any fixes or upgrades to the Cloud Service

e back up of Personal Data

s computer processing of Personal Data, including data transmission, data retrieval, data access

o network access to allow Personal Data transfer

» execution of instructions of Customer in accordance with this Agreement
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Appendix 2 - Technical and Organizational Measures

1. TECHNICAL AND ORGANIZATIONAL MEASURES

The following sections define the SAP’s current security measures. SAP may change these at any time

without notice so long as it maintains a comparable or better level of security. This may mean that

individual measures are replaced by new measures that serve the same purpose without diminishing
the security level.

1.1 Physical Access Control.

Unauthorized persons are prevented from gaining physical access to premises, buildings or rooms where

data processing systems that process and/or use Personal Data are located.

Measures:

e SAP protects its assets and facilities using the appropriate means based on a security classification
conducted by an internal security department.

« In general, buildings are secured through access control systems (e.g., smart card access system).

« As a minimum requirement, the outermost entrance points of the building must be fitted with a
certified key system including modern, active key management.

« Depending on the security classification, buildings, individual areas and surrounding premises may
be further protected by additional measures. These include specific access profiles, video
surveillance, intruder alarm systems and biometric access control systems.

« Access rights are granted to authorized persons on an individual basis according to the System and
Data Access Control measures (see Section 1.2 and 1.3 below). This also applies to visitor access.
Guests and visitors to SAP buildings must register their names at reception and must be
accompanied by authorized SAP personnel.

« SAP employees and external personnel must wear their ID cards at all SAP locations.

Additional measures for Data Centers:

« All Data Centers adhere to strict security procedures enforced by guards, surveillance cameras,
motion detectors, access control mechanisms and other measures to prevent equipment and Data
Center facilities from being compromised. Only authorized representatives have access to systems
and infrastructure within the Data Center facilities. To ensure proper functionality, physical security
equipment (e.g., motion sensors, cameras, etc.) undergo maintenance on a regular basis.

= SAP and all third party Data Center providers fog the names and times of persons entering SAP’s
private areas within the Data Centers.

1.2 System Access Control.

Data processing systems used to provide the SAP Services must be prevented from being used without

authorization.

Measures:

» Multiple authorization levels are used when granting access to sensitive systems, including those
storing and processing Personal Data. Processes are in place to ensure that authorized users have

Fhameioablianem & ~A Al abem e AL e
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the appropriate au

e All users access SAP’s systems with a unique identifier (user ID).

= SAP has procedures in place to ensure that requested authorization changes are implemented only
in accordance with the guidelines (for example, no rights are granted without authorization). If a
user leaves the company, his or her access rights are revoked.

e SAP has established a password policy that prohibits the sharing of passwords, governs responses
to password disclosure, and requires passwords to be changed on a regular basis and default
passwords to be altered. Personalized user IDs are assigned for authentication. All passwords must
fulfill defined minimum requirements and are stored in encrypted form. In the case of domain
passwords, the system forces a password change every six months in compliance with the
requirements for complex passwords. Each computer has a password-protected screensaver.

e The company network is protected from the public network by firewalls.

o SAP uses up-to-date antivirus software at access points to the company network (for e-mail
accounts), as well as on all file servers and all workstations.
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» Security patch management is implemented to ensure regular and periodic deployment of relevant
security updates. '

e Full remote access to SAP’s corporate network and critical infrastructure is protected by strong
authentication.

1.3 Data Access Control .

Persons entitled to use data processing systems gain access only to the Personal Data that they have

a right to access, and Personal Data must not be read, copied, modified or removed without

authorization in the course of processing, use and storage.

Measures:

» As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.

e« Access to personal, confidential or sensitive information is granted on a need-to-know basis. In
other words, employees or external third parties have access to the information that they require
in order to complete their work. SAP uses authorization concepts that document how authorizations
are assigned and which authorizations are assigned to whom. All personal, confidential, or otherwise
sensitive data is protected in accordance with the SAP security policies and standards. Confidential
information must be processed confidentially.

» All production servers are operated in the Data Centers or in secure server rooms. Security
measures that protect applications processing personal, confidential or other sensitive information
are regularly checked. To this end, SAP conducts internal and external security checks and
penetration tests on its IT systems.

« SAP does not allow the installation of personal software or other software that has not been
approved by SAP,

e An SAP security standard governs how data and data carriers are deleted or destroyed once they
are no longer required.

1.4 Data Transmission Control.

Except as necessary for the provision of the Services in accordance with the relevant service agreement,

Personal Data must not be read, copied, modified or removed without authorization during transfer.

Where data carriers are physically transported, adequate measures are implemented at SAP to ensure

the agreed-upon service levels (for example, encryption and lead-lined containers).

« Personal Data transfer over SAP internal networks are protected in the same manner as any other
confidential data according to SAP Security Policy.

« When data is transferred between SAP and its customers, the protection measures for the
transferred Personal Data are mutually agreed upon and made part of the relevant Agreement. This
applies to both physical and network based data transfer. In any case, the Customer assumes
responsibility for any data transfer once it is outside of SAP-controlled systems (e.g. data being
transmitted outside the firewall of the SAP Data Center).

1.5 Data Input Control.

It will be possible to retrospectively examine and establish whether and by whom Personal Data have

been entered, modified or removed from SAP data processing systems.

Measures:

« SAP only allows authorized persons to access Personal Data as required in the course of their work.

e« SAP has implemented a logging system for input, modification and deletion, or blocking of Personal
Data by SAP or its subprocessors within SAP’s Products and Services to the fullest extent possible.

1.6 Job Control.

Personal Data being processed on commission (i.e., Personal Data processed on a customer’s behalf)
is processed solely in accordance with the relevant agreement and related instructions of the customer.
Measures:
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« SAP uses controls and processes to ensure compliance with contracts between SAP and its
customers, subprocessors or other service providers.

e As part of the SAP Security Policy, Personal Data requires at least the same protection level as
“confidential” information according to the SAP Information Classification standard.

» All SAP employees and contractual subprocessors or other service providers are contractually bound
to respect the confidentiality of all sensitive information including trade secrets of SAP customers
and partners.

e For on premise support services, SAP provides a specially designated, secure support ticket facility
in which SAP provides a special access-controlled and monitored security- area for transferring
access data and passwords. SAP customers have control over their remote support connections at
all times. SAP employees cannot access a customer system without the knowledge or full active
participation of the customer.

1.7 Availability Control.

Personal Data will be protected against accidental or unauthorized destruction or loss.

Measures:

+ SAPemploys backup processes and other measures that ensure rapid restoration of business critical
systems as and when necessary.

« SAP uses uninterrupted power supplies (for example: UPS, batteries, generators, etc.) to ensure
power availability to the Data Centers.

« SAP has defined contingency plans as well as business and disaster recovery strategies for the
provided Services.

« Emergency processes and systems are regularly tested.

1.8 Data Separation Control.

Personal Data collected for different purposes can be processed separately.

Measures:

« SAP uses the technical capabilities of the deployed software (for example: multi- tenancy, or
separate system landscapes) to achieve data separation among Personal Data originating from
multiple customers.

» Customers (including their Affiliates) have access only to their own data.

+» [If Personal Data is required to handle a support incident from a specific customer, the data is
assigned to that particular message and used only to process that message; it is not accessed to
process any other messages. This data is stored in dedicated support systems.

1.9 Data Integrity Control .

Personal Data will remain intact, complete and current during processing activities.

Measures:

SAP has implemented a multi-layered defense strategy as a protection against unauthorized

modifications.

In particular, SAP uses the following to implement the control and measure sections described above.

In particular:

« Firewalls;

e Security Monitoring Center;

« Antivirus software;

+ Backup and recovery;

o External and internal penetration testing;

« Regular external audits to prove security measures.
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1.

Schedule E

GENERAL TERMS AND CONDITIONS FOR SAP CLOUD SERVICES ("GTC")

DEFINITIONS

Commonly used capitalized terms are defined in the ‘Glossary at the end of the document.

2.
2.1

2.2

2.3

2.4

2.5

2.6

3.1

3.2

3.3

3.4

USAGE RIGHTS AND RESTRICTIONS

Grant of Rights.

SAP grants to Customer a non-exclusive, non-transferable and world-wide right to use the Cloud
Service (including its implementation and configuration), Cloud Materials and Documentation
solely for Customer’s and its Affiliates’ internal business operations. Permitted uses and
restrictions of the Cloud Service also apply to Cloud Materials and Documentation.

Authorized Users. )

Customer may permit Authorized Users to use the Cloud Service. Usage is limited to the Usage
Metrics and volumes stated in the Order Form. Access credentials for the Cloud Service may not
be used by more than one individual, but may be transferred from one individual to another if
the original user is no longer permitted to use the Cloud Service. Customer is responsible for
breaches of the Agreement caused by Authorized Users.

Acceptable Use Policy.

With respect to the Cloud Service, Customer will not:

(a) disassemble, decompile, reverse-engineer, copy, translate or make derivative works,

(b) transmit any content or data that is unlawful or infringes any intellectual property rights,
or

() circumvent or endanger its operation or security.

Verification of Use.

Customer will monitor its own use of the Cloud Service and report any use in excess of the Usage
Metrics and volume. SAP may monitor use to verify compliance with Usage Metrics, volume and
the Agreement.

Suspension of Cloud Service.

SAP may suspend use of the Cloud Service if continued use may result in material harm to the
Cloud Service or its users. SAP will promptly notify Customer of the suspension. SAP will limit
the suspension in time and scope as reasonably possible under the circumstances.

Third Party Web Services.

The Cloud Service may include integrations with web services made available by third parties
(other than SAP SE or its Affiliates) that are accessed through the Cloud Service and subject to
terms and conditions with those third parties. These third party web services are not part of the
Cloud Service and the Agreement does not apply to them.

SAP RESPONSIBILITIES

Provisioning.

SAP provides access to the Cloud Service as described in the Agreement.

Support.

SAP provides support for the Cloud Service as referenced in the Order Form.

Securitv.

SAP uses reasonable security technologies in providing the Cloud Service. As a data processor,

SAP will implement technical and organizational measures referenced in the Order Form to secure

personal data processed in the Cloud Service in accordance with applicable data protection law.

Modifications.

(a) The Cloud Service and SAP Policies may be modified by SAP. SAP will inform Customer of
modifications by email, the support portal, release notes, Documentation or the Cloud
Service. The information will be delivered by email if the modification is not solely an
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3.5

4.1

4.2

4.3

4.4

5.1

5.2

enhancement. Modifications may include optional new features for the Cloud Service,
which Customer may use subject to the then-current Supplement.
(b) If Customer establishes that a modification is not solely an enhancement and materially
reduces the Cloud Service, Customer may terminate its subscriptions to the affected Cloud
Service by providing written notice to SAP within thirty days after receipt of SAP’s
informational notice.
Analyses.
SAP, SAP SE or SAP Affiliates may use anonymous information relating to use of the Cloud Service
and Consulting Services to prepare analyses. Analyses do not contain Customer Confidential
Information. Examples of analyses include: optimizing resources and support, research and
development, verification of security and data integrity, internal demand planning, industry
developments and anonymous benchmarking with other Customers. SAP may provide non-
anonymous benchmarking services with Customer’s prior written consent.

CUSTOMER AND PERSONAL DATA

Customer Data.

Customer is responsible for the Customer Data and entering it into the Cloud Service. Customer

grants to SAP (including SAP SE, its Affiliates and subcontractors) a nonexclusive right to process

Customer Data (including personal data) solely to provide and support the Cloud Service.

Personal Data.

Customer will collect and maintain all personal data contained in the Customer Data in compliance

with applicable data privacy and protection laws.

Security.

Customer will maintain reasonable security standards for its Authorized Users’ use of the Cloud

Service. ;

Access to Customer Data.

(a) During the Subscription Term, Customer can access its Customer Data at any time.
Customer may export and retrieve its Customer Data in a standard format. Export and
retrieval may be subject to technical limitations, in which case SAP and Customer will find
a reasonable method to allow Customer access to Customer Data.

(b) Before the Subscription Term expires, Customer may use SAP’s self-service export tools
(as available) to perform a final export of Customer Data from the Cloud Service.
(¢} At the end of the Agreement, SAP will delete the Customer Data remaining on servers

hosting the Cloud Service unless applicable law requires retention. Retained data is
subject to the confidentiality provisions of the Agreement.

(d) In the event of third party legal proceedings relating to the Customer Data, SAP will
cooperate with Customer and comply with applicable law (both at Customer’s expense)
with respect to handling of the Customer Data.

FEES AND TAXES

Fees and Payment.

Customer will pay fees as stated in the Order Form. After prior written notice, SAP may suspend
Customer’s use of the Cloud Service until payment is made. Customer cannct withhold, reduce
or set-off fees owed nor reduce Usage Metrics during the Subscription Term. All Order Forms are
non-cancellable and fees non-refundable.

Taxes.

Fees and other charges imposed under an Order Form will not include taxes, all of which will be
for Customer’s account. Customer is responsible for alf taxes, other than SAP’s income and payroll
taxes. Customer must provide to SAP any direct pay permits or valid tax-exempt certificates prior
to signing an Order Form. If SAP is required to pay taxes (other than its income and payroll
taxes), Customer will reimburse SAP for those amounts and indemnify SAP for any taxes and
related costs paid or payable by SAP attributable to those taxes.
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6.1

6.2

6.3

6.4

6.5

7.1

7.2

7.3

TERM AND TERMINATION

Term.

The Subscription Term is as stated in the Order Form.

Termination. .

A party may terminate the Agreement:

(a) upon thirty days written notice of the other party’s material breach unless the breach is
cured during that thirty day period,

(b) as permitted under Sections 3.4(b), 7.2(b), 7.4(c), or 8.1(c) (with termination effective
thirty days after receipt of notice in each of these cases), or

(c) immediately if the other party files for bankruptcy, becomes insolvent, or makes an
assignment for the benefit of creditors, or otherwise materially breaches Sections 11 or
12.6.

Refund and Payments.
For termination by Customer or an 8.1(c) termination, Customer will be entitled to:

(a) a pro-rata refund in the amount of the unused portion of prepaid fees for the terminated
subscription calculated as of the effective date of termination, and
(b) a release from the obligation to pay fees due for periods after the effective date of

termination.
Effect of Expiration or Termination.
Upon the effective date of expiration or termination of the Agreement:

(2) Customer’s right to use the Cloud Service and all SAP Confidential Information will end,

(b) Confidential Information of the disclosing party will be returned or destroyed as required
by the Agreement, and

(c) termination or expiration of the Agreement does not affect other agreements between the
parties.

Survival.

Sections 1, 5, 6.3, 6.4, 6.5, 8, 9, 10, 11, and 12 will survive the expiration or termination of the
Agreement.

WARRANTIES

Compliance with Law.

Each party warrants its current and continuing compliance with all laws and regulations epphicebie
to it in connection with:

(a) in the case of SAP, the operation of SAP’s business as it relates to the Cloud Service, and
(b) in the case of Customer, the Customer Data and Customer’s use of the Cloud Service.
Good Industry Practices.

SAP warrants that it will provide the Cloud Service:

(a) in substantial conformance with the Documentation; and

(b) with the degree of skill and care reasonably expected from a skilled and experienced global
supplier of services substantially similar to the nature and complexity of the Cloud Service.

Remedy.

2}

Customer’s sole and exclusive remedies and

Section 7.2 will be:

AP’s entire liahility for breach of the warranty under

Halyiiy e Hie A=
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7.4

7.5

7.6

8.1

8.2

(a) the re-performance of the deficient Cloud Service, and

(b) if SAP fails to re-perform, Customer may terminate its subscription for the affected Cloud
Service. Any termination must occur within three months of SAP’s failure to re-perform.

System Availability.

(a) SAP warrants to maintain an average monthly system availability for the production
system of the Cloud Service as defined in the applicable service level agreement or
Supplement ("SLA").

(b) Customer’s sole and exclusive remedy for SAP’s breach of the SLA is the issuance of a
credit in the amount described in the SLA. Customer will follow SAP’s posted credit claim
procedure. When the validity of the service credit is confirmed by SAP in writing (email
permitted), Customer may apply the credit to a future invoice for the Cloud Service or
request a refund for the amount of the credit if no future invoice is due.

(c) In the event SAP fails to meet the SLA (i) for four consecutive months, or (ii) for five or
more months during any twelve months period, or (iii) at a system availability level of
least 95% for one calendar month, Customer may terminate its subscriptions for the
affected Cloud Service by providing SAP with written notice within thirty days after the
failure.

Warranty Exclusions.

The warranties in Sections 7.2 and 7.4 will not apply if:

(a) the Cloud Service is not used in accordance with the Agreement or Documentation,

(b) any non-conformity is caused by Customer, or by any product or service not provided by
SAP, or

(c) the Cloud Service was provided for no fee.

Disclaimer.

Except as expressly provided in the Agreement, neither SAP nor its subcontractors make any
representation or warranties, express or implied, statutory or otherwise, regarding any matter,
including the merchantability, suitability, originality, or fitness for a particular use or purpose,
non-infringement or results to be derived from the use of or integration with any products or
services provided under the Agreement, or that the operation of any products or services will be
secure, uninterrupted or error free. Customer agrees that it is not relying on delivery of future
functionality, public comments or advertising of SAP or product roadmaps in obtaining
subscriptions for any Cloud Service.

THIRD PARTY CLAIMS

Claims Brought Against Customer.

(a) SAP will defend Customer against claims brought against Customer and its Affiliates by
any third party alleging that Customer’s and its Affiliates’ use of the Cloud Service infringes
or misappropriates a patent claim, copyright, or trade secret right. SAP will indemnify
Customer against all damages finally awarded against Customer (or the amount of any
settlement SAP enters into) with respect to these claims.

(b) SAP’s obligations under Section 8.1 will not apply if the claim results from (i) Customer’s
breach of Sections 2, (ii) use of the Cloud Service in conjunction with any product or
service not provided by SAP, or (iii) use of the Cloud Service provided for no fee,

(c) In the event a claim is made or likely to be made, SAP may (i) procure for Customer the
right to continue using the Cloud Service under the terms of the Agreement, or (ii) replace
or modify the Cloud Service to be non-infringing without material decrease in functionality.
If these options are not reasonably available, SAP or Customer may terminate Customer’s
subscription to the affected Cloud Service upon written notice to the other.

Claims Brought Against SAP.

Customer will defend SAP against claims brought against SAP, SAP SE, its Affiliates and

subcontractors by any third party related to Customer Data.
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8.3

8.4

9.2

9.3

9.4

10.2

Customer will indemnify SAP against all damages finally awarded against SAP, SAP SE, its
Affiliates and subcontractors (or the amount of any settlement Customer enters into) with respect
to these claims. -

Third Party Claim Procedure.

(a) The party against whom a third party claim is brought will timely notify the other party in
writing of any claim, reasonably cooperate in the defense and may appear (at its own
expense) through counsel reasonably acceptable to the party providing the defense.

(b) The party that is obligated to defend a claim will have the right to fully control the defense.

(c) Any settlement of a claim will not include a financial or specific performance obligation on,
or admission of liability by, the party against whom the claim is brought.

Exclusive Remedy.

The provisions of Section 8 state the sole, exclusive, and entire liability of the parties, their

Affiliates, Business Partners and subcontractors to the other party, and is the other party’s sole

remedy, with respect to covered third party claims and to the infringement or misappropriation

of third party intellectual property rights.

LIMITATION OF LIABILITY

Unlimited Liability.

Neither party will exciude or limit its liability for damages resulting from:
(a) the parties’ obligations under Section 8.1(a) and 8.2,

(b) unauthorized use or disclosure of Confidential Information,

(c) either party’s breach of its data protection and security obligations that result in an
unauthorized use or disclosure of personal data,

(d) death or bodily injury arising from either party’s gross negligence or willful misconduct, or

(e) any failure by Customer to pay any fees due under the Agreement.

Liability Cap.
Subject to Sections 9.1 and 9.3, the maximum aggregate liability of either party (or its respective
Affiliates or SAP’s subcontractors) to the other or any other person or entity for all events (or
series of connected evenis) arising in any twelve month period will not exceed the annual
subscription fees paid for the applicable Cloud Service directly causing the damage for that twelve
month period. Any "twelve month period” commences on the Subscription Term start date or
any of its yearly anniversaries.

Exclusion of Damages.

Subject to Section 9.1:

(a) neither party (nor its respective Affiliates or SAP’s subcontractors) will be liable to the
other party for any special, incidental, consequential, or indirect damages, loss of good
will or business profits, work stoppage or for exemplary or punitive damages, and

(b) SAP will not be liable for any damages caused by any Cloud Service provided for no fee.

Risk Allocation. '

The Agreement allocates the risks between SAP and Customer. The fees for the Cloud Service

and Consulting Services reflect this allocation of risk and limitations of liability.

INTELLECTUA

PRODPERTY RIGHTS

(]
SAP Ownership.
SAP, SAP SE, their Affiliates or licensors own all intellectual property rights in and related to the
Cloud Service, Cloud Materials, Documentation, Consulting Services, design contributions, related
knowledge or processes, and any derivative works of them. All rights not expressly granted to
Customer are reserved to SAP, SAP SE and its licensors.

Customer Ownership.

Customer retains all rights in and related to the Customer Data.
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10.3 Non-Assertion of Rights.
Customer covenants, on behalf of itself and its successors and assigns, not to assert against SAP,
SAP SE, their Affiliates or licensors, any rights, or any claims of any rights, in any Cloud Service,
Cloud Materials, Documentation, or Consulting Services.

11. CONFIDENTIALITY
11.1 Use of Confidential Information.
(a) Unless deemed as a public record pursuant to Chapter 119, Florida Statues, the receiving

party will protect all Confidential Information of the disclosing party as strictly confidential
to the same extent it protects its own Confidential Information, and not less than a
reasonable standard of care. Receiving party will not disclose any Confidential Information
of the disclosing party to any person other than its personnel, representatives or
Authorized Users whose access is necessary to enable it to exercise its rights or perform
its obligations under the Agreement and who are under obligations of confidentiality
substantially similar to those in Section 11. Customer will not disclose the Agreement or
the pricing to any third party.

(b) Confidential Information of either party disclosed prior to execution of the Agreement will
be subject to Section 11.
(o) In the event of legal proceedings relating to the Confidential Information, the receiving

party will cooperate with the disclosing party and comply with applicable law (all at
disclosing party’s expense) with respect to handling of the Confidential Information.

(d) Notwithstanding any terms and conditions to the contrary, disclosure of any confidential
information received by Customer will be governed by the provisions of the Florida Public
Records Act, Chapter 119, Florida Statutes.

11.2 Exceptions.
The restrictions on use or disclosure of Confidential Information will not apply to any Confidential
Information that:

(a) is independently developed by the receiving party without reference to the disclosing
party’s Confidential Information,

(b) is generally available to the public without breach of the Agreement by the receiving party,

(c) at the time of disclosure, was known to the receiving party free of confidentiality

restrictions, or
(d) the disclosing party agrees in wniting s free of confidentiality restrictions.
11.3 Publicity.

Except as required by Customer under the Florida Open Meetings Law and/or the Florida Sunshine
Law, neither party will use the name of the other party in publicity activities without the prior
written consent of the other, except that Customer agrees that SAP may use Customer's name
in customer listings or quarterly calls with its investors or, at times mutually agreeable to the
parties, as part of SAP's marketing efforts (including reference calls and stories, press
testimonials, site visits, SAPPHIRE participation). Customer agrees that SAP may share
information on Customer with its Affiliates for marketing and other business purposes and that it

has secured appropriate authorizations to share Customer employee contact information with
SAD

12. MISCELLANEOUS

12.1 Severability.
If any provision of the Agreement is held to be invalid or unenforceable, the invalidity or
unenforceability will not affect the other provisions of the Agreement.

12.2 No Waiver.
A waiver of any breach of the Agreement is not deemed a waiver of any other breach.
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12.3

‘12.4

12.5

12.6

12.7

12.8

12.9

Electronic Signature.

Electronic signatures that comply with applicable law are deemed original signatures. Upon
Customer's request, SAP will execute agreed upon documentation with written signature.
Regulatory Matters.

SAP Confidential Information is subject to export control laws of various countries, including the
laws of the United States and Germany. Customer will not submit SAP Confidential Information
to any government ageney for licensing consideration or other regulatory approval, and will not
export SAP Confidential Information to countries, persons or entities if prohibited by export laws.
Notices.

All notices will be in writing and given when delivered to the address set forth in an Order Form
with copy to the legal department. Notices by SAP relating to the operation or support of the
Cloud Service and those under Sections 3.4 and 5.1 may be in the form of an electronic notice
to Customer’s authorized representative or administrator identified in the Order Form.
Assignment.

Without SAP’s prior written consent, Customer may not assign or transfer the Agreement (or any
of its rights or obligations) to any party. SAP may assign the Agreement to SAP SE or any of its
Affiliates, subject to Customer’s prior written consent, not to be unreasonably withheld; provided
however that SAP may assign the Agreement to its parent corporation without Customer consent.
Subcontracting.

SAP may subcontract parts of the Cloud Service or Consulting Services to third parties. SAP is
responsible for breaches of the Agreement caused by its subcontractors.

Relationship of the Parties.

The parties are independent contractors, and no partnership, franchise, joint venture, agency,
fiduciary or employment relationship between the parties 1s created by the Agreement.

Force Majeure.

Any delay in performance (other than for the payment of amounts due) caused by conditions
beyond the reasonable control of the performing party is not a breach of the Agreement. The
time for performance will be extended for a period equal to the duration of the conditions

preventing performance.

12.10 Governing Law.

The Agreement and any claims relating to its subject matter will be governed by and construed
under the laws of the State of Florida, without reference to its conflicts of law principles. All
disputes will be subject to the exclusive jurisdiction of the courts located in the State of Florida.
The United Nations Convention on Contracts for the international Sale of Goods and the Uniform
Computer Information Transactions Act (where enacted) will not apply to the Agreement. Either
party must initiate a cause of action for any claim(s) relating to the Agreement and its subject
matter within one year from the date when the party knew, or should have known after
reasonable investigation, of the facts giving rise to the claim(s).

12.11 Entire Agreement.

The Agreement constitutes the complete and exclusive statement of the agreement between SAP
and Customer in connection with the parties’ business relationship related to the subject matter
of the Agreement. All previous representations, discussions, and writings (including any
confidentiality agreements) are merged in and superseded by the applicable Agreement and the
parties disclaim any reliance on them. An Agreement may be modified solely in writing signed by
both parties, except as permitted under Section 3.4. An Agreement will prevail over terms and
conditions of any Customer-issued purchase order, which will have no force and effect, even if
SAP accepts or does not otherwise reject the purchase order.
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1.2
1.3

1.4

1.5

1.6

1.7

1.8

1.9
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: Glossary
“Affiliate” of a party means any legal entity in which a party, directly or indirectly, holds more
than fifty percent (50%) of the entity’s shares or voting rights. Any legal entity will be considered
an Affiliate as long as that interest is maintained.
“Agreement” means an Order Form and documents incorporated into an Order Form.
“Authorized User” means any individual to whom Customer grants access credentials to use
the Cloud Service that is an employee, agent, contracter or representative of

(a) Customer,
(b) Customer's Affiliates, and/or
(©) Customer’s and Customer’s Affiliates’ Business Partners.

“Business Partner” means a legal entity that requires use of a Cloud Service in connection with
Customer’s and its Affiliates” internal business operations. These may include customers,
distributors, service providers and/or suppliers of Customer.

“Cloud Service” means any distinct, subscription-based, hosted, supported and operated on-

demand solution provided by SAP under an Order Form.

“Cloud Materials” mean any materials provided or developed by SAP (independently or with

Customer’s cooperation) in the course of performance under the Agreement, including in the

delivery of any support or Consulting Services to Customer. Cloud Materials do not include the

Customer Data, Customer Confidential Information or the Cloud Service.

“Confidential Information”™ means

(a) with respect to Customer: (i) the Customer Data, (ii) Customer marketing and business
requirements, (iii) Customer implementation plans, and/or (iv) Customer financial
information, and

(b) with respect to SAP: (i) the Cloud Service, Documentation, Cloud Materials and analyses
under Section 3.5, and (ii) information regarding SAP research and development, product
offerings, pricing and availability.

(c) Confidential Information of either SAP or Customer also includes information which the
disclosing party protects against unrestricted disclosure to others that (i) the disclosing
party or its representatives designates as confidential at the time of disclosure, or
(ii) should reasonably be understood to be confidential given the nature of the information
and the circumstances surrounding its disclosure.

“Consulting Services” means professional services, such as implementation, configuration,

custom development and training, performed by SAP’s employees or subcontractors as described

in any Order Form and which are governed by the Supplement for Consulting Services or similar
agreement.

“Customer Data” means any content, materials, data and information that Authorized Users

enter into the production system of a Cloud Service or that Customer derives from its use of and

stores in the Cloud Service (e.g. Customer-specific reports). Customer Data and its derivatives
will not include SAP’s Confidential Information. )

“Documentation” means SAP's then-current technical and functional documentation as well as

any roles and responsibilities descriptions, if applicable, for the Cloud Service which is made

available to Customer with the Cloud Service.

“Order Form’ means the ordering document for a Cloud Service that references the GTC.

“SAP SE” means SAP SE, the parent company of SAP.

“SAP Policies” means the operational guidelines and policies applied by SAP to provide and

support the Cloud Service as incorporated in an Order Form. :

“Subscription Term” means the term of a Cloud Service subscription identified in the applicable

Order Form, including all renewals.

“Supplement” means the supplemental terms and conditions that apply to the Cloud Service

and that are incorporated in an Order Form.

“Usage Metric” means the standard of measurement for determining the permitted use and

calculating the fees due for a Cloud Service as set forth in an Order Form.
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1.

Link as listed on page 4 of schedule D

ARIBA PRIVACY STATEMENT

ARIBA PRIVACY STATEMENT

By clicking a field to accept or checking a box to signify acceptance to this Privacy Statement and then
submitting data to the Selution, you consent to having such data transferved to the United States and other
Solution operation locations selected by Ariba, and Ariba's authorized sevrvice providers as discussed below.

Oversiew

Ariba, an SAP company, offers products and services in the business-to-business market sector. As such., when Ariba colfects
information about an individual (that s, personal information), itis generallv onlv related to that person's role at his or her

company, and is not related to him/her as a private person or as an individual consumer.

This document describes Ariba's poliey for handling, processing. storing, and otherwise treating personal information subuntied
to vertam Soltions (defined below) and works 1 conjunction with the agreement between Ariba and cuch Ariba customer by
offermg lurther detail regarding such data processing sctivities, It alse provides notice to individual users about the chotces
available 1o users and how users cag access and update personal nformation about them. "Ariba™ means Ariba Ine.. vis parent

companies and atfiliates.

Ariba Customers mav be referred 1o as "Buver” or "Scller” throughout this document. lndividual users of the Solutions ¢whether
employees of the Buver or Seller organizations) collectively and individually may be referred to a3 "vou™ and "your” throughout
this document.
CONTENTS
Definitions
Personal Informadon Data Handling and Privacy
8 Personal Information
% Use of Personal Information by Ariba
2 Visibility of Personal Information within a Solution
2 Other Corporate Enfitics
2 Consent
& Transter
% Correcting Account Information (IExercising Your Right to Access Personal Information)
%  Insclosure by Aribato Third Parlies
B Security
2 Data Retention
a  Changes o this Poliey
= Safe Harbor Program
Mhscellaneous

Conutry Specific Perms (faly and Russdn)

Definitions
"Solution” meuns the Ariba service which includes « link 1o this Pavacy Statenment. meluding:

The Axiba Network (including the Invoice and PO Automation offerings. Ariba Network Membership, the Anba Spot-Quote
service, and the "Supplier Conneciivity” offering) (https:/service anba.com).

The Arviba Discovery solution (hpy /discoveryv.ariba.com).



wh

~3

The Artha Clond Sevvicss {also referred 1o in older contracts as, "Aviba Technology Features”, "Ariba OnDemand
Solutions”, or "Ariba Application Services”) (htips: /s arba.com Jeempanv-specific])

The Ariba StartSourcing solution (https: /s iariba.com jeompanv-specilic]),

(e Ariba Commerce Cloud. s company profile, administration and reporting application (socessible via
htip:“selleranba.com s for use by Suppliers iy conjunction with use of Aritba Network, Ariba Discovers and seller-facing
feataves of other Ariba OnDemand Solutions,

Market execution and sirategic procwrement services provided by Artba's global sourcing toam " Ariba Sourcing Services™)

(Note Ariba is not acuvely entering into new agreements for Ariba Sourcing Services), and

Ariba Hosting Service(s) (aecessible via customer-specific URLs).

“Trading Partner” means an entity with which a Buver or Seller transacts using the Solution.
Personal Information Handling and Privacy

Personal Information

“Persosad Information” is 2 person’s name and information associated with hus or her personal identity, including aftributes
designated as Personal Data nader the dats proteciion law applicable 10 vour organization’s use of the Solution, Personal
Information, such as name, business address, business email, and individuallv used corporste orodit card number. mav be
required for use of some features of a Solution. If vou donot wantto provide Personal Information 1o Ariba o wish to have
Ariba remove your Personal Information from the Solution. please contact your employer's Aniba sccount administrator to find

out il there is an optional way for vou tw perform the applicable business function without submitting Personal Information

Buvers may have the ability to use the Solution to track which of their Trading Partners have spocial ownership status {e.g.
muoritv-ownad o meet certain other eriteria, If o Seller objocts 10 submitting tns summary informanon to a Buver via the

Solution, please contact the Buver directly 1o investigate options.

You should submit only publiclv available. business contact information. Information submitted o the Solution may not include
Sensitive Personal Information unless as the Selutions evolve, some type of Sensitive Personal Information 1s expressly allowed
by Ariba with regatd 1o a specific aspect of the Solution and is submitted by vou onlv in accordance with the documentation.

Business tax tdentifior should onlv be placed in the speaific tields designated for such use.

" Sensitive Personal Informarion” wmeans government identification numbers or financial account numbers associated with
individual persons {e.g. U8, Social Seourity numbers, driver's Jicense numbers. or personal eredit card or banking account
numbersy. and medical records or health care claim information assoctated with individuals, inchuding clams (or payment or

reimbursement for any tvpe of medical care for an individual,

ise of Personal Information by Aviba

Ariba will treat Personal Information as confidential (unless vou or vour secount administrator subnuts it for public view using
features of a Solution) and wall process the data according fo the lawiul and technically feasble tnstructions of the Buver or
Supplicr. as applicable within the scope of the Solution and associated services. This statement and the Solution documentation

are considered part of such mstructions,

Avriba will use Pevsonal Information for the following Emited poposes. o facilinate operation of the Solution and i1s velated
services, enhance use of the Solution and its related web pages; perform internal traching and Solution improvement: enable
Ariba to contact vou. process reguesied transactions throngh the Soletion Gneluding use of templares and document creation

and mabyze the volume and history of'a company’s Solution usage

Use of Tracking Technologies including Cookies
We gather cortiin information automatically and store it in log ftles. This information mav include nternet protocol (11)
addresses. browser bype. Intemet service provider (ISP, referring/oxit pages, operating svstem, date ime stamp, and-ot

clichstieam data. Some of our Solution areas utilize cookies or similar technology. If vou contigure vom browser 1o reject



cockies from the Ariba Solutions, you will not be able to access the Solation. Nesther Arba nov its service providers hiah the
miormation we gather astomatically or thal we store in cookios to Personyd Information yvou submit whike using the Solution
exeept as necessary 1o perfornt web site security. service functionality and usage analytics. Ariba does not place any third parts
advertising tracking cookies on vour computer during vour use of the Artba Solutions. The web pages vou aueess when using the
Ariba Solutions Jo not respond 1o "do not track” signads sent by vour browser, With regard 1o emanls sent from of tou Solution,

Ariba may track the open-rate. clich-through rate andfor bounce rate of the messages at the individu fevel.
Visihility of Personal Information within 2 Selution

The Artba Solutions hefp compantes make connections 1o facilitate business. Depending on the Solution, You (or vour account
administrator) may provide your business contaet information to Trading Parmers, potennal Trading Partners. or to the public via
the Sofution. if vou are serving as a company contact for vour business. Please reflr to the documentation for the Solution
determine vour company contact amd company profile visibility options. If yvou are & Sellur on the Ariba Network, vou expressly
agree that Ariba may provide profile and company contact information that vou maintsio in vour Seller profile to your Trading

Pariners to fucilitte vour business relationships.

I vou submit a recommendation for a Seller on Artba Discovery, (1) the fext of your recommiendaiion (bui not your identity) will
be publicly avalable, and (2) the Seller's own users will be able 1o se¢ vour Personad Information from withun the Ariba

Discovery solution.

Other Corporate Entities
Ariba may share Personal Information with our global affiliates, parent, subsidiarics. agents and integrated gervice providers

("Alfiliates™ that cooperate to provide the Solution and related services to you, throughout the world, Aniba's Aflthiates tollow
practices no less protective of all users of the Solution than our practices deseribed o das policy. to the extent alfowed by
applicable faw. I Ariba andror its Afliliates were to one day merge with or be acquired by another business entity you should
agree that Anba may share some or all of vour Personal Information with the resulting entity i order to continue to provide the
Solution. You will recetve notice of such an event (it it occurs} and we will require that the new combined entity follow the

practices disclosed m this poliey.

Clonsent

By submitung Personal Information to the Solution. yvou are consenting to Ariba's collection, processing, slorage, and use of that
information m sccordance with this poliey. Before providing Personal Information to the Solution, sueh as providing a company-
wide contact for your conipany or organization. obtain the legal entity’s or individual's consent for the collection, transfer,
processing, and use of that information in acoordance with this policy and privacy lsw applicable to vour organization. As @ user
of the Sclution, and subject to the roles you hold and vour notification seifings. vou may be required 1o receive certain
administrative notices from Ariba but vou may opt-out of receiving promotional emails from Ariba using the opt-out procedures

tound on any promotional emal from Ariba,

Transfer

Ariba. Ine, an SAP company. with offices at 910 Hermosa Court, Sunayvale, CA 93083, operates all the Solutions from data
centers in the United States and. in addition, certain Solubions, upon request, are offered 1o costomers utihzing data conters
located 1 the Baropean Union and the Russian Federation. As Anba adds daia ceniers in other regions, these terms shall applvy 1o
Anba’s provision of services in such data conters. By submitting data o the Solution, you consent to having such data transforred
1o the United States and other Solution operation locations selected by Artba. and Ariba's authorized service providens. Artha
Afliliates controlling ov controlled by Anba, lnc. are located inside and outside the Furopean Peononie Avea, Auy transfer of
Porsonal lnformation from the Duropean Iiconomic Ares to Artba Atfiliaies located in countries outside the Puropean liconomic
Arca. which may not provide Lo an adegnate level of data protection within the meaning of the European Data Protection
Dinective. will be subject 1o g conlirmation by Anba that adegnate saleguards are in place - a so~called data transfer agreement

based on standard contractual clauses, as approved by the Huropean Commission,



In addition. when applicable, Aniba addresses the legality of transatlantic data transfors From customers in the Furopean Union to
Anba's operations 1 the United States with a data processing agreement, referenced from the Ariba customer agreement,

teveraging the standard contractual clauses, as approved by the European Commission,

Correcting Aceount Information (Exercising Your Right o Aceess Personal Information)

You have a right to sccess and modify your Personal Information and 1o delete your Personal Information, subject to constraints
identified below. To exercise these rights, Ariba has procedures to allow you 1o update Personal Information in a timely manner,
tn most Solutions. the administrative contact for vour company can direetly change most contact information by loggtng on to the
Solution and managisg vour account profile divectly. In the Artba Commerce Cloud, cach individual user can self~admmister

his-her own user sceount defails. For certain Solutions, changes may be reguested by calling Anba customer support

Dieletion of vour Personal Information may require approval by vour employer {e.g. expense report data) and may require Ariba
assistaniee. Nome requests 1o defete data must be made to Ariba through the adnsinistrative contact for your comypany.

Ariha may refuse fo give access fo the Selation for legitimate reasons including delinguent pavments on the account, a legal
dispute, or seeutity concemns. [ vou are unable 1o correet, update. or delete your personal mformation due to the fact that you are
no longer an emplovee of the business that is the account holder, or your account hay been terminated, vou may contact the Ariba
Privacy Coordinator at the address provided below, In each case, Ariba will take reasonable micasures to accommodate yous

veguest of vespond in writing with the legad basts for denving the request withmn thirty (305 davs.

Disclosure by Ariba to Third Parties

Ariba does not provide your Porsonal nformation to third parties. except as described elsewhere in this policy and 1 our
contracts with cur Custoniers, unless (1) vou (or vour account administrator acting on your behalf) request or authorize 1t: (25
such disclosure is nocessary o process transactions or provide services which you have requested (e.g., PCARD processing with
eredit card companies: (3) Ariba is compelled to do so by a governmental authority, regplatory bodv, or under subpoona or
similar governmental request or to establish or defend a legal claim: (4) the third partv is acting 4s ovr agent o sub-contractor in
performing services (e.g., Ariba'’s use of s third parfy felecommumnications provider); (31 vou designate your Personal Information

to be publichy viewable in the Solution, or (6) wiih regard to Business Pariners as described below,

Ariba does not sell Persenal Information st all. Ariba may provide business contact information of Selfers who have company
profiles visible on the Ariba Discovery or Ariba Network Solutions within the Ariba Commerce Cloud 1o carclully selected
business paviners ("Business Paviners™) () with servicoy integrated 1o the Ariba Commerce Cloud, {8) with whom Ariba is
offering complimentary services: or (¢} who are participating i a joint marketing «ffort to Scllers. For example, i von are a user
of the Artba Discovery solution. we mav share Personal Information with a trusied Business Pariner 1o send vou a spedial or joint
offer i conjunction with vour Anba Discovery usage. All companies that act on our behalf or in conjunction with Ariba i this

manner arc requived 1o safeguard Personal Information and respeet Ariba opl-out provedures.

Securify

Ariba uses industry standard security fechnology and crganizational measures 1o protect Personal Information {rom unauthorized
disclosure. Arvba takes steps o appropriately safeguard oredit card and remitiance infbrmation using recommendeod mdusiry
encryption methods, Anba's services are designed so that these categories of information can only be viewed trom within the
Solutten. Using role-based features, You can firther Himit acooss ko ontv those users who noed 1o see such miormation. Please seo

aur Secunty Disclowre (hitpr/www ariba.comdlegal seouritv-disclosures ) for information about the measures Anba takes 1o

address the scaurity of the Solution snd the protection of vour Porsonal Information.

Data Retention

Ariba will retmn Personal Information m active databases tor varving lengths of time depending upon the specific Solution. tvpe
of data, and applicable law 10 accordance with the agreement between Ariba and vour organization. The policy regarding dala
retentron for each Solution is set forth in the documentation or terms for cach Solution. Consistont with Ariba's backup and

storage procedures and due to the close integration of data with the Solution, Personal Information might be stored by Ariba in



backup logs and filos for the duration necessary to comply with fegad regquirements, resolve disputes, enfores our agreements or
for the purposes described in this poliey. However, Ariba makes no commitment o indefinitely store snch data. During your
subsceription fo the Solution, vou will be able to aceess your Personal Information for a cerain period based or the parucular
Solution that you purchased and the policies for the Solution. For inguinies. please work with vour Ariba account administratn

andd reach out to the Anba Privacy Coordinator ar the address designated below,

Changes to this Policy
from time 1o time Artba will need fo mahe changes o this policy. Some of the changes will be in response o changes 1
applicable laws and regulations. In addition, as Ariba adds new features and new services to a Solution. Aribawill continue 1o

handle Personal Information consiglently with this policy, but some changes or clanfications may be required

if Ariba seeks 1o make a material change Lo Ariba's policy to alow use of Persenal Information for a new, legitimate business
prrpose, Ariba will doctument the change 1o s policy, note the date of the fast update at the end of the policy. and send 2 notice
s the administrative contacts on {ie wath Ariba for each Buyer and Supplier. You are encouraged to check this policy
occastonallv to stay informed of any changes in our policies and procedures regarding Personal nformation. For substaniial and
matevial changes to ths policy, Ariba will use reasonable efforts to provide notification to all atfected users and suggest that such

users review the updated pohey

Safe Harbor Program

With regard to the Ariba Network. the Artba Clegd Services, and the Ariba Hosting Service. Ariba complics with the US-1U
Safe Harbor Framowork and the UN-Swiss Safe Harbor Framework as set forth by the UJ.S. Depariment of Comnerce regarding
the collection. use. and retention of personal datg from the Puropean Union member conntries and Switzorland. With regard to

the Ariba Network. the Ariba Cloud Services, and the Anba Hosting Scrvice, Artbe has ceriified that it adheres to the Safe

Harbor Privacy Prnciplos of notice. chotoe. onward transter, secunity, data integniy, aceess, snd enforcement. For more
information about Safe Harbor or to sceoss Artba's certification sfatement, go to hitpr/www.export.gov safoharbor . (ITArba has
contractually agroed with vour organization to rely upon a data processing agreement rather than (e EU or Swiss Sate Harbor

Programs as o legal basis for data transfer, then this paragraph shall not apply, with regard to such Program).

Questions and Dispute Reselution

I vou have questions about this policy, please send an e-mail 1o privacy@ariba.com At Ariba Privacy Coordinator, or send
writien correspondence to Ariha Privacy Coordinator, Legal Department. Ariba. Inc. 3410 Hillview Avenue. Palo Alto, CAL
94304 USA

I you have yuestions or concerns regarding the Persenal Information Handling and Privacy section of this policy, vou should
{irst contact vour cempany's administrator or the Anba Privacy Coordinator listed above (privacv@aciba.com). If vou do net
recerve acknowledgment of vour inguiry or vour inguiry has not been satisiactorily addressed, vou should then raise vour

complaint to Artha's Privacy Coordinator or your local data protection suthority,

Miscellaneous
The Paghish version of this policy shall govern in the event of any conflict ov substantive tanslation changes into g non-Eaglish

fanguage.

Anba has other privacy policies. This document is the Ariba Privacy Statenent and is targeted at individoals who are users of
speetiic Artba products and services. Artba also has an istemal Privacy Policv targeted at its emplovess, contactors, ete. and a
separate Privacy Policy for its internet facing marketing websites and community imformation oxchange sites (e

http wwwanba.con and exchange.ariba.com). The Anba Dxchange User Community area s a soctal media offering for Anba
users. Ariba Exchange User Communily is & voluntary, opt-in offering where Ariba users can post comments and participate in
discussions about docwmentation and Anba solution featuros. Due to 18 social media aspect. where content 1s publically visible.

Ariba Exchange User Community has s own Community Privacy Policy that is apphicable onee a User optv-m and posts a

corument of other content 0 the Ariba Fxchange User Communits. Cortain of Ariba subsidiaries and SAP affiliates also have



separate privacy policies related 1o the services they offer. These other policies are separate wnd distinet from the activities

governed by this poliey

Country-Specific Terms

fealy: This Privacy Statement for the date processing of the dams subject (that s, the seetion entitled "Personal Information
{landling and Privacy” above plus this clause) is provided according to Section 13 of the Haliae Data Protection Code,

Leghslative Deoree no. 196 (June 30, 2603) consolidated ("ltaly Privacy Code™). Aviba, Inc. herchy informs vou that the
processing of vour personal data through the Solution as defined above will be perfbrimed according to this Privacy Statement

and in compliance with the Raly Privacy Code. The Controtler of the data processing is vour emplover, I you have yuestions or
concerns about this poliev. vou may contact Ariba using the email address as identfied above or by written corvespondence 1o the
loead Btalian privacy representative for Ariba, SAP Htalia S.p.A., Campus Tecnologico, ENERGY PARK - Edificio 03. Via Monza

7/a. 20871 Vimercate. cro SAP Legal Department.

Rassian Federation [{ vour organization has operations in the Russian Federation, vou acknowledge that Anba mav reecive
from vou certain Personal Dara of Russian citizens for storing and vour organization’s own provessing. Your organization. or
Russian-bascd allilisted organmzations, remain the operators, under the Russian privacy law, of Personal Data of Russian citizens
submitted for processing to Artba and are responsible Ry determining ) 1 you or vour organizaticn will be able to comply with
applicable Russian privacy faws and regulations in use of Solutions which involve processing of Russian citizens’ Personal Data

and (1) whether Solutions can be used mside or cutside the Russian Fedevation.

EEEEE 3
Ariba Privacy Statement v2.6 Apiil 22, 2016

CIM96 2016 Aribe Ine., All Rights Reserved



Ariba Consulting Services Order Form No. 302506243
effective October 23, 2017 (“Effective Date”)

between Ariba, Inc.
3420 Hill view Ave, Bldg. 3
Palo Alto, CA 94304
(hereinafter “SAP” or “Ariba”)

and The School Board of Broward County
600 Southeast Third Avenue
FORT LAUDERDALE FL 33301 Florida
(hereinafter “Customer” or “Licensee”)

Contact Person Ariba Email : Divyanshu.arya@sap.com
Divyanshu Arya Mobile 952-457-2368

Contact Person Licensee Email : ed.hineline@browardschools.com
Ed Hineline

SAP and Customer agree that this Order Form, together with the Consulting Services Supplement,
as incorporated as Schedule A in the Order form for SAP Cloud Services (and can also be found at
http://www.sap.com/agreements/north-america) and any Scope Document(s) attached hereto, is a
binding agreement for the Consulting Services set forth therein, incorporating the SAP Cloud
Services General Terms and Conditions [as entered into between Ariba, Inc. and Customer with the
effective date of June 28, 2016 (Ref No. 0220558288) (“Cloud GTCs") and incorporated as Schedule
E into the Order Form for SAP Cloud Services] and incorporated in the Order form for SAP Cloud
services as . Customer acknowledges it has had the opportunity to review the Consulting Service
Supplement prior to executing this Order Form. SAP recommends the Customer prints copies of the
Consulting Service Supplement for Customer’s own records. In the event of any conflicting terms or
conditions, the following agreements and document (all of which are hereinafter collectively referred
to as the “Agreement”) shall control in the following order of descending precedence: (a) this Order
Form, (b) the Consulting Service Supplement; (¢) any statement of work or similar document for
Consulting Services attached to this Order Form (each, a “Scope Document”), and (d) the Cloud
GTCs.

1. Services.
The Services to be delivered to Licensee under this Order Form consists of the services specified
the Scope Documents attached to this Order Form.

The following table provides a summary of the applicable Scope Documents for the Services to be
delivered under this Order Form:

Description Scope Document

Ariba Implementation Services Exhibit 1

1. Invoicing.
Ariba will mail invoices to the following Licensee billing address:

The School Board of Broward County
Attn: Ed Hineline

600 Southeast Third Avenue

FORT LAUDERDALE FL 33301 Florida

SAP Confidential Page 1 of 14
1S Ariba Full Suite Services Order Form DRAFT_Q2_06302015_Clean.docx



Payment is due thirty (30) days from the date of SAP’s invoice.

Notwithstanding anything to the contrary, Licensee acknowledges and agrees that: i) it must provide
Ariba with a valid purchase order for the Services to be delivered under this Order Form, and Ariba
shall have no obligation to commence delivery of the Services hereunder until it receives such
purchase order; ii) such purchase order shall be governed by the terms of the GTC and this Order
Form; and iii) should Ariba, in its sole discretion, elect to commence delivery of Services hereunder
in advance of its receipt of a purchase order, the same shall not operate as a waiver of any of Ariba's
rights (including, without limitation, Ariba's right to stop its performance of Services at any time
during the period where the purchase order remains outstanding).

Ariba contact for invoice questions: FinanceAR@SAP.com.
Customer contact for payment questions: Ed Hineline (ed.hineline@browardschools.com)

2. Fees and Payment Terms:

Services Based on Fixed Fee

The Services Fees, excluding taxes and including travel and living expenses provided by Ariba for
the Services as set forth in Document Exhibit 1 are at the fixed price of $300,000 and pursuant
to the following invoice schedule.

Invoice Schedule
# Milestone Description Amount Estimated Invoice Date
1 | Project Kick off and commencement of Design workshops $75,000 November 06, 2017
2 | Design complete for Sourcing, SIPM and Contracts $100,000 | December 08, 2017
3 | Training Documentation and delivery complete — Phase 1 $75,000 January 26, 2018
4 | SIPM, Sourcing and Contracts Deployment Complete $50,000 March 02, 2018

3. Service Location

The location for the Services provided hereunder is identified by Customer as 7720 West Oakland
Park Blvd., Sunrise, FL 33351 (“Service Location”). Customer agrees and understands that the
calculation of Taxes may be affected by the Service Location.

4. Term:
The term of this Order Form shall commence October 23, 2017 and shall continue until March 02, 2018.

Accepted by:

Ariba, Inc.

By:

L

printed N&fe: __ £ 2Alopr!  EDIprlf

Title: CeEN ML I/ NEEL

Date: 7/ ¢,// 22/
/) /

SAP Confidential
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CALIFORNIA ALL- PURPOSE
CERTIFICATE OF ACKNOWLEDGMENT

A notary public or other officer completing this certificate verifies only the identity
of the individual who signed the document to which this certificate is attached,
and not the truthfulness, accuracy, or validity of that document.

State of California

County of Contra Costa County }

On September 22, 2017 before me, M. Romero, Notary Public

(Here insert name and title of the officer)

personally appeared Landon Edmond

who proved to me on the basis of satisfactory evidence to be the person(s) whose

name(s)(islare subscribed to the within instrument and acknowledged to me that
Chelshelthey executed the same indiiSkher/their authorized capacity(ies), and that by
(isther/their signature(s) on the instrument the person(s), or the entity upon behalf of

which the person(s) acted, executed the instrument.

| certify under PENALTY OF PERJURY under the laws of the State of California that
the foregoing paragraph is true and correct.

N M. ROMERO
WITNESS my hand and official seal. " AR Commission No. 2178314

NOTARY PUBLIC-CALIFORNIA
SANTA CLARA COUNTY

:,& ¥ &k ¥
izosx>” My Comm Expires JANUARY 2. 2021
M Q&Mo,t D

Notary Public Signature (Notary Public Seal)

A

INSTRUCTIONS FOR COMPLETING THIS FORM -
ADDITIONAL OPTIONAL INFORMATION This form complies with current California statutes regarding notary wording and,

DESCRIPTION OF THE ATTACHED DOCUMENT if needed, should be completed and attached to the document. Acknowledgments

Jfrom other states may be completed for documents being sent to that state so long
as the wording does not require the California notary to violate California notary
The School Board of Broward County o 4 ke 4
(Title or description of attached document) o State and County information must be the State and County where the document
Consulting Services Order Form signer(s) pers_ona}ly appeared before the notary .public for acknowledgment. _
Date of notarization must be the date that the signer(s) personally appeared which
must also be the same date the acknowledgment is completed.
The nof ublic must print his or her name as it appears within his or her
Number of Pages 14 Document Date_og/zzﬂ commist:i?n l;ollowed by apcomma and then your title (ngtl;ry public).
Print the name(s) of document signer(s) who personally appear at the time of
notarization.
CAPACITY CLAIMED BY THE SIGNER Indicate the correct singqlarl or plural forms by crogsing off incorrecF fqnns (i.c.:.
.. he/she/theys- is /are ) or circling the correct forms. Failure to correctly indicate this
Individual (s) _ information may lead to rejection of document recording.
O Corporate Officer The notary seal impression must be clear and photographically reproducible.
Impression must not cover text or lines. If seal impression smudges, re-seal if a
(Title) sgfflcient area permits, otherwise complete a different acknowledgment form.
O Partner(s) Si:gnature of1 thle(: notary public must match the signature on file with the office of
K the county clerk.
Attorney-in-Fact % Additional information is not required but could help to ensure this
O Trustee(s) acknowledgment is not misused or attached to a different document.
Other < Indicate title or type of attached document, number of pages and date.
a % Indicate the capacity claimed by the signer. If the claimed capacity is a
corporate officer, indicate the title (i.e. CEO, CFO, Secretary).

2015 Version www.NotaryClasses.com 800-873-9865 Securely attach this document to the signed document with a staple.

(Title or description of attached document continued)




For SBBC

(Conorate Seal) - = THE SCHOOL BOARD OF BROWARD COUNTY, FLORIDA

V P " g
— ' h EA
Ry

e 0%612 /B (jﬁ yimjon
; ?AbbyM Jr-eae;nan hair)

(Date)

Robert W. Runcie, Superintendent of Schools Approved as to Form and Legal Content:
Digitally signed by Janette M.

Janette M. Smlth Smith

Date:2017.09.25 17:20:13 -04'00'

Janette M. Smith, Esq.
Office of the General Counsel

SAP Confidential Page 3 of 14



Exhibit 1

Ariba Implementation Services

1. Project Scope

This Exhibit 1 to the Order Form addresses the Implementation Services required of the Project. It
is mutually understood that business requirements, resources and dates may change subject to the
applicable terms of this Scope Document and that any such material change requested by Customer
or as a result of Customer inability to provide agreed upon resources, fulfill applicable assumptions
and to perform the Customer Responsibilities set forth herein or the result of Customer errors or
omissions may result in a Change Order in accordance with the Change Order Procedure as defined
in Exhibit 2.

Customer is responsible for requesting changes to the requirements for Services. The Ariba Project
Manager may assist in planning the Project, and quality checking the activities and progress. It is
understood by Ariba and the Customer that any material changes to scope that are requested, will
be addressed through a formal change order process. Material changes are those which specifically
will impact either budget, scope, timeline or resources.

Ariba’s personnel will work with Customer on the project to automate Customer’s spend management
processes. The implementation Services to be provided under this Exhibit are in addition to, and do
not supersede, the Deployment Services outlined in the Deployment Descriptions and/or Order Form
for each of the foregoing Cloud Service(s).

2. Project Approach

Ariba will provide the resources, as set forth herein, to help Customer manage the roliout of Ariba’s
Cloud Services in scope under this Exhibit.

Ariba Activities

2.1 MANAGE

Program Initiation - Manage delivery of Ariba’s implementation Services and assist Customer in
fostering change within its organization through program management

Project Management activities will be managed by the customer. Ariba will provide Delivery
oversight (remotely) as follows:

2.1.1 Quality Assurance Audit Role

The Ariba QA Advisor:

e Assesses the proper use of agreed upon project management standards, procedures,
methodologies and tools being employed by project management

¢ Assesses the timeliness and effectiveness of the oversight delivered on measured
business to manage issues resolution, resource capacity and capability, project scope,
milestone attainment, and project budget.

o Assesses the efficiency and effectiveness of the governance framework, its
participants, procedures and ability to drive the program to successful completion
within contracted time, scope and budget constraints

o Delivers messaging to the customer, independent of the SAP Project Team, that may
be time or subject sensitive to ensure project stability.

Activities

SAP Confidential Page 4 of 14



¢ Pre-Deployment
- Reviews straw man project charter created by the customer project manager
- If delay between signature and project start, confers with customer weekly to
provide guidance, begin planning, and address questions.
¢ Deployment
- Monitors and drives compliance with agreed upon change control and
governance policy to facilitate on-time delivery
- Participates in regularly scheduled steering committee meetings to make
decisions, provide strategic direction, and to facilitate on-time delivery
¢ Post-Deployment
- Remotely participates in final closeout meeting with customer to transition
support from QA to CEX, to capture lessons learned, and to agree upon a plan
to address outstanding issues.

2.2 ARCHITECT

Baseline/ Design: Blueprint/Architect a design for the key business components of people,
processes, technology and performance and plan for business process and organizational change

The focus of this work effort is to align the Customer’s business requirements and help optimize its
internal business processes utilizing the Ariba Cloud Services by:

e Combining knowledge of Customer systems/requirements and the Ariba Cloud Service to assist
Customer in making business decisions for how to utilize the Cloud Service
e Bringing Ariba best practices to system and process improvement decisions.

The Ariba resource(s) will work with Customer to understand Customer’s current business processes
and requirements (as-is) to lay out and establish the go-forward business processes (design). This
process directed to two (2) goals: (1) analyzing the current Customer processes and requirements
in concert with Ariba best practices to formulate a design strategy for Cloud Service utilization; and
(2) Documenting how Customer will interact and leverage the Cloud Service and outcomes from the
Architect phase.

2.2.1 Sourcing

¢ Assist Customer with understanding the Ariba Cloud Service capabilities to determine how
to configure the application for the Customer’s enterprise by leveraging the provided
functionality.
e Understand Customer’s business processes and recommend ways for configuring the
system to address Customer’s business needs.
e Understand Customer’s organizational structure and suggest ways for configuring the
system to support the organization.
Review existing requirements to consolidate and standardize where applicable
Have architecture and configuration sessions to formulate the design for the business
processes.
e Work with Customer to map business processes to Cloud Services and provide
recommendations around alternate options (where applicable).
¢ Serve as knowledge resource to help guide Customer on how to utilize the Cloud Service
within its organization and prepare materials for the configuration activity, including the
completion of the functional design and configuration templates.
e Work with Customer to design up to two (2) sourcing process templates - 1 for
Construction category and 1 generic template for all other categories.
e Assist Customer with initial sourcing project considerations including the following:
o Sourcing process and workflow approvals (e.g., groups, geographical/department
differences, etc.)
o Sourcing groups, teams and stakeholders
o Sourcing and process template conditions and usage
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o Sourcing library
o Number of additional customer created templates needed to meet business
requirements
Provide feedback to allow Customer to plan for administrative activities and ongoing
maintenance
Provide overview on application functionality.
Functional Requirements Definition:
o Business/category specific requirements/conditions
o Custom reports and dashboard setup requirements
o Sourcing-specific requirements including sourcing process flows, teams, and
documents, RFx content standardization and library setup

Key Deliverables:

Populate Sourcing Data Collection Templates — Data collection template required for tool
configuration based on Customer processes and requirements. This deliverable will be
completed in collaboration with the remote Ariba configuration team, which will then use
this document to configure the Ariba Sourcing Professional Cloud Service.

2.2.2 Contract Management

Assist Customer with understanding the Ariba Cloud Service capabilities to determine how
to configure the application for the Customer’s enterprise by leveraging the provided
functionality
Understand Customer’s business processes and recommend ways for configuring the
Cloud Service to address Customer’s business needs
Understand Customer’s organizational structure and suggest ways for configuring the
Cloud Service to support the organization
Review existing requirements to consolidate and standardize where applicable
Drive architecture and configuration sessions to formulate the design business processes
Work with Customer to map business processes to Cloud Services and provide
recommendations for alternate options (where applicable)
Serve as knowledge resource to help guide Customer on how to utilize the Cloud Service
within its organization and prepare materials for the configuration activity, including the
completion of the functional design and configuration templates
Work with Customer to design up to two (2) contract management process templates - 1
for Construction category and the 1 generic template for all other categories
Assist Customer with initial contract management process design considerations including
the following:
o Assist Customer with understanding the contract creation process definition and
approvals (e.g., groups, geographical differences, etc.)
o Assist Customer with understanding and documenting contract groups, teams and
stakeholders
o Assist Customer with understanding contract and process template conditions and
usage
o Assist Customer with understanding language for clause library (i.e., standard,
alternate and fallback clauses)
Provide feedback to allow Customer to plan for administrative activities and ongoing
maintenance
Contract Functional Requirements Definition:
o Business/category specific requirements/conditions
o Custom reports and dashboard setup requirements within the existing solution
o Contract-specific requirements including contracts process flow, teams, and
documents including integration to sourcing process where applicable, contract
template routing scenarios/conditions, legacy contract load strategy

Key Deliverables:

SAP Confidential

Contracts Data Collection Template - Completed data collection template required for tool
configuration based on Customer processes and requirements. This deliverable will be
completed in collaboration with the remote Ariba configuration team, which will then use
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the completed document to configure the Ariba Contract Management Professional Cloud
Service.

2.2.3 SIPM

Assist Customer with understanding the Ariba Cloud Service capabilities to determine how
to configure the Cloud Service for the Customer’s enterprise by leveraging the provided
functionality

Understand Customer’s business processes and recommend ways for configuring the
Cloud Service to address Customer’s business needs

Understand Customer’s organizational structure and suggest ways for configuring the
Cloud Service to support the organization

Review existing requirements to consolidate and standardize where applicable

Drive architecture and configuration sessions to formulate the design business processes
Work with Customer to map business processes to Cloud Services and provide
recommendations around alternate options (where applicable)

Serve as knowledge resource to help guide Customer on how to utilize the Cloud Service
within its organization and prepare materials for the configuration activity, including the
completion of the functional design and configuration templates

Design Supplier Workspace template and Supplier Profile Questionnaire to accommodate
on-boarding three different types of suppliers (Diversity suppliers, suppliers needing pre-
approvals and all other suppliers)

Key Deliverables:

SIPM Data Collection Template — Completed data collection template required for tool
configuration based on Customer processes and requirements. This deliverable will be
completed in collaboration with the remote Ariba configuration team, which will then use
the completed document to configure the Ariba SIPM Professional Cloud Service.

2.3 ENABLE PHASE

Phase 1 (Sourcing, Contracts and SIPM) -

Configuration will be managed by the Shared services (remote) deployment team as per the
Deployment description. Customer will be responsible for configurations that are outside the
scope of the Deployment description

1. Cloud Service Testing -
Ariba Shared services team will support the Customer resources with testing activities.

Key Deliverables:

o Defect Fixes

2. Cloud Service Custom User Adoption Development and Delivery

SAP Confidential

a. Development:
Once Customer’s testing phase is near complete, Ariba will develop and deliver a
custom user adoption program to introduce the essential functions of Sourcing,
Contracts and SIPM solutions to Customer’s training team. Custom user adoption
development will begin upon completion of system testing.

Solutions in Scope:
i. Sourcing Pro

ii. Contracts Pro
iii. SIPM

Deliverables development and Design:
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a. Quick Reference Guides (QRG’s) - Step-by-step navigation for key or

common system functions, customized to Customer standards:
1. Sourcing - four (4) Guides;- include at a minimum topics:
a. Creating the Event
b. Managing the Event
¢. Scoring the Event
d. Awarding
2. Contracts - three (3) Guides; include at a minimum topics:
a. Creating the CW
b. Approving a contract
¢. Template Management
3. SIPM - three (3) Guides; include at a minimum topics:
a. Inviting and approving a Supplier
b. Profile and registration Questionnaire
¢. Performance management
The topics listed above are examples. During the deployment, Ariba trainer will
collaborate with the Broward project team to finalize the topics for QRGs.

b. Screencast Recordings
Creation of short video segments that illustrate how to navigate in Ariba and
conplete basic system functions. Recordings will be playable on Client
systems.
a. 3 screencast recordings o be created for Sourcing, Conbtracts and
SPM (topics TBD)

c. Classroom training -
1. Trainthe-Trainer- Design one-day session (Upstream) to build facilitation
and system knowledge with client facilitators (includes practice facilitation).
2. End-user training — Design end user training for Sourcing, Contracts and
SPM, solutions (participant materials, Facilitator PowerPoint, and Fadilitator
outline).

d. Course Delivery:
1. Trainthe-Trainer- one-day session (8 classroomhours)
a. Delivered one times
b. Maximum of six (6) participants in each session

Note: Organizational Change Management and Project Management will be customer responsibility

3. Production Cutover Planning and Execution

Ariba shared services team will plan the activities needed to prepare the production of Ariba
Cloud Service for live transactions. This includes:

¢ Identifying tasks that need to be done to prepare the SAP production site for use;

¢ Documenting tasks, timing and ownership in the Production Cutover Checklist;

e Incorporating Customer’s feedback and helping them fit the Ariba cutover activities into
their overall cutover timeline;

e Migrating Ariba-managed customizations to the production environment;

e Supporting Customer of the production system post go-live and transition to customer
support.

Key Deliverables:
Configuration Migration to production environment
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3.

Sourcing, SIPM and Contracts

Preliminary Timeline and Resource Plan

Weeks

Sourcing Deployment

SIPM Deployment

Contract Management Deployment
Procure-to-Order Deployment

10 weeks

14 weeks
14 weeks
22 weeks

Phase 1 - Sourcing, SIPM and Contracts
1|2|3[ ]4 5 8 7 5‘911(![11’12*13'14
_]

Details

8 V16 122 120 2/6 2112 218 226

Project Manag W

118 11113 19/20 14727 124 12111 1218 12125 1N

On-Going Project Management
Project Plan & Workstream Alignments

W Detalis

Planning, Kick Off, Data review, Site esnablement
e Workshops end Design

Configuration & Unit Testing

Training, including customer training prep work

System and final testing

Go Live, Wrap Up

SIPM W Detalls

Pianning, Kick Off, Data review, Site snablement
tional Config: Workshops end Design

Configuration & Unit Testing

Training, including customer training prep work

{|System and finat testing - Supp. Reg
Initiatlve and reporting

Go Live, Wrap Up - Supplier Registration for Diversity inftlative
and reportng

for DI y

and finat testing - Performance Management

Go Live, Wrap Up - Performance Management

Workstream Detalls:

1 12 13 14

Pianning, Kick Off, Data review, Site enablement
Functional Configuration Workshops and Design
Configuration & Unit Testing

Contract repository loading (legacy contracts)
Training, including customer training prep work
System and final testing

Go Live, Wrap Up

SAP ARIBA RESOURCES

1118 11118 11/20

124 12111 12118

18 116 1/22 28 26 212 219 2i28

Level

7-1 l o

‘I112J3 5 7|8‘9110[11|12|13l14

Quality Advisor

Procure to Order Architect

SiPM Architect - Design Only
Contracts Architect - Design Only
Sourcing Architect - Design Only
Techincal Architect .
Tech Davelopers - BASIS, Pl, ABAP
Training {ead

Leadership
Sr Delivery
Sr Delivery
Sr Dalivery
Sr Delivery
Sr Delivery
Offshore Delivery
Sr Delivery

* Limited Support is defined by < 8 hrsfweek support
** Part-time support is defined as < 16 hours/week support

Note: Organizational Change Management and Project Management will be customer responsibility

4.

Customer Responsibilities

In addition to the Customer responsibilities as set forth in the Service Description, the Customer is
responsible for the following during the Project:

% General Hardware / Software Requirements
o Customer will be responsible for establishing and maintaining telecommunications links (if
deemed necessary) as well as local area networks, and the security of its network and related
systems. Ariba assumes the hardware and third party software not licensed from Ariba will
function according to our expectations and will not present quality, capacity, timing, or
performance problems that would adversely impact the project's overall progress. Ariba will not
be responsible for the performance, reliability, availability or security of the Internet or any third

SAP Confidential
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party system or hardware which is not within the scope of the Ariba responsibilities or the control
of Ariba

()
*

General Data Collection & Management Requirements

o Customer will be responsible for the data cleansing process for all legacy data to be interfaced or
converted to any new systems
The Customer is responsible for validating and approving the extracted data.
Ariba will not be responsible for any content values associated with extracted data except to the
extent caused by Ariba’s extraction process.

e The Customer is responsible for delays caused by a lack of or erroneous master/reference data
which may result in a formal increase in scope

e The Services performed under this Order Form may include the export of Customer
data. Customer is responsible that all Customer data provided to Ariba does not contain sensitive
defense information the export of which would violate the International Traffic in Arms
Regulations or any other applicable export control laws or regulations

% General Project Management and Structure

« There will be a single primary point of contact from the Customer (the Customer Project Manager)
during the implementation. This contact will coordinate selection and scheduling of all Customer
resources during the implementation

e Customer will make timely decisions throughout the execution of this engagement. (Delays in
decisions may impact Ariba resources, deliverables, timelines and fees associated with the
engagement.) Customer program management will resolve core raise the escalation point with
SAP for all issues raised from the project teams within 3 business days of notification

¢ Customer will be responsible for any delays or additional costs relating to any deficiencies in the
Customer Responsibilities

e Customer will make available to the Ariba engagement team all appropriate documentation and
necessary reports required to complete the project

% General Project Logistics

e Customer will provide a working location for Ariba consultants

o For a period of one year from the completion of the project, for any Ariba individual engaged on
the project, Customer shall not solicit for employment or hire such individual, nor engage such
individual as an independent contractor or other non-Ariba consultant.

e If Customer includes any Ariba Confidential Information and/or Cloud Materials in any Customer-
created usage manuals, guides or handbooks (collectively “Customer Materials”) such Customer
Materials shall be restricted to Customer’s internal use only and subject to the terms of the
Agreement between Customer and Ariba (and/or its Affiliates as applicable) governing Customer’s
access to and use of the Cloud Services. Further, in addition to preserving and maintaining all
copyright and trademark notices, the following designation must be placed on every page of each
such Customer Material: “This document contains proprietary and confidential information of
Ariba, Inc. and/or its Affiliates.

< General Customer Responsibilities

The Customer will be responsible for the following as required for the applications or solutions in

scope, unless otherwise included in the contract with Ariba

¢ Final end user training development and presentation

¢ Providing sufficient and appropriate resources to perform/execute System, Integration and User
Acceptance Testing

e Providing documentation of Customer’s defined business process(es) required during
implementation.

5. Project Organization

Ariba team will work with Customer to confirm the appropriate team structure based on mutually
agreed upon responsibilities. Leveraging Ariba’s past experience and the customer business
objectives, Ariba recommends the following resources, as outlined below, to support the enablement
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of the Ariba Cloud Services in scope for this Exhibit herein. Ariba’s project team is planned to include
the following types of resources assigned on a part-time and/or full-time basis.

5.1 Ariba Resources

= Quality Assurance Audit Role. (Onsite during UAT and Production cutover) Responsible for
providing delivery oversight to Ariba resources.

* Functional/Business Resource(s). (Onsite for Design) Responsible for working with the
Customer’s team to gather requirements, review existing process documentation, identify gaps
and propose workarounds, and assist with the completion of functional specification/enablement
workbook documentation.

= Training Resource(s). (Onsite for 1 week to finalize QRG topics) Responsible for working with
the Customer’s Training and Change Management team to prepare Quick reference guides.

5.2

Customer Project Team

The Customer Project team will be as follows:

Customer Role High-Level Responsibilities

Project Sponsor

-Provide overall project vision, guidance for high-level issue resolution, senior leadership communication in
support of the project, help to drive change management for higher adoption
-Active participation in the deployment steering committee

Project Manager

-Primary point of contact for overall deployment

-Partners with Ariba Project Manager to manage project timeline, manages all customer resource activities
throughout the project, drive resolution of any escalated issues including those issues raised with SAP Ariba, as
well as other key project management items

Functional Lead:
Sourcing,

Contracts, SIPM
(1 per solution)

-Participate in configuration workshops, issue resolution
-Responsible for all customer testing
-Develop cutover plan and manage cutover execution

Lead

and Training

Technical -Technical contact for all Ariba interaction/coordination

Advisor

Change Co-ordinate and manage Change Management and training activities in collaboration with Ariba trainer
Management

5.3 Project RACI

The following responsibility assignment matrix describes the participation by Ariba and Customer in
completing deliverables. The purpose of the chart is to clarify roles and responsibilities across the
various deployment activities and prevent redundancy between scopes delivered by each party.

RACI Definitions:

« Responsible (R) - Party who perform a task - the doer, responsible for action/
implementation. R’s can be shared.

e Accountable (A) - The party who is ultimately accountable includes yes/no and power of
veto. Only one “A” can be assigned to a task; the process owner.

e Consulted (C) - The party to provide upfront Ariba best practices guidance and be consulted
prior to a final decision or action is taken. Two-way communication,

« Informed (I) - The party who needs to be informed after a decision or action is taken.

SAP Confidential

Phase | Scope / Activity | Deliverable Ariba | Customer
Project Provide a sample
Prepare Management Project charter C,/R A
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Update sample

project charter as C R, A
per customer's KPIs
Provide
sample/baseline
project plan and
weekly updates and G R A
inputs to customer
PM
update project plan
and maintain forthe | C R,A
duration of project
Status reports C R, A
Project R A
communication plan !
Risk _mltlgatlon C R,A
matrix
Issug resolution C R.A
matrix
Enc! of project quality C R, A
review
Scope .
Confirmation and Trarlnjactlon / Spend R, A C
Rollout Planning enablement strategy
Design process maps R A
& policies
Functional
Explore requirements R A
document
Process Design Design organizational
charts for program C R, A
operations function
Define the system
responsibilities and C R, A
ownership
Process Refined process R A
Refinement maps
Testing plan C R, A
Use cases C R, A
Enable -
Testing Support Test scripts C R, A
Testing issues log C R, A
Configuration issues R A
resolution
Training
Training Development and R CA
Delivery
"Go / No Go"
Deploy Production decision C R, A
Transition Configuration R C. A
migration !

The following assumptions and exclusions apply in addition to those set forth in the section Assumptions
and Exclusions in the Service Description. The price in the Order Form is based on these assumptions.

6. Assumptions about Project Delivery

SAP Confidential
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« If there is a planned break between phases or if the project goes on hold as a result of Customer request, Ariba holds
the right to move existing resources to service other customers. Upon resumption of engagement, Ariba reserves the
right to provide alternate resources with equivalent knowledge, skills, availability and capability of previously assigned
resource. In this case, Ariba assumes, the customer accounts for transition time and cost involved in onboarding new
consultants.

+ Customer will make timely decisions throughout the execution of this engagement. (Delays in decisions may impact
Ariba resources, deliverables, timelines and fees associated with the engagement and may result in Change Request.)

7. Assumptions and Exclusions about Solution Scope

The scope is limited to the standard solution processes associated with the scope items listed in the project scope as'In
Scope'. Any items or Services not defined as 'in scope' for this Project are deemed out of scope, including, but not limited to
the following out of scope items.

The following exclusions apply to the scope of this Project:

« Any formal Ariba education trainings or other offerings from SAP Education(except as defined by the Order form)

« The development of new functionality, extensions or co-innovation

« Data cleansing or datacleanup

* Custom developments and software developments.

« Any changes required because of pre-existing Customer specific enhancements or developments.

» Any changes required because of quality or values of Customer's master and transactional data. Reports that are not
in the Ariba standard application or modifications to these standard report

8. No Waiver of Sovereign Immunity

Nothing herein is intended to serve as a waiver of sovereign immunity by any agency or political subdivision to which
sovereign immunity may be applicable or of any rights or limits to liability existing under Section 768.28, Florida
Statutes. This section shall survive the termination of all performance or obligations under this Agreement and shall be
fully binding until such time as any proceeding brought on account of this Agreementis barred by any applicable statute
oflimitations.

9. Insurance Requirements

(a) Commercial general liability with a limit of $1,000,000 per occurrence and $2,000,000 in general aggregate
including, but not limited to, coverage for bodily injury, death, property damage, products and completed
operations, premises/operations, contractual, and personal and advertising injury liabilities;

(b) Commercial automobile liability with a combined single limit of $1,000,000 per occurrence covering bodily
injury, death and property damage resulting from operation of owned, non-owned, hired or leased vehicles by
Ariba's employees;

(c) Workers' compensation in compliance with statutory requirements;

(d) Employer's liability with limits of $1,000,000 each accident, $1,000,000 by disease policy limit,$1,000,000
by disease each employee;

(e) Excess\Umbrella liability with a limit of $2,000,000 per occurrence with respect to coverage required in
and (b) above; and

(f)  Technology professional liability with a limit of $1,000,000 per claim and in the aggregate covering claims
arising out of errors or omissions in connection with services provided by Ariba as described in the Agreement and
including network security and private data risks involving unauthorized access, failure of security, transmission of
malicious code, denial of service attacks, and unauthorized disclosure or misappropriation of private data. The
policy shall have a retroactive date on or before the Agreement effective date orthe date of Ariba's first
professional service, whichever is earlier. Ariba shall use commercially reasonable efforts to maintain such
coverage for one (1) year following expiration or cancellation of the Agreement.

(g) Ariba shall be responsible for any deductibles or self-insured retentions under the aforementioned policies.
Following execution of the agreement and upon request of Customer, Ariba shall provide or make available for
download a certificate of insurance evidencing existence of the required coverage. Ariba, its insurer(s) or
broker(s) shall endeavor to provide Customer thirty (30) days advance written notice in event of cancellation of
policies required herein. None of the requirements contained herein as to types or limits or Customer's
approval of insurance coverage to be maintained by Ariba are intended to, and shall not in any manner, limit,
qualify or quantify the liabilities and obligations assumed by Ariba under the agreement.
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EXHIBIT 2
CHANGE REQUEST PROCEDURE

1. Describe the requested change:

2. Define the impact, if any, on existing Services and Deliverables (if any):

3. Define additional Services required as a result of the requested change, if any:

»

Define the impact, if any, to the existing Project plan. Provide an updated Project plan if appropriate.

5. Provide an updated Services and payment schedule, if appropriate.
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SAP CONSULTING SERVICES SUPPLEMENTAL TERMS AND CONDITIONS (“"SUPPLEMENT")

SAP and Customer ("Customer” shall mean “Licensee”) have agreed that SAP delivers to Customer certain Consulting
Services. These supplemental terms and conditions (the "Supplement”) and any modifications to the Agreement
made herein apply solely to Consuiting Services and not to any other SAP product or service or the Cloud Service
itself. In case of conflict the terms of the Scope Document shall prevail over any Service Description and the
provisions of this Supplement.

1.
1.1

1.2

1.3

1.4

2.2

2.3

3.3

3.4

5.1

DEFINITIONS

“Consultant” means any employee or third party contractor which SAP utilizes to provide Consulting Services
to Customer.

“Deliverables” means those specific work products or tangible results which are explicitly identified as
“Deliverable” under the applicable Order Form.

“Scope Document” means the document that is provided with and becomes part of the applicable Order
Form which further defines the scope of Consulting Services to be provided and other engagement specifics.
“Service Description” means pre-defined descriptions of services found at http://www.sap.com/corporate-
en/about/resources/service-descriptions/index.html in effect as of the Order Form Effective Date.

TERM AND TERMINATION

Term. Each Consulting Service shall be effective as of the Effective Date set forth in that Order Form, and
shall remain in effect until end of term or completion of the Consulting Services or terminated earlier by either
party in accordance with the applicable GTC.

Termination for Convenience. Consulting Services (excluding fixed-price Consulting Services) may be
terminated by either party upon thirty (30) days’ prior written notice.

Effect of Termination. Customer shall be liable for all payments to SAP, including all fees and expenses up
to the effective date of termination. All Confidential Information (excluding Consulting Services Deliverables
that Customer has paid for) of the other party shall upon request of the other party be returned to the
Disclosing Party or destroyed with certification of such destruction from an authorized individual.

CONSULTING SERVICES WARRANTY

General. SAP warrants that it will perform the Consuiting Services in a professional workmanlike manner
using resources with the skills reasonably required to perform such services.

Conformance. SAP warrants that for ninety (90) days following provision of the Consulting Services the
Deliverables will materially conform with the specifications for that Deliverable in accordance with the
respective Service Description or Scope Document provided that the warranty period for Deliverables (if any)
resulting from any subscription based Consulting or Cloud Services will in no event exceed the termination
date of the subscription based Consulting or Cloud Services.

Exclusion. SAP does not warrant error-free or uninterrupted operation of any Consulting Services or
Deliverable or that SAP will correct all non-conformities.

Claims. Customer shall notify SAP within ninety (90) days of provision of the Consulting Services or
Deliverable in writing of the alleged warranty breach and provide SAP with a precise description of the problem
and all relevant information reasonably necessary for SAP in order to rectify such warranty breach. Provided
Customer has notified SAP in accordance with this Section of a warranty breach and SAP validates the
existence of such warranty breach, SAP will, at its option re-perform the applicable Consuiting Services or
Deliverable, or refund the fee paid or reallocate quota for the specific non-conforming Consulting Service or
Deliverable. This is Customer’s sole and exclusive remedy for a warranty breach.

CHANGE REQUEST PROCEDURE

Either party can request changes to the Consulting Services in accordance with the form attached to the
Order Form or included in the applicable Service Description (“*Change Request”). SAP is not required to
perform under a Change Request until agreed to and signed by the parties.

PROVISION OF SERVICES
Personnel. The selection, assignment or replacement of Consultants is at SAP's sole discretion and SAP

reserves the right to replace any Consultant at any time at its sole discretion with resource Consuitant with
equivalent skills.

Page 1 of 2
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5.2

5.3

5.4

Replacement. If at any time Customer or SAP is dissatisfied with the material performance of an assigned
Consultant or a Customer project team member, the dissatisfied party shall promptly report such
dissatisfaction to the other party in writing and may request a replacement. The other party shall use its
reasonable discretion in accomplishing any such change (which also, in the case of SAP, shall be subject to
staffing availability).

Delays. If any Consulting Service, in whole or in part, cannot be provided by SAP due to a Customer issue
and Customer fails to provide SAP with reasonable advance notice, the time agreed to be spent by SAP
resources on such Consulting Service will be charged to Customer.

Rights. Customer ensures to have all necessary license rights including third party license rights required for
the Consulting Services.

LIMITATION OF LIABILITY, LIABIITY CAP FOR CONSULTING SERVICES

Consulting Services shall be subject to Section 10 of the GTC, except that the following shall replace and
supersede Section 10.2 of the GTC: For any Consulting Services provided under the Agreement, under no
circumstances and regardless of the nature of any claim shall the maximum aggregate liability of either party
(or their respective Affiliates or SAP’s subcontractors) to the other or any other person or entity under or in
connection with the Agreement, exceed the total fees paid for the applicable Consulting Service under the
relevant Order Form or, in the case of Consulting Services which are subscription based or billed on a monthly
or annual basis, the fees paid in the twelve (12) month period preceding the date of the incident giving rise
to the liability.

FEEDBACK

Customer may be invited to participate in certain evaluations, presentations, meetings, surveys or discussions
(collectively, “Discussions”) for the purpose of informing Customer of SAP's business and technology
direction, and to allow Customer, at its sole discretion, to provide SAP, SAP Affiliates or SAP SE with input,
comments or suggestions from Customer, regarding SAP’s business and technology direction and/or the
possible creation, modification, correction, improvement or enhancement of the software, products and/or
services of SAP, (collectively “Feedback”). Customer grants to SAP SE a non-exclusive, perpetual,
irrevocable, woridwide, non-transferable (except to SAP Affiliates), royalty-free license, with the right to
sublicense through muitipie tiers, under applicable laws to use, publish, modify, and otherwise benefit from
Feedback in any manner and via any media. Content of Discussions may include areas outside the scope of
Consulting Services and may relate to any SAP software, products, solutions and/or services. Confidential
Information disclosed or made available by SAP, or Customer during Discussions may only be used for the
purpose of the Discussions and shall be protected from unauthorized use and disclosure in accordance with
the GTC. Customer acknowledges that the information related to software, products, services, business or
technology plans of SAP, disclosed during the Discussions, is only intended as possible strategies,
developments, and functionalities and is not intended to bind SAP to any particular course of business, product
strategy, and/or development.

NON-SOLICITATION

Neither party shall knowingly solicit or hire, the other party’s employees involved in the Consulting Services
during the performance of the Consulting Services or for a period of six (6) months from the termination of
the applicable Order Form, without the express written consent of the other party. This provision shall not
restrict the right of either party to solicit or recruit generally in the media.
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Ren 10 Form
“Renewal er F "

Between Ariba, Inc.
3420 Hillview Avenue Building 3
Palo Alto, CA 94304
(“SAP")

And The School Board of Broward County
600 SE 3rd Ave / Fort Lauderdale FL 33301-3125 Florida
("Customer”)

1. RENEWAL ORDER FORM AND TABLE OF AGREEMENT

This Renewal Order Form is an offer by SAP. When signed and returned to SAP by Customer on or prior
to the offer expiration date, it becomes a binding agreement for the SAP Cloud Service(s) listed in this
Renewal Order Form and is effective on the date signed by Customer.

Offer Expiration Date: 10/02/2019

This Renewal Order Form is governed by and incorporates the terms of the September 25, 2017 Order
Form (Reference No. 0220729625) and the GTC referenced therein, except that Sections 4.4 (Expansion
Pricing) and 4.5 (Option to Purchase Additional Cloud Service Subscriptions) shall not apply to this
Renewal Order Form. All defined terms in the GTC used in this Renewal Order Form shall have the same
meaning as set forth in the GTC. All references in the Supplements to “Service” mean "Cloud Service”,
and to "Named Users” mean “Authorized Users”.

2. CLOUD SERVICE ORDER.

The table shows the purchased Cloud Service, Usage Metrics and volume, Subscription Term,
and fees,

Period 1 From 10/23/2019 To 10/22/2020

SAP Cioud Usage Usage Annual Fee Product Product Total Fee in
Service Metric Metric Start Date | End Date uUsD
Limitation
* %k
FLEXIBLE Spend 1 140,000.00 } 10/23/2019 | 10/22/2020 140,000.00
BUNDLE -
ARIBA SALES
ORG

SAP ARIBA | Users 44
SOURCING
SAP ARIBA | Users 34
SUPPLIER
INFO/PERFOR
MANCE MGT.
SAP ARIBA | Users 39
CONTRACTS

{ Total Fee in USD* [ 140,000.00 ]

(*) plus applicable taxes

SAP Confidential Page 1 of 2
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(**) Usage Metric Limitations stated above represent the maximum annual quantity of Usage Metrics
over a 12 month period, except where the period between Product Start Date and Product End Date is
less than one year. In that case the stated Usage Metric Limitation is the actual prorated amount.

3. PAYMENT AND INVOICES

3.1 Fees and Invoicing.
Unless the Supplement or Initial Order Form state otherwise, fees for the Cloud Service(s) will
be invoiced by SAP and paid by Customer annually in advance. SAP may provide invoices to an
email address provided by Customer.

3.2 Payment.
Unless the Initial Order Form states otherwise, Customer will pay to SAP all fees due within thirty
days of date of invoice. Unpaid fees will accrue interest at the maximum legal rate. Customer
purchase orders are for administrative convenience and not a condition of payment. Payment is
not dependent upon completion of any implementation or other services.

4, Authorized Administrators. Customer contacts for order confirmation are set forth below:
Order confirmation recipient Name: Marissa Smith

Order Confirmation recipient e-mail: Marissa.Smith@browardschools.com

Accepted By:
The School Board of Broward County
(Customer)

Mﬂﬂn .=

Name: P¥WILLAP Y™ DUNN

Title: VW \E& TNFORMATON beficelR

Date: A2\

SAP Confidential Page 2 of 2
Renewal Order Form for SAP Cloud Services (Direct) enUS 0800.v.7-2016
SAP OPP 303074219 / QUOTE 0221173146 / CASE 3061237282



EXECUTIVESUMMARY

Recommendation of Continuation
FY?20-073 — Continuation of the Lease or Maintenance of District Software and
Hardware for Fiscal Year 2019-2020

Introduction
Responsible: Procurement and Warehousing Services (PWS)

This request is to approve the continuation of the lease or maintenance of the District software and hardware
for the 2019-2020 Fiscal Year starting July 1, 2019 through June 30, 2020. District schools and departments
utilize many software and hardware technology systems provided by various vendors, with maintenance
for continued use presented as a consolidated item for spending authority approval. Approval of the
requested spending authority is necessary for day-to-day operations to continue without interruption and to
ensure that the District remains in compliance with the requirements to support the applications. The
requested spending authority is $6,326,668.

Goods/Services Description
Responsible: Information & Technology (I&T)

District schools and departments utilize many software and hardware (SW/HW) technology systems that are
provided by various vendors. These products and services provide support for Curriculum & Instruction,
Business Support Software, and Technology & Equipment Maintenance.

To maintain these systems, 1&T established a process in Fiscal Year 2000-2001 to streamline and consolidate
requests for spending authority on an extensive number of annual SW/HW maintenance contracts, licenses,
and lease renewals.

Approval of the requested spending authority is necessary for day-to-day operations to continue without
interruption and to ensure that the District remains in compliance with the requirements to support the
applications. Departments review and prioritize current needs and decide whether renewals are required.

I&T is not seeking additional funding, only the authority to spend the budgeted amount to maintain existing
mission-critical technology systems.

The attached Detail Report (Exhibit A) provides the supporting documentation for the SW/HW
maintenance spending request. The details contained within this report represents various initiatives and
operational frameworks in the District that align to and support the District’s overall Strategic Plan
including planning efforts relative to academics, technology, and other departmental initiatives. The items
listed in this report have been reviewed by the Technology Advisory Committee.

In the Summary Report (Exhibit B), some amounts increased due to new licensing, upgrade requirements,
and consumer price index fluctuations. Other amounts decreased because of the removal of certain
products and services and discounts relative to the quantity of items and/or length of the renewal timeframe.



Recommendation of Continuation

FY20-073—- Continuation of the Lease or Maintenance of District Software and Hardware for Fiscal
Year 2019-2020

May 7, 2019 Board Agenda

Page 2

Furthermore, there are two (2) key categories, which cause fluctuations in cost:

1) Pricing changes for annual renewals: Costs for items may change from year-to-year based on
these factors:

e Some renewals have varied multi-year pricing as part of their payment terms and conditions.
The result is these costs may vary from year-to-year.

e Some renewals require annual renegotiations that may result in upward or downward pricing.

e Costs may increase due to expanded use and licensing of technologies throughout the District.

2) Reduction due to maintenance removal: Some software and hardware items are no longer being
used. Part of the process of preparing this year’s spending authority request is removing items
that are no longer needed. Items that fall within this category were removed from this year’s
report.

Procurement Method
Responsible: PWS

Policy 5306, School and District Technology Usage envisions a fully integrated technology system
covering the District’s Strategic Plan for technology. To fulfill the strategic plan, multiple purchases were
completed using an assortment of options including, but not limited to: competitive solicitation, direct
negation, piggyback and purchase order terms within Purchasing Policy 3320. This item is the continuation
of the components that comprise the District’s Technology System.

Presenting a consolidated spending authority request item for SW/HW maintenance throughout the District
enhances the ability to manage and procure the vast and important items needed to support the strategic,
instructional, and operational needs of The School Board of Broward County, Florida.

Financial Impact
Responsible: PWS and I1&T

The SW/HW maintenance spending authority request for Fiscal Year 2019-2020 is $6,326,668 and
represents a fourteen (14) percent decrease (reduction of $886,655) from last year. This reduction resulted
from the cancellation of items such as IBM and Computer Associates Maintenance that supported the old
Compass system. Additionally, some items were realigned to individual bids.

The breakdown by three (3) major categories are:
1) Curriculum & Instruction $1,473,404
2) Business Support Software $4,652,622
3) Technology & Equipment Maintenance $200,642

The table and chart below illustrate the historical approved spending authority over the past ten (10)
years.
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FISCAL 1&T SPENDING OgﬁEENRD?I\IIEGPT TOTAL AGENDA | NET CHANGE
YEAR REQUEST REQUEST AMOUNT (YR OVER YR)

2009-2010 $10,246,389 $0 $10,246,389 -
2010-2011 $10,214,680 $642,115 $10,856,795 6%
2011-2012 $8,277,601 $811,394 $9,088,995 -19%
2012-2013 $6,880,035 $1,096,878 $7,976,913 -14%
2013-2014 $6,965,811 $1,024,393 $7,990,204 0%
2014-2015 $7,531,667 $1,369,513 $8,901,180 10%
2015-2016 $5,112,952 $1,646,136 $6,759,088 -32%
2016-2017 $4,723,218 $1,452,013 $6,175,231 -9%
2017-2018 $4,675,179 $2,273,800 $6,948,979 11%
2018-2019 $4,610,034 $2,603,289 $7,213,323 4%
2019-2020 $4,334,385 $1,992,283 $6,326,668 -14%
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Historical Hardware/Software Maintenance
Spending Authority Requests

$8,000,000
$6,000,000
$4,000,000
$2,000,000

S0

Q
0’\/

The approval of this recommendation does not mean the authorized amount will be spent.



BID INFORMATION
New Bid # (Ex: 10-004R): FY20-073 Preparation Date: April 12,2019
Previous Bid # (Ex: 10-004R): 59-042E Buyer/PA: HARMONI CLEALAND
New Bid Award Total: 56,326,668
Previous Award Total: $7,213,323 Bid Title: Lease/Maint of District Software/Hardware for FY19
Bid Type: REPLACEMENT BID
Previous Bid Term (Start Date | 7/1/2018 [New Bid Term (In Months): | 12
Previous Bid Term (End Date): | 6/30/2019 # of Months Into Bid: | 10
Purchase Order(s) Spend: 56,037,673
P Card Purchases: S0
[Total Invoiced-to-Date Amount (PO + Pcard Purchases): 36,037,673
Average Monthly Expenditur $603,767
Unused Authorized Spending: 31,175,650
Est. Forecasted Spend (For Entire Bid Term): $7,245,208
VENDOR INFORMATION
Awarded Vendors: 'M/WBE Status (If appli Spend:
106161-SAP PUBLIC SERVICES INC. $ 1,208,033
124076-HEARTLAND PAYMENT SYSTEMS INC $ 531,826
120210-BURLINGTON ENGLISH INC $ 342,144
128227-STREAMVU LLC $ 325,238
132740-UPLAND SOFTWARE INC $ 312,616
127332-DISCOVERY EDUCATION INC $ 252,090
103099-SUNGARD AVAILABILITY SERVICES $ 246,766
125486-INTERNATIONAL BUSINESS MACHINES COR $ 220,380
106804-KRONOS INCORPORATED $ 200,080
104198-SHI CORP. $ 179,249
103503-ACELO SOLUTIONS $ 172,223
107438-OPEN TEXT INC $ 161,113
114285-SECURITY IDENTIFICATION SYSTEMS COR $ 154,075
106492-COMPUTER ASSOCIATES $ 137,025
102369-MAINLINE INFORMATION SYSTEMS INC $ 136,382
104825-EARTH NETWORKS INC $ 125,200
114830-COMPREHENSIVE ADULT STUDENT $ 120,015
118611-D2L LTD $ 107,100
127996-PROQUEST LLC $ 101,902
106275-ENCYCLOPAEDIA BRITANNICA $ 95,000
106774-COW GOVERNMENT INC $ 93,283
130261-DRC/CTB. s 92,400
107937-MICROSOFT CORPORATION $ 72,811
106832-BLACKBOARD INC $ 57,519
104946-JDL HORIZONS, INCORPORATED $ 49,297
107224-CENGAGE LEARNING $ 45,100
108219-RICOH INC $ 44,230
125835-HARMONIC INC $ 35,589
105061-EPI-USE LABS LLC $ 33,655
101249-ORACLE AMERICA INC $ 26,436
135476-CURVATURE INC $ 25,769
105567-HOV SERVICES INC $ 25,501
107450-T: Press Inc $ 25,000
109291-PEAK-RYZEX INC $ 19,576
102656-FLORICAL SYSTEMS $ 19,500
100339-SYNCSORT INCORPORATED s 14,382
119525-GRASS VALLEY USA LLC $ 14,034
107003-CSI INTERNATIONAL/BI MOYLE FANTOM $ 13,307
130747-EMS SOFTWARE LLC $ 13,258
124271-SPRINGSHARE LLC $ 12,500
101921-IRON MOUNTAIN MANAGEMENT INC $ 12,000
103875-SOFTWARE PURSUITS $ 8,340
105717-TEACHINGBOOKS.NET LLC $ 7,230
117125-DLT SOLUTIONS LLC $ 6,653
112269-VISION SOLUTIONS INC $ 4,830
114507-COMPONENTSOURCE INC $ 4,815
106191-APPLE COMPUTER INC $ 4,79
104408-SOFTWARE DIVERSIFIED SERVICES $ 4,647
105632-SOFTCHALK LLC $ 4,500
109156-RENAISSANCE LEARNING INC $ 4,500
128049-IMAGINE COMMUNICATIONS CORP. $ 4,387
103270-RESPONDUS $ 4,230
133016-HELP/SYSTEMS LLC S 3917
131024-TRIMBLE INC $ 3,500
128042-SPECTRA LOGIC CORPORATION $ 3,197
122298-AMERICAS SAP USERS GROUP $ 1,825
132159-IMAGE ONE CORPORATION $ 1,200
112146-HARLAND TECHNOLOGY SERVICES $ 730
119280-SAFARI BOOKS ONLINE LLC $ 362
108847-IXL LEARNING INC s 299
126146-TECHSMITH CORPORATION $ 112
PO VENDOR SPEND: 6,037,673
P-CARD SPEND: N
TOTAL SPEND: 6,037,673
NOTES (Type Below):
The funding source for this item from multipe department budgets.
[Default Funding Source | Department Approval
Cost Center 1380098580] _ Name (First & Last) Matthew Bradford
Fund 1000 Title Task Assigned CIO
Functional Area 7790721790000000] _ Department/School Name Information & Technology
Commitment Item 53690000] __Sign-off provided by Jose Laverde, Ph.D.
[Data Source: SAP and Works (Bank of America system) [Prepared on: | 4/12/2019

Allinformation included in this summary is based on the preparation date listed above and may change at any time beyond that date.



EXHIBIT B - SUMMARY REPORT

FY2018-2019

FY2019-2020

VARIANCE

DEPARTMENT BUSINESS OWNERS

I&T OTHER DEPT TOTAL I&T OTHER DEPT TOTAL Increase (Decrease)

Academics Innovative Learning 257,680 296,177 553,857 281,750 295,469 577,219 23,362
BECON BECON 151,424 323,348 474,772 146,228 351,068 497,296 22,524
Business Support Center Business Support Center 116,106 116,106 97,752 97,752 (18,354)
Facilities Facilities 44511 44511 47,977 47,977 3,466
Food & Nutrition Services Food & Nutrition Services 615,114 615,114 241,622 241,622 (373,492)
Information & Technology Information & Technology 3,978,238 3,978,238 3,696,407 3,696,407 (281,831)
Portfolio Services Portfolio Services 6,651 6,651 7,000 7,000 349
Purchasing Purchasing 6,715 6,715 7,050 7,050 335
Risk Management Risk Management 126,400 126,400 126,300 126,300 (100)
Technical Education Technical Education 1,242,250 1,242,250 977,824 977,824 (264,426)
Transportation Services Transportation Services 48,710 48,710 50,221 - 50,221 1,511
TOTALS 4,610,034 2,603,289 7,213,323 4,334,385 1,992,283 6,326,668 (886,655)




EXHIBIT A - DETAIL REPORT

FY2018-2019

FY2019-2020

A
DEPARTMENT BUSINESS OWNER VENDOR FUNDING SOURCE I&T OTHER DEPT I&T OTHER DEPT|] VARIANCE ITEM DESCRIPTION R
FUNDED FUNDED FUNDED FUNDED Increase E
(Decrease) A
*
BurlingtonEnglish® - A print and digital contextualized curriculum used to support the adult
career pathways Integrated Education and Training and academic needs of students enrolled in
Work Force the "Workforce Education™ adult general education programs. Provides blended learning
Technical Education Technical Education BurlingtonEnglish Development Funds - $ 342,144 $ 342,144 | $ - |curriculum that supports fidelity of implementation with material for classroom and computer- |1

ATC assisted instruction. This line item is for continued access to 4455 BurlingtonEnglish® Seats
as well as one WebMic® per seat, software updates, technical support, and professional
development. Renewal Period: 07/01/2019 - 06/30/2020
Discovery Education Streaming - DE Streaming - Comprehensive collection of over 160,000

. . . . . digital teaching resources covering all core curriculum areas. Available through the beep
Academics Innovative Leammg DISCOVEFy Education General Funds - IT $ 253,180 $ 277,280 24,100 portal. District wide Annual Software licenses. (Traditional Public Schools) Renewal Period: 1
07/01/2019 - 06/30/2020
Adobe Creative Cloud Software annual license fee for all High Schools, including Technical
HS. This program allows students to utilize digital creative software such as Dreamweaver
Wed Design, Illustrator vector graphics, In Design page design and layout, Premier Pro video
. . . . editing and production, Photoshop Image creation and editing, and many more. This software
Technical Education Technical Education SHI General Funds / Grant $ B $ 126,592 126,592 give the students the necessary vehicle for learning these tools to become successful with 1
Industry Certification Exams. The cost is paid from each school's CAPE Bonus dollars placed
into their general funds and a portion is paid from the Carl D. Perkins Grant. Renewal Period:
07/01/2019 - 06/30/2020
CASAS eTests - Adult Education standardized assessments approved by the State Board of
Work Force Education for use by local Adult English for Speakers of Other Languages (ESOL) programs.
Technical Education Technical Education CASAS Development Funds - $ 120,015 $ 120,015 - |This line item is for continued unrestricted use of CASAS eTests, TOPSpro Enterprise Agency | 1

ATC License, plus 80,000 online test administrations. Renewal based on estimated usage of test
administration inventory. Renewal Period: 07/01/2019 - 06/30/2020
ProQuest/SIRS Researcher - Online academic database with thousands of
full-text articles and multi-media resources exploring social, economic,
scientific, health, historic, business, political and global issues and includes

. . . State Categorical Funds teaching resources for integrating research skills and the Florida standards.
Academics Innovative Learning ProQuest . g . $ 101,855 $ 104,959 3,104 |~. .. 9! grating . -

- Instructional Materials District license for ProQuest SiRs Researcher all high schools. New District
license for SIRS Discoverer for K-8 in 2014 to provide additional robust
online content to support research and digital curriculum. State funding
categorical to Library Media. Renewal Period: 08/01/2019- 07/31/2020
Britannica School Edition - Online Academic Database for elementary, middle, and high and

S c ical Fund centers. Rigorous encyclopedia content with access to thousands of magazine and journal

. . . . . . tate Categorical Funds articles, images, videos, audio clips, websites, and maps. Universal access allows student and
Academics Innovative Learning Encyclopedia Britannica - Instructional Materials $ 95,000 $ 98,100 3,100 teacher access from any computer, laptop, phone or tablet device. Includes interactive and 1
embedded lesson plans for teachers. (Traditional Public Schools) State funding categorical to
Library Media. Renewal Period: 08/01/2019 - 07/31/2020
Work Force Desire2Learn - System providing online classes used by all District post-secondary, tech
. . . . . centers, adult centers, community schools, and the technical high schools. This line item is for
Technical Education Technical Education Desire2Learn Development Funds - $ 107,100 $ 96,390 (10,710) 7,000 user licenses for D2L “Learning Environment" and "Cloud Services™, technical support, 1

ATC and self-directed training. Renewal Period: 07/01/2019 - 06/30/2020
The Tests of Adult Basic Education (TABE) - The TABE are the Adult Education standardized

Work Force assessments approved by the State Board of Education for use by local Adult Basic Education

Technical Education Technical Education DRC/CTB Development Funds - $ 92,400 $ 92,400 - |(ABE), GED® Preparation, and Applied Academics for Adult Education (AAAE) programs. |1

ATC This line item is for continued test administrations of "TABE PC Product”, "TABE Online",
and "TABE Adaptive". Renewal Period: 07/01/2019 - 06/30/2020

Work Force This line item is for the cost incurred by the 8 Workforce schools to upgrade

Technical Education Technical Education Acelo Solutions Development Funds - $ 57,971 $ 48,250 (9,721) |our systems to the new version. Include one-time set up/service fee 1

ATC (Tanerum Payment Gateway). Renewal Period: 07/01/2019 - 06/30/2020
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EXHIBIT A - DETAIL REPORT

DEPARTMENT

BUSINESS OWNER

VENDOR

FUNDING SOURCE

FY2018-2019

FY2019-2020

1&T OTHER DEPT
FUNDED

FUNDED

1&T

FUNDED

OTHER DEPT
FUNDED

VARIANCE
Increase
(Decrease)

ITEM DESCRIPTION

* >mXI >

Academics

Innovative Learning

Cengage Learning

State Categorical Funds
- Instructional Materials

$ 45,100

$ 47,305

2,205

Gale Group - Online academic databases for middle, high, and centers. Gale
online databases include access to Literature Resource Center, and Student
Resources in Context databases that provide cross-searchable access to
thousands of full texts that is updated daily with magazine and newspaper
articles, eBooks, encyclopedias, videos, graphics, almanacs, web sites,
reference books, and multimedia content aligned to Florida standards.
Additional Gale databases provided through a state library consortium and
integrated at no cost to the District include Academic One File, Computer
Database, Gale Virtual Reference Library, Health and Wellness Resource
Center, Inform, Kids Info Bits, General One File and Lit Finder. State
funding categorical to Library Media. Renewal Period: 08/10/2019 -
08/09/2020

Technical Education

Technical Education

Essential Education

General Education
Grant

$ 44,845

$ 34,810

(10,035)

GED* Academy - A web based program designed to help in preparing
students to pass the GED* Tests. This program covers the content areas of
Reasoning through Lang. Arts, Mathematical Reasoning., Science, & Social
Studies along with 6 digital literacy lessons to help in ensuring adult
students are prepared for comp.- based testing. GED* Academy offers 4
practice tests in each content area to help the instructors /students determine
readiness for taking the official exams. Each test offers a score along with an
instructional pathway back to remediating. With this package, customer
support via live web-based training, prerecorded training videos, onsite
support, a College/Career Readiness Roadmap for Adult Educators, GED*
2014 Curriculum Blueprint, & a Blended Learning Guide are also provided.
It is used in all Workforce Education schools. Renewal Period: 07/01/2019-
06/30/2020

1

Academics

Innovative Learning

Tumbleweed Press Inc.

State Categorical Funds
- Instructional Materials

$ 25,000

$ 25,000

TumbleBook Library - Online collection of eBooks and interactive literacy
resources that support reading for grades PK -5. District license for 140
elementary schools. This year includes new content of 350 additional
interactive ebooks. (Traditional Public Schools). State funding categorical to
Library Media). Renewal Period: 08/01/2019 - 08/01/2020

Technical Education

Technical Education

Blackboard Inc.

Work Force
Development Funds -
ATC

$ 54,780

$ 24,500

(30,280)

Blackboard Collaborate - Web conferencing is used by departments to
deliver training programs to staff. Integrated with Blackboard Learning
Systems, this offers open access for 600 Moderators and unlimited
attendees. Currently offers with the sale and renewal of this product include
50 GB of storage for standard recordings and pre-load storage / 50GB of
storage for MP4 recording conversion / 10,000 annual MP4
views/downloads. Renewal Period: 07/01/2019 - 06/30/2020

1

Academics

Innovative Learning

SpringShare, LLC.

State Categorical Funds
- Instructional Materials

$ 12,500

$ 12,875

375

SpringShare LibGuides - A web publishing/digital curation platform for
school libraries. Allows media specialists to easily curate, customize, share
and publish digital resources to support classroom instruction, professional
development and blended learning environments. State funding categorical
to Library Media. Renewal Period: 08/01/2019 - 07/31/2020

1

Academics

Innovative Learning

TeachingBooks.net

State Categorical Funds
- Instructional Materials

$ 7,230

$ 7,230

TeachingBooks.net - Online academic database to support literacy
instruction and reading motivation. District license elementary, middle, high
schools and centers. Provides access to thousands of online resources for
literacy including instructional resources for children and young adult books
and their authors (short movies, audio book readings, book discussion
guides, curriculum lesson plans). Resources include author studies. Renewal
Period: 09/01/2019 - 08/31/2020

1
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EXHIBIT A - DETAIL REPORT

DEPARTMENT

BUSINESS OWNER

VENDOR

FUNDING SOURCE

FY2018-2019

FY2019-2020

1&T
FUNDED

OTHER DEPT
FUNDED

1&T
FUNDED

OTHER DEPT
FUNDED

VARIANCE
Increase
(Decrease)

ITEM DESCRIPTION

* >mXI >

Academics

Innovative Learning

Renaissance Learning, Inc.

General Funds - IT

$

4,500

$

4,500

Renaissance Place - A web-based integrated learning system used in the District.
This is the maintenance (Data Integration Maintenance Fee level 5) for the tool that
is required to manage the reading progress monitoring tools, Accelerated Reader and
STAR Reading. This annual subscription renewal provides ASP hosting, daily
student data updates through a TERMS interface. Schools must purchase the
software licenses for their individual schools. Renewal Period: 08/01/2019 -
07/31/2020

1

Technical Education

Technical Education

SoftChalk, LLC

Work Force
Development Funds -
ATC

$ 4,500

$ 4,725

225

SoftChalk - Lesson Builder - Software to assist teachers for all post-secondary, tech centers,
adult centers, community schools and the technical high schools to create e- learning
interactive web pages. This line item is for 50 pack Create 10 for licenses and Gold Support
maintenance which include software upgrades, and Help Desk support. Renewal Period:
07/15/2019 - 07/14/2020

1

Technical Education

Technical Education

Respondus

Work Force
Development Funds -
ATC

$ 4,090

$ 4,380

290

Respondus - eLearning support tool available to all District eLearning
program users whose learning content, such as teacher created and
published exams, is delivered through the web via Blackboard or
Desire2Learn. Respondus Lock Down enables secure online test taking and
assessments through a custom browser that locks down the testing
environment during assessments, preventing students printing, copying, or
accessing other URLSs or applications from their computer while an
assessment is in progress, as well as preventing the caching or storing in a
browser’s history list. This line item is for the eLearning support and
security tool use. Renewal Period: 08/01/2019-07/31/2020

Technical Education

Technical Education

SHI

Work Force
Development Funds -
ATC

$ 1,644

$ 1,949

305

TechSmith - Snag-it / CamStudio - Development tool enabling teachers in
post- secondary, tech colleges, adult centers, community schools and the
technical high schools, to make their own instructional (atomic learning-
type) videos. This line item is for 50-99 user licenses, software maintenance,
technical support, and telephone consultation. Renewal Period: 07/01/2019 -
06/30/2020

Academics

Innovative Learning

Houghton Mifflin Harcourt

General Funds - IL
Gifted

$ 9,492

(9,492)

CogAT - District License to score and universally screen students. This software is
required to score student's tests. Item Cancelled for FY 19/20

TOTAL (AREA 1)

257,680

$ 1,125,666

281,780

$ 1,191,624

90,058

FY19/20 = 1,473,404 (Curriculum & Instruction)

Information & Technology

Business Applications

SAP, Inc.

General Funds - IT

1,229,548

1,278,730

49,182

Appendix 7 mySAP Business Suite - Maintenance Fee for SAP Software License. SAP
Software to support payroll, HR, financial, work orders, etc. Renewal Period: 01/01/2020 -
12/31/2020

2

Information & Technology

Business Applications

Electronic Data, Inc\ IBM
Maximo

General Funds - IT

450,000

450,000

Maximo - Annual maintenance licenses and support for the District Maximo
work order system. Renewal Period: 01/18/2020 - 01/17/2021

BECON

BECON

StreamVu

SPRINT
Funds - BECON

$ 323,348

$ 351,068

27,720

Software Maintenance IPTV - Internet Protocol television (IPTV) is the delivery of television
content using signals based on the logical Internet protocol (IP), rather than through traditional
such as cable/satellite. Renewal Period: 08/01/2019-08/01/2020

2

Information & Technology

Technical Support Services

Disaster Recovery Services

General Funds - IT

136,636

243,760

107,124

Disaster Recovery Services for COLO services with copy of our storage
data at facility in Philadelphia. Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Business Applications

Kronos, Inc.

General Funds - IT

200,080

217,445

17,365

KRONOS Workforce Central — Maintenance and support for the District
Time and Attendance System. (Used by Pupil Transportation, Physical Plant
Operations, substitute teachers and cafeteria staff). Renewal Period:
07/01/2019-06/30/2020

Information & Technology

Computer Operations

Upland Software, Inc.

General Funds - IT

194,510

197,040

2,530

Optiview Annual Maintenance Renewal Period: 07/01/2019 - 06/30/2020

2
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DEPARTMENT

BUSINESS OWNER

VENDOR

FUNDING SOURCE

FY2018-2019

FY2019-2020

1&T
FUNDED

OTHER DEPT
FUNDED

1&T
FUNDED

OTHER DEPT
FUNDED

VARIANCE
Increase
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ITEM DESCRIPTION

* >mXI >

Food & Nutrition Services

Food & Nutrition Services

Heartland Payment Systems
(dba - Heartland School
Solutions)

FNS
Operating Funds

$ 193,100

$ 193,100

Heartland School Solutions/MCS Software (Menus & Inventory
Management) - Annual licensing fee & support: Menus, Recipes, Nutrient
Analysis, Market Orders/Production Records. Reports required by
DOAJUSDA regulations. $65,796.50. MCS Software (FR App Processing
Annual) - Annual licensing fee: Free & Reduced. Central Office. Reports
required by DOA/USDA regulations. $654.67. MCS Software (MCS POS
& Financial Annual) - Annual licensing fee: POS & Financial for Central
Office. Reports required by DOA/USDA regulations. $823.48. MCS
Software (Apply For Lunch) - Free & Reduced Online Application
Processing for 129+ Sites $2,964.52. MCS Software (MCS Site POS &
Financial) - Annual licensing fee & support. Cafeteria Management & Point
of Sale. Reports required by DOA & USDA regulations. $122,860.48.
Renewal Period: 07/01/2019-06/30/2020

2

Information & Technology

Business Applications

Open Text

General Funds - IT

162,000

$

169,170

7,170

Open Text Archiving Maintenance for SAP Solutions - Maintenance and
software support. IXOS software is used to support imaging of employee
documents within SAP. Renewal Period: 01/01/2020-12/31/2020

2

Information & Technology

Security

SISCO

General Funds - IT

154,075

$

154,075

Security Tracking & Response (STAR) - Visitor management system is
installed at all public school sites & major administrative sites. The system is
used to document time & attendance for vendors, visitors, employees, &
volunteers. This line item is for the annual Telephone, e-mail/remote
Software Support (Gold). District has owned source code for 11 years.
Renewal Period: 07/01/2019-06/30/2020

2

Information & Technology

Purchasing

Ariba, Inc.

General Funds - IT

$

150,000

150,000

SAP Ariba is a cloud procurement solution that fully integrated solutions to
increase visibility into the end-to-end procurement process required by the
increased volumes associated with Purchasing Policy 3320 and the Safety,
Music & Art, Athletics, Renovations, and Technology initiative. Renewal
Period: 10/23/2019 - 10/22/2020

2

Risk Management

Risk Management

Earth Networks, d/b/a
WeatherBug

General Funds - RM

$ 125,200

$ 125,200

WeatherBug Weather Service - Delivers live weather service and weather
alerts to the School District, utilizing Weather Alert Cell Phones that are
located at all District Schools. The weather alerts are provided to only the
affected School District sites by utilizing a GPS. The weather alerts are also
provided for all outside athletic events including all field trips, even if those
athletic events or field trips occur outside of Broward County. Renewal
Period: 08/15/2019-08/14/2020

2

Information & Technology

Chief Information Office

Gartner, Inc.

General Funds - IT

99,684

99,684

Gartner - CIO's licenses for IT Executives, Technical & Professionals for
(<4,000 Users). Gartner is the leading information technology research and
advisory company. Renewal Period: 04/01/2019 - 03/31/2020

2

Business Support Center
(BSC)

Business Support Center (BSC)

Acelo Solutions

General Funds - IT

116,106

97,752

(18,354)

Microsoft Great Plains - Annual software license, phone & technical support
for School's Internal Accounts (Software for Bookkeepers in the Schools).
This system has been used by the District for nearly 11 years and is
extensively customized to meet the needs of the District. Every school and
many departments utilize this system. This decrease in price is due to
implementation of Estore's Online Project. Renewal Period: 08/17/2019 -
08/16/2020

2

Information & Technology

Charter Schools Department

Critical Elements, LLC

General Funds - IT

75,000

75,000

Charter Schools Management Software - Annual subscription for Charter
Tools. Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Technical Support Services

Microsoft Corporation

General Funds - IT

66,440

70,160

3,720

Microsoft Support Services - Office 365 Support. Renewal Period:
08/30/2019 - 09/01/2020

Information & Technology

Technical Support Services

CDW-G

General Funds - IT

100,000

70,000

(30,000)

Microsoft SQL DB Licenses Renewal Period: 07/01/2019 - 06/30/2020

2

Information & Technology

Business Applications

SAP, Inc.

General Funds - IT

60,002

62,402

2,400

Appendix 11 mySAP Learning Solutions, Adobe - Annual Maintenance for
Licenses. Adobe software used with SAP to support interactive forms for
personnel. Appendix 11 Learning Solutions. Renewal Period: 01/01/2020 -
12/31/2020
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Transportation Services

Transportation Services

Edulog

General Funds - IT

48,710

50,221

1,511

Edulog nt Transportation Systems - Annual transportation software support
for unlimited users and maintenance. This includes software technical
support for the assignment of students to buses, the routing of all buses, and
the School Locator which is a web application to inform the general public
and Pupil Placement of the boundaries school based upon an address. This
line item is for the maintenance, including product upgrades and telephone
support for technical issues. Renewal Period: 07/01/2019 - 06/30/2020

2

Information & Technology

Technical Support Services

CDW-G

General Funds - IT

44,000

50,000

6,000

Microsoft Azure Services - Microsoft Cloud annual subscription for offsite
active directory services. Renewal Period: 07/01/2019 - 06/30/2020

BECON

BECON

JDL Horizons, LLC

General Funds - IT

49,297

49,694

397

JDL Horizon - Website Design and Development - Coverage for BECON
TV, which encompasses: Distance Learning, On- line video to include but
not limited to SBBC Meetings, workshops, announcements, BECON
programing etc., Additionally, website will allow BECON staff to easily and
efficiently provide content updates, additions and changes. Renewal Period:
07/01/2019 - 06/30/2020

Food & Nutrition Services

Food & Nutrition Services

Heartland Payment Systems
(dba - Heartland School
Solutions)

FNS

Operating Funds / DOA

Grant

$ 44,780

44,780

MealViewer - Total MealViewer System for Publicity Menus. Renewal
Period: 07/01/2019 - 06/30/2020

Information & Technology

Business Applications

EPI-Use America Inc.

General Funds - IT

33,654

33,992

338

Data Sync Manager - Copying Production Data to quality assurance system
for testing. Maintenance tool used with SAP to move data between systems
and clients. (Personnel/payroll & SAP Financial). Renewal Period:
09/01/2019 - 08/31/2020

Information & Technology

Business Applications

Sitelmprove

General Funds - IT

40,000

30,043

(9,957)

ADA Compliance software. Renewal Period: 03/08/2020 - 03/07/2021

2

Information & Technology

Technical Support Services

Mainline Information Systems

General Funds - IT

42,431

30,000

(12,431)

Administrative Managed Services to support data center infrastructure.
Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Technical Support Services

CDW-G

General Funds - IT

8,733

30,000

21,267

Microsoft Power Bl report analytics tool annual License.
Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Technology Planning & Policy

Upland Software

General Funds - IT

27,975

29,634

1,659

Eclipse Project Portfolio Management - Project management software used
to manage Information and Technology projects. Renewal Period:
11/01/2019- 10/31/2020

Technical Education

Technical Education

Upland Software, Inc.

Work Force

Development Funds -

ATC

$ 30,261

$ 28,820

(1,441)

Optiview Software Renewal Period: 07/01/2019 - 06/30/2020

BECON

BECON

Florical Systems

General Funds - IT

19,500

19,500

Florical Automation - Software maintenance for system control which runs
the actual playout of BECON's video servers and this allows BECON to
schedule programs and events for air. Renewal Period: 07/01/2019 -
06/30/2020

Facilities

Facilities

GovConnection, Inc. (DBA
Connection)

General Funds - IT

15,015

19,250

4,235

AutoCAD Software - This product is an industry standard used to design
schools, produce site plans, F.1.S.H. drawings, etc. Maintaining updated
versions is critical due to outside architectural vendors will provide design
drawings to SBBC departments for review and updating. Annual software
maintenance for 9 licenses. Renewal Period: 07/21/2019 - 07/20/2020

Facilities

Facilities

Upland Software, Inc.

General Funds - IT

19,404

18,480

(924)

Optiview Annual Maintenance. Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Technical Support Services

CDW-G

General Funds - IT

18,000

18,000

COMMVAULT Software that automates the process for exporting media.
Renewal Period: 09/01/2019 - 08/31/2020

Information & Technology

Business Applications

EMS Software

General Funds - IT

13,258

13,656

398

EMS Enterprise - Helps organizations save time by streamlining their
meeting and event scheduling. Reduce overhead by optimizing the
utilization of their rooms and other resources. Improve communication by
automating the web publishing of event information for staff and/or
customers. Renewal Period: 01/01/2020 - 12/31/2020

Information & Technology

Business Applications

SAP, Inc.

General Funds - IT

13,230

13,230

Appendix 3 BSI Maintenance - Software used to calculate taxes for SAP
payroll runs. Renewal Period: 01/01/2020-12/31/2020
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Technical Education

Technical Education

Wonderlic

Work Force
Development Funds -
ATC

$

52,850

52,850

WBST Web Administration - Web Administration - Software that include
admissions technology quantity of 1 and WBST Web Admin. Pre-Pay
Single with a quantity of 15,000. Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Computer Operations

RICOH InfoPrint Solutions

General Funds - IT

12,000

12,000

Datacenter Printer utilization. Renewal Period: 07/01/2019 - 06/30/2020

2

Information & Technology

Chief Information Office

SHI

General Funds - IT

10,000

10,000

Miscellaneous - Licenses for unplanned items to support the District.
Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Business Applications

SAP, Inc.

General Funds - IT

9,576

9,576

Appendix 8 Additional BSI Records - Additional licensing for BSI to handle
additional employee master records. Renewal Period: 01/01/2020 -
12/31/2020

Information & Technology

Technical Support Services

CDW-G

General Funds - IT

428

8,550

8,122

Microsoft Skype conferencing with phone number capabilities annual
licenses. Renewal Period: 08/08/2019 - 08/07/2020

Information & Technology

School Applications

Rocket Software Inc.

General Funds - IT

8,300

8,508

208

Aldon Lifecycle Manager - Software makes automating and managing
application changes easy. Renewal Period: 12/15/2019 - 12/14/2020

Purchasing

Purchasing

KOFAX, Inc.

General Funds - IT

6,715

7,050

335

KOFAX Communication Server - Faxing software used by Procurement
that integrates with SAP. Maintenance and 24x7 support are provided. This
vendor is the sole provider of maintenance for technical support of this
system. Renewal Period: 07/01/2019 - 06/30/2020

Portfolio Services

Portfolio Services

DLT Solutions

General Funds - IT

6,651

7,000

349

Revit/BIM Maintenance - Used to design schools, produce site plans, fish
drawings, and space planning in a 3D format with other components
including MEP, architectural, structural (including clash detection), and
Facility Management. Renewal Period: 01/01/2020 - 12/31/2020

Information & Technology

School Applications

SHI

General Funds - IT

6,641

6,790

149

AG-Grid Application Developer - License that allow one Developer to work
in multiple applications. Perpetual license with 1 year of support,
maintenance and updates. Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

School Applications

Component Source

General Funds - IT

5,148

5,350

202

DevExpress Dxperience ASP.NET - Developer Software Subscriptions.
ASP.NET web page development tools for developing ASP.NET web
pages. Renewal Period: 10/31/2019 - 10/31/2020

Information & Technology

School Applications

Vision Solutions

General Funds - IT

4,830

5,232

402

MIMIX Share Maintenance - MIMIX Share captures, transforms, enhances,
and replicate data between databases, operating systems and physical,
virtual or cloud platforms. Renewal Period: 09/01/2019 - 08/31/2020

Food & Nutrition Services

Food & Nutrition Services

CDW-G

FNS
Operating Funds

$

3,666

3,666

Microsoft SQL Server - Microsoft SQL DB Licenses
Renewal Period: 07/01/2019 - 06/30/2020

Facilities

Facilities

Oracle

General Funds - IT

3,511

3,652

141

Oracle Primavera Project Scheduling System - Software is used to track
project schedules with status information which is posted to the Facilities
project status web page for public viewing. This line item is for the annual
software maintenance, product upgrades and telephone support for technical
issues. Renewal Period: 08/01/2019 - 07/31/2020

2

Facilities

Facilities

Trimble Navigation Limited

General Funds - IT

3,500

3,500

Prolog Manager Project Management System - Used to track high level
project and status information which is posted to the Facilities project status
web page for public viewing. This line item is for the annual software
maintenance, product upgrades and telephone support for technical issues.
Renewal Period : 07/26/2019 - 07/25/2020

Information & Technology

Business Applications

Upland Software, Inc.

General Funds - IT

3,465

3,300

(165)

Optiview Annual Maintenance Renewal Period: 07/01/2019 - 06/30/2020

2

Facilities

Facilities

GovConnection, Inc. (DBA
Connection)

General Funds - IT

3,080

3,095

15

SQL Toolbelt Software - SQL Toolbelt contains the industry-standard
products for SQL Server development, deployment, backup, and
monitoring. Renewal Period: 10/27/2019 - 10/27/2020

Information & Technology

School Applications

CDW-G

General Funds - IT

2,820

2,820

Adobe - Adobe stock photos and customize graphics for all web apps.
Renewal Period: 07/01/2019 - 06/30/2020

BECON

BECON

SHI

General Funds - IT

2,496

2,496

Software License - Adobe Creative Cloud Desktop Apps. Renewal Period:
09/10/2019 - 09/09/2020
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EXHIBIT A - DETAIL REPORT

FY2018-2019

FY2019-2020

A
DEPARTMENT BUSINESS OWNER VENDOR FUNDING SOURCE I&T OTHER DEPT I&T OTHER DEPT|] VARIANCE ITEM DESCRIPTION R
FUNDED FUNDED FUNDED FUNDED Increase E
(Decrease) A
*
Information & Technology Security Symantec General Funds - IT - 2,480 2,480 |Website portal encryption. Renewal Period: 05/21/2020 - 05/20/2023 2
Information & Technology Security Symantec General Funds - IT - 2,480 2,480 X\éjgg;tzeoggrtal Gas.broward K-12 encryption. Renewal Period: 05/21/2020 - 2
Americas' SAP Users' Group (ASUG) - Software Membership gives all
BCPS staff access to "America SAP User Group". This membership is used
Information & Technology Business Applications Americas' SAP Users' Group  [General Funds - IT 1,825 1,825 - |to get information regarding SAP in terms of functionality, updates, 2
upgrades, reporting, etc., both online and through attendance at conferences.
Renewal Period: 01/01/2020 - 12/31/2020
JetBrains ReSharper Maintenance - Used by Developers to restructure code
Information & Technology School Applications SHI General Funds - IT 1,790 1,790 - |to have less bugs and easier to read. Renewal Period: 08/26/2019 - 2
08/25/2020
Information & Technology Business Applications FastSpring General Funds - IT - 1,698 1,698 g;/lé)ijjzlgg?) control over SharePoint. Renewal Period: 07/31/2019 - 2
. . . Image One - Software for managing and responding to public records
Risk Management Risk Management Image One Corporation General Funds - RM $ 1,200 $ 1,100 (100) request. Renewal Period: 08/01/2019 - 07/31/2020 2
Software - Scantron is a software that design, print, and process data sheets.
Information & Technology Computer Operations Harland Technologies General Funds - IT 1,000 1,000 - |Two STX301 Software Assurance: 1: Scantools Plus App Dev / score. 2
Renewal Period: 07/01/2019 - 06/30/2020
Information & Technology School Applications Github.com General Funds - IT 600 600 - gggvg/azrgztgsed tostore Java Script Codes. Renewal Period: 07/01/2019 - 2
. L . . TechSmith Snag-it - Used by Developers to create screen shots to be used in
Information & Technology School Applications TechSmith Corporation General Funds - IT 112 112 "~ |training documentation. Renewal Period: 01/01/2019 - 06/30/2020 2
CodeSmith - Premier Software Support used by Developers to save time by
. N . i auto generating code that would be very tedious and time consuming
Information & Technology School Applications CodeSmith Tools General Funds - IT 99 99 * [otherwise. One Developer license. Renewal Period: 07/01/2019 - 2
06/30/2020
.. . . . FNS Acronis True Image - Acronis Software ESD, WIN, MAC, Android and
Food & Nutrition Services Food & Nutrition Services SHI Operating Funds $ - $ 76 76 i0S. Renewal Period: 07/01/2019 - 06/30/2020 2
TechSmith Camtasia Maintenance - One (1) license Academic and one (1)
. Classroom Technology / license Maintenance Agreement Program used by I&T developers and
Information & Technology Desktop Support Services SHI General Funds - IT 181 41 (140) training team to create instructional videos/podasts. Item cancelled for 2
FY19/20
DevExpress ASP.NET Subscription (with DevExtreme) - Developer
Information & Technology Business Applications Component Source General Funds - IT 2,272 - (2,272) |Software web page development tools for developing ASP.NET web pages. |2
Item cancelled for FY19/20
. . . . Software License for optimizer on Compass work order system.
Information & Technology Technical Support Services Computer Associates (CA) General Funds - IT 130,500 - (130,500) |\tem cancelled for FY19/20 2
. . . CSl International/B.1. Moyle & Software support for COMPASS work order for data transfer.
Information & Technology Technical Support Services Assoc General Funds - IT 4,217 - (4,217) ltem cancelled for FY19/20 2
VMware Virtualization software licenses and support for all district servers.
Information & Technology Technical Support Services Dell Computer General Funds - IT 151,839 - (151,839) |Renewal Period - 7/1/2019- 6/30/2020. Item will be paid against BID#19-|2
053E for FY19/20
Focus School Software - Post secondary student information system for the
Work Force 8 workforce schools/college including Adult education finance/point of sale.
Technical Education Technical Education Focus School Software Development Funds - $ 382,500 $ - (382,500) |Annual maintenance and support and hosting of software / student data. 2
ATC Estimated number of post secondary students to be served 42,500. ltem will
be paid against BID#14-027E for FY19-/20
Software support for IBM operating systems that runs our COMPASS work
Information & Technology Technical Support Services IBM Corporation General Funds - IT 336,596 - (336,596) |order system. 2
Item cancelled for FY19/20
.. . . . . FNS MealViewer - Total MealViewer System for Digital Menus
Food & Nutrition Services Food & Nutrition Services MealViewer Operating Funds $ 364,450 $ - (364,450) ltem cancelled for FY19/20 2
Food & Nutrition Services Food & Nutrition Services MealViewer Florida DOA Grant $ 57,564 $ - (57,564) MealViewer - Total MealViewer System for Publicity Menus 2

Item cancelled for FY19/20
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EXHIBIT A - DETAIL REPORT

DEPARTMENT

BUSINESS OWNER

VENDOR

FUNDING SOURCE

FY2018-2019

FY2019-2020

1&T
FUNDED

OTHER DEPT
FUNDED

1&T
FUNDED

OTHER DEPT
FUNDED

VARIANCE
Increase
(Decrease)

ITEM DESCRIPTION

* >mXI >

Information & Technology

School Applications

Pluralsight, LLC

General Funds - IT

2,246

(2,246)

Pluralsight - A web-based solution that offers tech and creative training for
professional individuals. The platform offers a vast selection of video
training courses for software developers, IT administrators, and creative
professionals via its website.

Item cancelled for FY19/20

Information & Technology

School Applications

Sencha

General Funds - IT

6,950

(6,950)

Sencha Ext JS Premium - One Developer (named) License (includes full
source code), includes Ext JS v6.x, App Templates, Sencha Cmd, IDE
plugins for JetBrains, Visual Studio & Eclipse, Ext JS Pivot Grid, Sencha
Inspector, Sencha Architect.

Item cancelled for FY19/20

Information & Technology

Security

SHI

General Funds - IT

1,655

(1,655)

eEye's Retina - Network Security Scanner Audit Tool and Software
Maintenance Tool used to perform security audits in-house. Auditors
suggested two tools to catch the majority of risks and maximize protection.
Item cancelled for FY19/20

Information & Technology

Technical Support Services

Software Diversified Services
(SDS)

General Funds - IT

4,647

(4,647)

Annual software maintenance for backup and recovery for the Compass
work order system.
Item cancelled for FY19/20

Information & Technology

Security

SSO Vendor

General Funds - IT

360,000

(360,000)

Single Sign On (SSO) Annual Licenses Subscription. Item will be paid
against BID#19-069E for FY 19/20

Information & Technology

Technical Support Services

Syncsort Inc.

General Funds - IT

14,382

(14,382)

Annual software maintenance for data sorting on the Compass work order
system.
Item cancelled for FY19/20

Information & Technology

Business Applications

Wellesly Information Services
(WIS)

General Funds - IT

1,895

(1,895)

SAP experts Software - SAP HR Online Knowledge and Financial Expert
base.
Item cancelled for FY19/20

TOTAL (AREA 2)

4,021,435

$ 1,477,623

3,851,963

$ 800,659

(846,436)

TOTAL AREA 2 = 4,652,622 (Business Support S/W)

Information & Technology

Technical Support Services

Curvature, LLC

General Funds - IT

38,921

40,000

1,079

Annual hardware maintenance for Dell Servers. Renewal Period:
09/01/2019 - 08/31/2020

Information & Technology

Computer Operations

RICOH InfoPrint Solutions

General Funds - IT

38,230

40,000

1,770

Datacenter printers maintenance. Renewal Period: 07/01/2019 - 06/30/2020

3

BECON

BECON

Harmonic Inc.

General Funds - IT

35,589

29,911

(5,678)

Hardware maintenance for all EBS encoders, the newer Harmonic encoder
for the broadcast channels; the Play out and Record video server systems
used for all of the BECON EBS and broadcast channels to the schools.
Renewal Period: 10/01/2019 - 09/30/2020

BECON

BECON

Oracle America, Inc.

General Funds - IT

22,925

23,842

917

Hardware Maintenance - Manages BECON's large inventory of video
content and BECON's LTO tape backup system. Renewal Period:
08/10/2019 - 08/09/2020

Information & Technology

Computer Operations

Peak-Ryzex, Inc.

General Funds - IT

18,834

20,717

1,883

Hardware Maintenance - Maintenance for Distribution Services Equipment. This maintenance
agreement is for the equipment that bursts, trims, folds and seals the reports and special forms
that are printed in the I1&T data center. Examples are employee W2's and report cards.
Renewal Period: 07/01/2019 - 06/30/2020

BECON

BECON

Grass Valley (Belden Brand)

General Funds - IT

14,034

12,755

(1,279)

Hardware Maintenance - Provides the video signal flow products that run the
station.1 year GV CareElite SA for Channel Branding and Master Control. 24 hour
technical phone support, escalation process, response time commitments, advanced
exchange of parts, and software support (updates and upgrades). Renewal Period:
07/01/2019 - 06/30/2020

Information & Technology

Computer Operations

Iron Mountain, Inc.

General Funds - IT

12,000

12,000

Hardware Maintenance - Offsite storage of backup tapes. Renewal Period:
07/01/2019 - 06/30/2020

Information & Technology

Computer Operations

Harland Technology Services

General Funds - IT

4,990

&+

4,990

Hardware Maintenance - OpScan 21 Image Document Scanners.
Maintenance for two 5000i high speed enterprise scanners that are used to
process COGAT, report cards, and other documents. Cost for fiscal year is
time and material. Renewal Period: 07/01/2019 - 06/30/2020

Information & Technology

Technical Support Services

Apple

General Funds - IT

4,796

©+

4,796

Manufacturer Support for District iPads. Renewal Period: 09/20/2019 -
09/19/2020

Information & Technology

Technical Support Services

Helpsystems

General Funds - IT

3,917

©+

4,050

133

Annual maintenance for network monitoring tool. Renewal Period:
09/01/2019 - 08/31/2020

BECON

BECON

Spectra Guard

General Funds - IT

3,197

©+

3,326

129

Digital Tape Backup Library and 24 hours phone support uplift. Renewal
Period: 11/11/2019 - 11/10/2020
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EXHIBIT A - DETAIL REPORT

FY2018-2019 FY2019-2020 A
DEPARTMENT BUSINESS OWNER VENDOR FUNDING SOURCE I&T OTHER DEPT I&T OTHER DEPT] VARIANCE ITEM DESCRIPTION R
FUNDED FUNDED FUNDED FUNDED Increase E
(Decrease) A
*
Hardware Maintenance - One (1) Year Care Service Support for T&M,
BECON BECON Imagine Communications General Funds - IT $ 2,787 $ 2,787 $ - |Routers, Multi viewers, Processing and Command, and Control. Renewal |3
Period: 07/01/2019 - 06/30/2020
Hardware Maintenance - Hardware and software maintenance for video
BECON BECON Imagine Communications General Funds - IT $ 1,600 $ 1,467 $ (133) |streaming encoders used to record and playback SBBC Board meetings and |3
workshops. Renewal Period: 08/09/2019 - 08/08/2020
. . . Annual maintenance on two Kodak Microfilm Scanners. Prepaid Item
Information & Technology Computer Operations HOV Services General Funds - IT $ 7,560 $ - $ (7,560) through 06/30/2021 3
Information & Technology Technical Support Services Mainline Information Systems [General Funds - IT $ 6,074 $ - 3 (6,074) é\n{rll;elllzgardware maintenance for IBM Blade Servers. Item cancelled for 3
Information & . L General Maintenance on 2 PID Units in the IT Data Center Prepaid Item through
Technology Computer Operations Power Distribution, Inc. (PDI) Funds - IT $ - $ - $ “ 6/3012022 3
. . . . i i Annual maintenance for automated operator console manager that support
Information & Technology Technical Support Services Software Pursuits General Funds - IT $ 8,340 $ $ (8,340) the Compass work order system. Item cancelled for FY19/20 3
Disaster Recovery Services for COLO services with copy of our storage
Information & Technology Computer Operations Sunguard Availability Services [General Funds - IT $ 107,125 $ - $ (107,125) |data at facility in Philadelphia. For FY19/20, this item placed under 3
Technical Support Services
TOTAL (AREA 3) $ 330,919 | $ - 13 200,642 | $ - 18 (130,277) ]TOTAL AREA 3 = 200,642 (IT Equiptment Maintenance)
$ 4610,0341]% 2,603,289 1% 4,334,385 | $ 1,992,283 1 $ (886,655)
$ 7,213,323 $ 6,326,668
FUNDING SOURCE: AREA SUMMARY:
IT General Funds $ 4,334,385 |Curriculum & Instruction $ 1,473,404
Technical Ed - WFD Fund $ 816,422 |Business Support Software $ 4,652,622
Technical Ed - Grant Funded $ 161,402 |IT Equipment Maintenance $ 200,642
Academics State Categorical Fund $ 295,469 $ 6,326,668
Food & Nutrition Funds $ 241,622
BECON - Sprint Funds $ 351,068
Risk Management General Funds $ 126,300
Total Funding| $ 6,326,668
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